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About the Guide

The tests, criteria and interpretations established in this guide reflect the precedence set by the current and/or former Information and Privacy Commissioners in Saskatchewan through the issuing of Review Reports. Where this office has not previously considered a section of FOIP or LA FOIP, we look to other jurisdictions. This includes consideration of other IPC Orders, Reports and/or other relevant resources. In addition, court decisions from across the country are relied upon. This guide will be updated regularly to reflect any changes in precedence.

When using this guide, ensure you are always working with the most current version. We will update the footer to reflect the last update. Using the electronic version directly from our website will ensure you are always using the most current version.
**MANDATORY EXEMPTIONS**

Exemptions under FOIP and LA FOIP can be **mandatory** or **discretionary** depending on the wording of the provision. Mandatory exemptions are introduced with the wording “A head shall refuse...” This indicates that there is no option but to refuse access to the information. There are some “shall” provisions, however, which contain certain conditions under which the public body can still release the information. For example, subsection 13(1) provides that the public body “shall refuse to give access” unless the government or institution from which the information was obtained gives consent or makes the information public.

1. **Records from other governments (s. 13 of FOIP/s. 13 of LA FOIP)**

<table>
<thead>
<tr>
<th>FOIP</th>
<th>LA FOIP</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>13(1)</strong> A head shall refuse to give access to information contained in a record that was obtained in confidence, implicitly or explicitly, from:</td>
<td></td>
</tr>
<tr>
<td>(a) the Government of Canada or its agencies, Crown corporations or other institutions;</td>
<td></td>
</tr>
<tr>
<td>(b) the government of another province or territory of Canada, or its agencies, Crown corporations or other institutions;</td>
<td></td>
</tr>
<tr>
<td>(c) the government of a foreign jurisdiction or its institutions; or</td>
<td></td>
</tr>
<tr>
<td>(d) an international organization of states or its institutions;</td>
<td></td>
</tr>
<tr>
<td>unless the government or institution from which the information was obtained consents to the disclosure or makes the information public.</td>
<td></td>
</tr>
<tr>
<td>(2) A head may refuse to give access to information contained in a record that was obtained in confidence, implicitly or explicitly, from a local authority as defined in the regulations.</td>
<td></td>
</tr>
</tbody>
</table>

Subsection 13(1) is a mandatory class-based exemption (see *Class-based versus Harm-based Exemptions*). The provision is meant to protect information received in confidence both formally and informally from other governments including its agencies or institutions unless those governments consented to release the information or made it public.

Public bodies should determine whether there is consent to release the information or if the information has been made public by the organization to which the information was obtained.

Subsection 13(2) is a discretionary class-based exemption and does not contemplate consent or information being made public.
13(1)(a)/13(1)(a)

This exemption covers information obtained in confidence, implicitly or explicitly from the Government of Canada. It includes its agencies, Crown corporations or other institutions.

Both parts of the following test must be met:

1. Was the information obtained from the Government of Canada or its agencies, Crown corporations or other institutions?

   For some assistance, Schedule 1 (Section 3) of the federal Access to Information Act (ATIA) provides a list of federal government institutions.

   Section 13 uses the term “information contained in a record” rather than “a record” like other exemptions. Therefore, the exemption can apply to information contained within a record that was authored by the public body provided the information at issue was obtained from the Government of Canada.

   Obtained means to acquire in any way; to get possession of; to procure or to get a hold of by effort.

   A public body could obtain information either intentionally or unintentionally. It can also include information that was received indirectly provided its original source was the Government of Canada. However, to obtain information suggests that the public body did not create it.

2. Was the information obtained implicitly or explicitly in confidence?

   In confidence usually describes a situation of mutual trust in which private matters are relayed or reported. Information obtained in confidence means that the provider of the information has stipulated how the information can be disseminated. In order for confidence to be found, there must be an implicit or explicit agreement or understanding of confidentiality on the part of both the public body and the party that provided the information.

   The expectation of confidentiality must be reasonable and must have an objective basis. Whether the information is confidential will depend upon its content, its purposes, and the circumstances in which it was compiled or communicated. (Corporate Express Canada, Inc. v. The President and Vice Chancellor of Memorial University of Newfoundland, Gary Kachanoski, (2014))

   Implicitly means that the confidentiality is understood even though there is no actual statement of confidentiality, agreement, or other physical evidence of the understanding that the information will be kept confidential.

   Factors to consider when determining whether information was obtained in confidence implicitly include (not exhaustive):

   - What is the nature of the information? Would a reasonable person regard it as confidential? Would it ordinarily be kept confidential by the public body or the party that provided the information?
   - Was the information treated consistently in a manner that indicated a concern for its protection by the public body and the party that provided the information from the point it was obtained until the present time?
   - Is the information available from sources to which the public has access?
• Does the public body have any internal policies or procedures that speak to how records such as the one in question are to be handled confidentially?

• Was there a mutual understanding that the information would be held in confidence? **Mutual understanding** means that the public body and the party that provided the information both had the same understanding regarding the confidentiality of the information at the time it was provided. If one party intends the information to be kept confidential but the other does not, the information is not considered to have been obtained in confidence. However, mutual understanding alone is not sufficient. Additional factors must exist.

The above factors are not a test but rather guidance on factors to consider. It is not an exhaustive list. Each case will require different supporting arguments. The bare assertion that the information was obtained implicitly in confidence would not be sufficient.

**Explicitly** means that the request for confidentiality has been clearly expressed, distinctly stated or made definite. There may be documentary evidence that shows that the information was obtained with the understanding that it would be kept confidential.

Factors to consider when determining if information was obtained in confidence **explicitly** include (not exhaustive):

• The existence of an express condition of confidentiality between the public body and the party that provided the information;

• The fact that the public body requested the information be provided in a sealed envelope and/or outlined its confidentiality intentions prior to the information being provided.

The above factors are not a test but rather guidance on factors to consider. It is not an exhaustive list. Each case will require different supporting arguments.

Simply labelling documents as “confidential” does not, on its own, make the documents confidential (i.e. confidentiality stamps or standard automatic confidentiality statements at the end of emails). It is just one factor that we consider when determining whether the information was explicitly supplied in confidence.

**LA FOIP 13(1)(b)**

This exemption covers information obtained by a local authority in confidence, implicitly or explicitly from the government of Saskatchewan or a government institution.

Both parts of the following test must be met:

1. Was the information obtained from the government of Saskatchewan or a government institution?

For some assistance, Appendix Part 1 of the **FOIP Regulations** provides a list of bodies that qualify as government institutions.

Section 13 uses the term “information contained in a record” rather than “a record” like other exemptions. Therefore, the exemption can apply to information within a record that was authored by the local authority provided the information at issue was obtained from the Government of Saskatchewan or a Saskatchewan government institution.

**Obtained** means to acquire in any way; to get possession of; to procure or to get a hold of by effort.
A local authority could obtain information either intentionally or unintentionally. It can also include information that was received indirectly provided its original source was the Government of Saskatchewan. However, to obtain information suggests that the local authority did not create it.

2. Was the information obtained *implicitly or explicitly in confidence*?

*In confidence* usually describes a situation of mutual trust in which private matters are relayed or reported. Information obtained *in confidence* means that the provider of the information has stipulated how the information can be disseminated. In order for confidence to be found, there must be an implicit or explicit agreement or understanding of confidentiality on the part of both the local authority and the party that provided the information.

The expectation of confidentiality must be reasonable and must have an objective basis. Whether the information is confidential will depend upon its content, its purposes, and the circumstances in which it was compiled or communicated. (*Corporate Express Canada, Inc. v. The President and Vice Chancellor of Memorial University of Newfoundland, Gary Kachanoski, (2014)*)

*Implicitly* means that the confidentiality is understood even though there is no actual statement of confidentiality, agreement, or other physical evidence of the understanding that the information will be kept confidential.

Factors to consider when determining whether information was obtained in confidence *implicitly* include (not exhaustive):

- What is the nature of the information? Would a reasonable person regard it as confidential? Would it ordinarily be kept confidential by the provincial government or the local authority?
- Was the information treated consistently in a manner that indicated a concern for its protection by the provincial government and the local authority from the point it was obtained until the present time?
- Is the information available from sources to which the public has access?
- Does the local authority have any internal policies or procedures that speak to how records such as the one in question are to be handled confidentially?
- Was there a mutual understanding that the information would be held in confidence? *Mutual understanding*, in this context, means that the local authority and the provincial government both had the same understanding regarding the confidentiality of the information at the time it was provided. If one party intends the information to be kept confidential but the other does not, the information is not considered to have been obtained in confidence. However, mutual understanding alone is not sufficient. Additional factors must exist.

The above factors are not a test but rather guidance on factors to consider. It is not an exhaustive list. Each case will require different supporting arguments. The bare assertion that the information was obtained implicitly in confidence would not be sufficient.

*Explicitly* means that the request for confidentiality has been clearly expressed, distinctly stated or made definite. There may be documentary evidence that shows that the information was obtained with the understanding that it would be kept confidential.
Factors to consider when determining if information was obtained in confidence *explicitly* include (not exhaustive):

- The existence of an express condition of confidentiality between the local authority and the provincial government;
- The fact that the local authority requested the information be provided in a sealed envelope and/or outlined its confidentiality intentions prior to the information being provided.

The above factors are not a test but rather guidance on factors to consider. It is not an exhaustive list. Each case will require different supporting arguments.

Simply labelling documents as “confidential” does not, on its own, make the documents confidential (i.e. confidentiality stamps or standard automatic confidentiality statements at the end of emails). It is just one factor that we consider when determining whether the information was explicitly supplied in confidence.

**13(1)(b)/13(1)(c)**

This exemption covers information obtained in confidence, implicitly or explicitly from another provincial or territorial government in Canada. It includes its agencies, Crown corporations or other institutions.

Both parts of the following test must be met:

1. **Was the information obtained from the government of another province or territory of Canada?**

   Section 13 uses the term “information contained in a record” rather than “a record” like other exemptions. Therefore, the exemption can include information within a record that was authored by the public body provided the information at issue was obtained from the government of another province or territory of Canada.

   *Obtained* means to acquire in any way; to get possession of; to procure or to get a hold of by effort.

   A public body could obtain information either intentionally or unintentionally. It can also include information that was received indirectly provided its original source was the government of another province or territory of Canada. However, to obtain information suggests that the public body did not create it.

2. **Was the information obtained *implicitly or explicitly in confidence***?

   *In confidence* usually describes a situation of mutual trust in which private matters are relayed or reported. Information obtained *in confidence* means that the provider of the information has stipulated how the information can be disseminated. In order for confidence to be found, there must be an implicit or explicit agreement or understanding of confidentiality on the part of both the public body and the party that provided the information.

   The expectation of confidentiality must be reasonable and must have an objective basis. Whether the information is confidential will depend upon its content, its purposes, and the circumstances in which it was compiled or communicated. *(Corporate Express Canada, Inc. v. The President and Vice Chancellor of Memorial University of Newfoundland, Gary Kachanoski, (2014))*
Implicitly means that the confidentiality is understood even though there is no actual statement of confidentiality, agreement, or other physical evidence of the understanding that the information will be kept confidential.

Factors to consider when determining whether information was obtained in confidence implicitly include (not exhaustive):

- What is the nature of the information? Would a reasonable person regard it as confidential? Would it ordinarily be kept confidential by the public body or the party that provided the information?
- Was the information treated consistently in a manner that indicated a concern for its protection by the public body and the party that provided the information from the point it was obtained until the present time?
- Is the information available from sources to which the public has access?
- Does the public body have any internal policies or procedures that speak to how records such as the one in question are to be handled confidentially?
- Was there a mutual understanding that the information would be held in confidence? Mutual understanding, in this context, means that the public body and the party that provided the information both had the same understanding regarding the confidentiality of the information at the time it was provided. If one party intends the information to be kept confidential but the other does not, the information is not considered to have been obtained in confidence. However, mutual understanding alone is not sufficient. Additional factors must exist.

The above factors are not a test but rather guidance on factors to consider. It is not an exhaustive list. Each case will require different supporting arguments. The bare assertion that the information was obtained implicitly in confidence would not be sufficient.

Explicitly means that the request for confidentiality has been clearly expressed, distinctly stated or made definite. There may be documentary evidence that shows that the information was obtained with the understanding that it would be kept confidential.

Factors to consider when determining if information was obtained in confidence explicitly include (not exhaustive):

- The existence of an express condition of confidentiality between the public body and the party that provided the information:
- The fact that the public body requested the information be provided in a sealed envelope and/or outlined its confidentiality intentions prior to the information being provided.

The above factors are not a test but rather guidance on factors to consider. It is not an exhaustive list. Each case will require different supporting arguments.

Simply labelling documents as “confidential” does not, on its own, make the documents confidential (i.e. confidentiality stamps or standard automatic confidentiality statements at the end of emails). It is just one factor that we consider when determining whether the information was explicitly supplied in confidence.

13(1)(c)/13(1)(d)
This exemption covers information obtained in confidence, implicitly or explicitly from the government of a foreign jurisdiction.

Both parts of the following test must be met:
1. Was the information obtained from the government of a foreign jurisdiction?

A foreign jurisdiction refers to a government or its institutions of any foreign nation or state outside of Canada.

Section 13 uses the term “information contained in a record” rather than “a record” like other exemptions. Therefore, the exemption can include information within a record that was authored by the public body provided the information at issue was obtained from the government of a foreign jurisdiction.

Obtained means to acquire in any way; to get possession of; to procure or to get a hold of by effort.

A public body could obtain information either intentionally or unintentionally. It can also include information that was received indirectly provided its original source was the government of a foreign jurisdiction. However, to obtain information suggests that the public body did not create it.

2. Was the information obtained implicitly or explicitly in confidence?

In confidence usually describes a situation of mutual trust in which private matters are relayed or reported. Information obtained in confidence means that the provider of the information has stipulated how the information can be disseminated. In order for confidence to be found, there must be an implicit or explicit agreement or understanding of confidentiality on the part of both the public body and the party providing the information.

The expectation of confidentiality must be reasonable and must have an objective basis. Whether the information is confidential will depend upon its content, its purposes, and the circumstances in which it was compiled or communicated. (Corporate Express Canada, Inc. v. The President and Vice Chancellor of Memorial University of Newfoundland, Gary Kachanoski, (2014))

Implicitly means that the confidentiality is understood even though there is no actual statement of confidentiality, agreement, or other physical evidence of the understanding that the information will be kept confidential.

Factors to consider when determining whether information was obtained in confidence implicitly include (not exhaustive):

- What is the nature of the information? Would a reasonable person regard it as confidential? Would it ordinarily be kept confidential by the public body or the party that provided the information?
- Was the information treated consistently in a manner that indicated a concern for its protection by the public body and the party that provided the information from the point it was obtained until the present time?
- Is the information available from sources to which the public has access?
- Does the public body have any internal policies or procedures that speak to how records such as the one in question are to be handled confidentially?
- Was there a mutual understanding that the information would be held in confidence? Mutual understanding; in this context, means that the public body and the party that provided the information both had the same understanding regarding the confidentiality
of the information at the time it was provided. If one party intends the information to be kept confidential but the other does not, the information is not considered to have been obtained in confidence. However, mutual understanding alone is not sufficient. Additional factors must exist in addition.

The above factors are not a test but rather guidance on factors to consider. It is not an exhaustive list. Each case will require different supporting arguments. The bare assertion that the information was obtained implicitly in confidence would not be sufficient.

*Explicitly* means that the request for confidentiality has been clearly expressed, distinctly stated or made definite. There may be documentary evidence that shows that the information was obtained with the understanding that it would be kept confidential.

Factors to consider when determining if information was obtained in confidence *explicitly* include (not exhaustive):

- The existence of an express condition of confidentiality between the public body and the party that provided the information;
- The fact that the public body requested the information be provided in a sealed envelope and/or outlined its confidentiality intentions prior to the information being provided.

The above factors are not a test but rather guidance on factors to consider. It is not an exhaustive list. Each case will require different supporting arguments.

Simply labelling documents as “confidential” does not, on its own, make the documents confidential (i.e. confidentiality stamps or standard automatic confidentiality statements at the end of emails). It is just one factor that we consider when determining whether the information was explicitly supplied in confidence.

13(1)(d)/13(1)(e)
This exemption covers information obtained in confidence, implicitly or explicitly from international organizations of states or its institutions.

Both parts of the following test must be met:

1. Was the information obtained from an international organization of states or its institutions?

   *An international organization of states* refers to any organization with members representing and acting under the authority of the governments of two or more states. Examples include the United Nations and the International Monetary Fund. (Service Alberta, *FOIP Guidelines and Practices*, 2009 at p. 162)

   Section 13 uses the term “information contained in a record” rather than “a record” like other exemptions. Therefore, the exemption can include information within a record that was authored by the public body provided the information at issue was obtained from the international organization of states.

   *Obtained* means to acquire in any way; to get possession of; to procure or to get a hold of by effort.

   A public body could obtain information either intentionally or unintentionally. It can also include information that was received indirectly provided its original source was the international organization of states. However, to obtain information suggests that the public body did not create it.
2. Was the information obtained *implicitly or explicitly in confidence*?

*In confidence* usually describes a situation of mutual trust in which private matters are relayed or reported. Information obtained *in confidence* means that the provider of the information has stipulated how the information can be disseminated. In order for confidence to be found, there must be an implicit or explicit agreement or understanding of confidentiality on the part of both the public body and the party providing the information. The expectation of confidentiality must be reasonable and must have an objective basis. Whether the information is confidential will depend upon its content, its purposes, and the circumstances in which it was compiled or communicated. *(Corporate Express Canada, Inc. v. The President and Vice Chancellor of Memorial University of Newfoundland, Gary Kachanoski, 2014)*

*Implicitly* means that the confidentiality is understood even though there is no actual statement of confidentiality, agreement, or other physical evidence of the understanding that the information will be kept confidential.

Factors to consider when determining whether information was obtained in confidence *implicitly* include (not exhaustive):

- What is the nature of the information? Would a reasonable person regard it as confidential? Would it ordinarily be kept confidential by the public body or the party that provided the information?
- Was the information treated consistently in a manner that indicated a concern for its protection by the public body and the party that provided the information from the point it was obtained until the present time?
- Is the information available from sources to which the public has access?
- Does the public body have any internal policies or procedures that speak to how records such as the one in question are to be handled confidentially?
- Was there a mutual understanding that the information would be held in confidence? *Mutual understanding*, in this context, means that the public body and the party that provided the information both had the same understanding regarding the confidentiality of the information at the time it was provided. If one party intends the information to be kept confidential but the other does not, the information is not considered to have been obtained in confidence. However, mutual understanding alone is not sufficient. Additional factors must exist.

The above factors are not a test but rather guidance on factors to consider. It is not an exhaustive list. Each case will require different supporting arguments. The bare assertion that the information was obtained implicitly in confidence would not be sufficient.

*Explicitly* means that the request for confidentiality has been clearly expressed, distinctly stated or made definite. There may be documentary evidence that shows that the information was obtained with the understanding that it would be kept confidential.

Factors to consider when determining if information was obtained in confidence *explicitly* include (not exhaustive):

- The existence of an express condition of confidentiality between the public body and the party that provided the information:
• The fact that the public body requested the information be provided in a sealed envelope and/or outlined its confidentiality intentions prior to the information being provided.

The above factors are not a test but rather guidance on factors to consider. It is not an exhaustive list. Each case will require different supporting arguments.

Simply labelling documents as “confidential” does not, on its own, make the documents confidential (i.e. confidentiality stamps or standard automatic confidentiality statements at the end of emails). It is just one factor that we consider when determining whether the information was explicitly supplied in confidence.

**FOIP 13(2)**

Subsection 13(2) of FOIP is a discretionary class-based exemption (see *Class-based versus Harm-based Exemptions*). The provision is meant to protect information obtained by a government institution in confidence, implicitly or explicitly from a local authority.

Both parts of the following test must be met:

1. Was the information obtained from a local authority?

   For some assistance, the FOIP Regulations subsection 2(2) points to the definition of a “local authority” found in subsection 2(f) of LA FOIP.

   Section 13 uses the term “information contained in a record” rather than “a record” like other exemptions. Therefore, the exemption can include information within a record that was authored by the public body provided the information at issue was obtained from a local authority.

   **Obtain**ed means to acquire in any way: to get possession of; to procure or to get a hold of by effort.

   A public body could obtain information either intentionally or unintentionally. It can also include information that was received indirectly provided its original source was the local authority. However, to obtain information suggests that the public body did not create it.

2. Was the information obtained implicitly or explicitly in confidence?

   **In confidence** usually describes a situation of mutual trust in which private matters are relayed or reported. Information obtained *in confidence* means that the provider of the information has stipulated how the information can be disseminated. In order for confidence to be found, there must be an implicit or explicit agreement or understanding of confidentiality on the part of both the public body and the local authority at the time the information was obtained.

   The expectation of confidentiality must be reasonable and must have an objective basis. Whether the information is confidential will depend upon its content, its purposes, and the circumstances in which it was compiled or communicated. (*Corporate Express Canada, Inc. v. The President and Vice Chancellor of Memorial University of Newfoundland, Gary Kachanoski, (2014)*)

   **Implicitly** means that the confidentiality is understood even though there is no actual statement of confidentiality, agreement, or other physical evidence of the understanding that the information will be kept confidential.
Factors to consider when determining whether information was obtained in confidence 
*implicitly* include (not exhaustive):

- What is the nature of the information? Would a reasonable person regard it as confidential? Would it ordinarily be kept confidential by the public body or the local authority?
- Was the information treated consistently in a manner that indicated a concern for its protection by the public body and the local authority from the point it was obtained until the present time?
- Is the information available from sources to which the public has access?
- Does the public body have any internal policies or procedures that speak to how records such as the one in question are to be handled confidentially?
- Was there a mutual understanding that the information would be held in confidence? *Mutual understanding*, in this context, means that the public body and the local authority both had the same understanding regarding the confidentiality of the information at the time it was provided. If one party intends the information to be kept confidential but the other does not, the information is not considered to have been obtained in confidence. However, mutual understanding alone is not sufficient. Additional factors must exist.

The above factors are not a test but rather guidance on factors to consider. It is not an exhaustive list. Each case will require different supporting arguments. The bare assertion that the information was obtained implicitly in confidence would not be sufficient.

*Explicitly* means that the request for confidentiality has been clearly expressed, distinctly stated or made definite. There may be documentary evidence that shows that the information was obtained with the understanding that it would be kept confidential.

Factors to consider when determining if information was obtained in confidence *explicitly* include (not exhaustive):

- The existence of an express condition of confidentiality between the public body and the local authority;
- The fact that the public body requested the information be provided in a sealed envelope and/or outlined its confidentiality intentions prior to the information being provided.

The above factors are not a test but rather guidance on factors to consider. It is not an exhaustive list. Each case will require different supporting arguments.

Simply labelling documents as “confidential” does not, on its own, make the documents confidential (i.e. confidentiality stamps or standard automatic confidentiality statements at the end of emails). It is just one factor that we consider when determining whether the information was explicitly supplied in confidence.

**LA FOIP 13(2)**

Subsection 13(2) of LA FOIP is a discretionary class-based exemption (see *Class-based versus Harm-based Exemptions*). The provision is meant to protect information obtained by a local authority in confidence, implicitly or explicitly from another local authority in Saskatchewan or a similar body in another province or territory in Canada.

Both parts of the following test must be met:
1. Was the information obtained from another local authority or a similar body in another province or territory of Canada?

For some assistance, the definition of a Saskatchewan “local authority” can be found at subsection 2(f) of LA FOIP.

Section 13 uses the term “information contained in a record” rather than “a record” like other exemptions. Therefore, the exemption can include information within a record that was authored by the public body provided the information at issue was obtained from a Saskatchewan local authority or a similar body in another province or territory of Canada.

*Obtained* means to acquire in any way; to get possession of; to procure or to get a hold of by effort.

A public body could obtain information either intentionally or unintentionally. It can also include information that was received indirectly provided its original source was the other local authority. However, to obtain information suggests that the public body did not create it.

2. Was the information obtained implicitly or explicitly in confidence?

*In confidence* usually describes a situation of mutual trust in which private matters are relayed or reported. Information obtained *in confidence* means that the provider of the information has stipulated how the information can be disseminated. In order for confidence to be found, there must be an implicit or explicit agreement or understanding of confidentiality on the part of both parties.

The expectation of confidentiality must be reasonable and must have an objective basis. Whether the information is confidential will depend upon its content, its purposes, and the circumstances in which it was compiled or communicated. (*Corporate Express Canada, Inc. v. The President and Vice Chancellor of Memorial University of Newfoundland, Gary Kachanoski, (2014)*)

*Implicitly* means that the confidentiality is understood even though there is no actual statement of confidentiality, agreement, or other physical evidence of the understanding that the information will be kept confidential.

Factors to consider when determining whether information was obtained in confidence *implicitly* include (not exhaustive):

- What is the nature of the information? Would a reasonable person regard it as confidential? Would it ordinarily be kept confidential by both parties?
- Was the information treated consistently in a manner that indicated a concern for its protection by both parties from the point it was obtained until the present time?
- Is the information available from sources to which the public has access?
- Do either of the local authorities have any internal policies or procedures that speak to how records, such as the one in question, are to be handled confidentially?
- Was there a mutual understanding that the information would be held in confidence? *Mutual understanding*, in this context, means that both parties had the same understanding regarding the confidentiality of the information at the time it was provided. If one party intends the information to be kept confidential but the other does
not, the information is not considered to have been obtained in confidence. However, mutual understanding alone is not sufficient. Additional factors must exist.

The above factors are not a test but rather guidance on factors to consider. It is not an exhaustive list. Each case will require different supporting arguments. The bare assertion that the information was obtained implicitly in confidence would not be sufficient.

*Explicitly* means that the request for confidentiality has been clearly expressed, distinctly stated or made definite. There may be documentary evidence that shows that the information was obtained with the understanding that it would be kept confidential.

Factors to consider when determining if information was obtained in confidence *explicitly* include (not exhaustive):

- The existence of an express condition of confidentiality between both parties;
- The fact that the local authority requested the information be provided in a sealed envelope and/or outlined its confidentiality intentions prior to the information being provided.

The above factors are not a test but rather guidance on factors to consider. It is not an exhaustive list. Each case will require different supporting arguments.

Simply labelling documents as “confidential” does not, on its own, make the documents confidential (i.e. confidentiality stamps or standard automatic confidentiality statements at the end of emails). It is just one factor that we consider when determining whether the information was explicitly supplied in confidence.
2. Cabinet documents (s. 16 of FOIP)

**FOIP**

16(1) A head shall refuse to give access to a record that discloses a confidence of the Executive Council, including:

(a) records created to present advice, proposals, recommendations, analyses or policy options to the Executive Council or any of its committees;

(b) agendas or minutes of the Executive Council or any of its committees, or records that record deliberations or decisions of the Executive Council or any of its committees;

(c) records of consultations among members of the Executive Council on matters that relate to the making of government decisions or the formulation of government policy, or records that reflect those consultations;

(d) records that contain briefings to members of the Executive Council in relation to matters that:

(i) are before, or are proposed to be brought before, the Executive Council or any of its committees; or

(ii) are the subject of consultations described in clause (c).

(2) Subject to section 30, a head shall not refuse to give access pursuant to subsection (1) to a record where:

(a) the record has been in existence for more than 25 years; or

(b) consent to access is given by:

(i) the President of the Executive Council for which, or with respect to which, the record has been prepared; or

(ii) in the absence or inability to act of the President, by the next senior member of the Executive Council who is present and able to act.

Subsection 16(1) is a mandatory class-based exemption (see *Class-based versus Harm-based Exemptions*). Subsections 16(1)(a) through (d) are not an exhaustive list. Therefore, even if none of the subsections are found to apply, the introductory wording of 16(1) must still be considered. In other words, is the information a confidence of Executive Council?

*Executive Council* consists of the Premier and Cabinet Ministers. Executive Council is also referred to as “Cabinet” (Government of Saskatchewan, Cabinet Secretariat, Executive Council, *Executive Government Processes and Procedures in Saskatchewan: A Procedures Manual*, 2007, at p. 16). Treasury Board is a committee of the Executive Council and is therefore also captured by the exemption. (Review Report 041·2015 at [8])

*Cabinet confidences* can generally be defined as:

...in the broadest sense, the political secrets of Ministers individually and collectively, the disclosure of which would make it very difficult for the government to speak in unison before Parliament and the public.

(*Federal Access to Information and Privacy Legislation Annotated 2015* (Canada: Thomas Reuters Canada Limited, 2014) at page 1·644.4.)

In Review Report 016·2015, the Commissioner found that information in Transition Briefing Binders that was already publicly available did not qualify for the exemption.
**16(1)(a)**
Records that contain advice, proposals, recommendations, analyses or policy options developed from sources outside of the Executive Council for presentation to the Executive Council is intended to be covered by the provision.

*Advice* includes the analysis of a situation or issue that may require action and the presentation of options for future action.

Advice includes the views or opinions of a public servant as to the range of policy options to be considered by the decision maker even if they do not include a specific recommendation on which option to take.

*Recommendations* relate to a suggested course of action as well as the rationale for a suggested course of action. Recommendations are generally more explicit and pointed than advice.

*Proposals and analyses or policy options* are closely related to advice and recommendations and refer to the concise setting out of the advantages or disadvantages of particular courses of action.

Some examples include:
- an agenda, minute or other record that documents matters addressed by Cabinet (e.g. a list of issues tabled at Cabinet that reflects the priorities of Cabinet);
- a letter from Cabinet or a Cabinet committee that relates to the discussion or consideration of an issue or problem, or that reflects a decision made but not made public (e.g. a letter from Treasury Board to a ministry executive stating a decision that affects the ministry's budget but which has not been announced);
- a briefing note placed before Cabinet or one of its committees;
- a memo from a deputy minister to an assistant deputy minister in a ministry that informs them when Cabinet will consider an issue;
- a briefing note from a deputy minister to a minister concerning a matter that is or will be considered by Cabinet;
- a draft or final Cabinet submission; and
- draft legislation or regulations.

A draft memorandum that was created for the purpose of presenting proposals and recommendations to Cabinet but that was never actually presented to Cabinet remains a confidence. Equally, a memorandum in final form is a confidence even if it has not been presented to Cabinet.

**16(1)(b)**
Agendas, minutes of agenda meetings or the deliberations or decisions of Cabinet and/or its committees are covered by this provision. This includes drafts of these documents and any notes which officials may make during the meetings.

*Deliberation* means the act of weighing and examining the reasons for and against a contemplated act or course of conduct. It also includes an examination of choices of direction or means to accomplish an objective (Service Alberta, *FOIP Guidelines and Practices, 2009* at pages 173 to 175).
**16(1)(c)**
This provision protects records used for, or records that reflect, consultations amongst members of the Executive Council on matters relating to the making of government decisions or the formulation of government policy.

A *consultation* in this context occurs when one or more members of Executive Council discuss matters related to making government decisions or formulating government policy.

**16(1)(d)**
In order for this provision to apply, the records must contain briefings and be intended for Executive Council. In addition, subsections 16(1)(d)(i) or (ii) must apply. The purpose for which the record was prepared is key.

An important qualifier here is that the records must be for the purpose of briefing a minister in relation to matters before Cabinet or for use in a discussion with other ministers (*The Access to Information Act and Cabinet confidences: A Discussion of New Approaches*, 1996, at p. 11).

In Review Report 016-2015, the Commissioner found that information in Transition Briefing Binders that was already publicly available did not qualify for the exemption.

See above for a definition of *Executive Council*.

**16(1)(d)(i)**
The record must be before or be proposed to be brought before the Executive Council or its committees.

**16(1)(d)(ii)**
The record must be the subject of consultations as described in subsection 16(1)(c) above.

A *consultation* in this context occurs when one or more members of Executive Council discuss matters related to making government decisions or formulating government policy.

**16(2)**
Subsection 16(2) of FOIP requires disclosure of cabinet documents where:
- the record has been in existence for more than 25 years; or
- consent to release is given by the President of the Executive Council or in absence of the President, the next senior member of Executive Council.

However, if the record contains personal information, the rules around disclosure under section 30 of FOIP still apply:
- personal information of a deceased individual shall not be disclosed until 25 years after the death of the individual.
- the head may disclose the personal information to the next of kin before 25 years if in the head's opinion disclosure would not constitute an unreasonable invasion of privacy.
3. Third party information (s. 19 of FOIP/s. 18 of LA FOIP)

<table>
<thead>
<tr>
<th>FOIP</th>
<th>LA FOIP</th>
</tr>
</thead>
<tbody>
<tr>
<td>19(1) Subject to Part V and this section, a head shall refuse to</td>
<td>18(1) Subject to Part V and this section, a head shall refuse to give</td>
</tr>
<tr>
<td>give access to a record that contains:</td>
<td>access to a record that contains:</td>
</tr>
<tr>
<td>(a) trade secrets of a third party;</td>
<td>(a) trade secrets of a third party;</td>
</tr>
<tr>
<td>(b) financial, commercial, scientific, technical or labour relations</td>
<td>(b) financial, commercial, scientific, technical or labour relations</td>
</tr>
<tr>
<td>information that is supplied in confidence, implicitly or explicitly,</td>
<td>information that is supplied in confidence, implicitly or explicitly,</td>
</tr>
<tr>
<td>to a government institution by a third party;</td>
<td>to a local authority by a third party;</td>
</tr>
<tr>
<td>(c) information, the disclosure of which could reasonably be</td>
<td>(c) information, the disclosure of which could reasonably be expected</td>
</tr>
<tr>
<td>expected to:</td>
<td>expected to:</td>
</tr>
<tr>
<td>(i) result in financial loss or gain to;</td>
<td>(i) result in financial loss or gain to;</td>
</tr>
<tr>
<td>(ii) prejudice the competitive position of;</td>
<td>(ii) prejudice the competitive position of;</td>
</tr>
<tr>
<td>(iii) interfere with the contractual or other negotiations of;</td>
<td>(iii) interfere with the contractual or other negotiations of;</td>
</tr>
<tr>
<td>a third party;</td>
<td>a third party;</td>
</tr>
<tr>
<td>(d) a statement of a financial account relating to a third party</td>
<td>(d) a statement of a financial account relating to a third party with</td>
</tr>
<tr>
<td>with respect to the provision of routine services from a government</td>
<td>respect to the provision of routine services from a local authority;</td>
</tr>
<tr>
<td>institution;</td>
<td>(2) A head may give access to a record that contains information</td>
</tr>
<tr>
<td>(e) a statement of financial assistance provided to a third party by</td>
<td>described in subsection (1) with the written consent of the third party</td>
</tr>
<tr>
<td>a prescribed Crown corporation that is a government institution;</td>
<td>to whom the information relates.</td>
</tr>
<tr>
<td>or</td>
<td>(3) Subject to Part V, a head may give access to a record that contains</td>
</tr>
<tr>
<td>(f) information supplied by a third party to support an application</td>
<td>information described in clauses (1)(b) to (d) if:</td>
</tr>
<tr>
<td>for financial assistance mentioned in clause (e).</td>
<td>(a) disclosure of that information could reasonably be expected to</td>
</tr>
<tr>
<td>(2) A head may give access to a record that contains information</td>
<td>be in the public interest as it relates to public health, public</td>
</tr>
<tr>
<td>described in subsection (1) with the written consent of the third</td>
<td>safety or protection of the environment; and</td>
</tr>
<tr>
<td>party to whom the information relates.</td>
<td>(b) the public interest in disclosure could reasonably be expected</td>
</tr>
<tr>
<td>(3) Subject to Part V, a head may give access to a record that</td>
<td>to clearly outweigh in importance any:</td>
</tr>
<tr>
<td>contains information described in subsection (1) if:</td>
<td>(i) financial loss or gain to:</td>
</tr>
<tr>
<td>(a) disclosure of that information could reasonably be expected to</td>
<td>(ii) prejudice to the competitive position of; or</td>
</tr>
<tr>
<td>be in the public interest as it relates to public health, public</td>
<td>(iii) interference with contractual or other negotiations of:</td>
</tr>
<tr>
<td>safety or protection of the environment; and</td>
<td>a third party.</td>
</tr>
<tr>
<td>(b) the public interest in disclosure could reasonably be expected</td>
<td></td>
</tr>
<tr>
<td>to clearly outweigh in importance any:</td>
<td></td>
</tr>
<tr>
<td>(i) financial loss or gain to:</td>
<td></td>
</tr>
<tr>
<td>(ii) prejudice to the competitive position of; or</td>
<td></td>
</tr>
<tr>
<td>(iii) interference with contractual or other negotiations of:</td>
<td></td>
</tr>
<tr>
<td>a third party.</td>
<td></td>
</tr>
</tbody>
</table>
FOIP defines a *third party* as a person, including an unincorporated entity, other than an applicant or a government institution.

LA FOIP defines a *third party* as a person, including an unincorporated entity, other than an applicant or a local authority.

Section 19/18 is intended to protect the business interests of third parties and to ensure that public bodies are able to maintain the confidentiality necessary to effectively carry on business with the private sector. Although public bodies need to be open and accountable, they also need to conduct business and enter into business relationships and in doing so they must be able to assure their private sector partners that their trade secrets and commercial and financial secrets will not be readily disclosed to competitors and the general public (NT IPC Review Report 04-043). However, this is balanced against the need for public accountability in the expenditure of public funds. Third parties must understand that certain information regarding how the public body meets its financial obligations will be made public.

If the public body determines that the information qualifies as third party information and it intends to withhold it, it should ask the third party if it consents to the release of the information pursuant to subsection 19(2)/18(2). Consent should be in writing.

19(1)(a)/18(1)(a)

*Trade Secret* is defined as information, including a plan or process, tool, mechanism or compound which possesses each of the four following characteristics:

1. the information must be secret in an absolute or relative sense (is known only by one or a relatively small number of people);

2. the possessor of the information must demonstrate he/she has acted with the intention to treat the information as secret;

3. the information must be capable of industrial or commercial application; and

4. the possessor must have an interest (e.g. an economic interest) worthy of legal protection.  

*Merck Frosst Canada Ltd. v. Canada (Health) (2012)*

The information must meet all of the above criteria to be considered a trade secret.

If the public body determines that the information qualifies as a trade secret and it intends to withhold it, it should ask the third party if it consents to the release of the information pursuant to subsection 19(2)/18(2). Consent should be in writing.

In *Canadian Bank Note Limited v. Saskatchewan Government Insurance, (2016)*, Justice Zarzeczny found that unit prices in a contract between the public body and a third party did not qualify as a trade secret.

In Review Report 052-2017, the Commissioner addressed arguments presented by a third party that release of a land appraisal would infringe on the third party’s copyright to the integrity of its work. The Commissioner did not agree with the third party and referred to subsection 32.1(1)(a) of the federal *Copyright Act* which provides that disclosing under access to information legislation is not an infringement of copyright.
19(1)(b)/18(1)(b)
All three parts of the following test must be met:

1. Is the information financial, commercial, scientific, technical or labour relations information of a third party?

**Financial information** is information regarding monetary resources, such as financial capabilities, assets and liabilities, past or present. Common examples are financial forecasts, investments strategies, budgets, and profit and loss statements. The financial information must be specific to a third party that must demonstrate a proprietary interest or right of use of the financial information.

**Commercial information** is information relating to the buying, selling or exchange of merchandise or services.

Types of information included in the definition of commercial information:

- offers of products and services a third-party business proposes to supply or perform;
- a third-party business’ experiences in commercial activities where this information has commercial value;
- terms and conditions for providing services and products by a third party;
- lists of customers, suppliers or sub-contractors compiled by a third-party business for its use in its commercial activities or enterprises - such lists may take time and effort to compile, if not skill;
- methods a third-party business proposes to use to supply goods and services; and
- number of hours a third-party business proposes to take to complete contracted work or tasks.

In Review Report 031-2015, the Commissioner found that a third party’s entire proposal package in response to a public body’s Request for Proposal (RFP) constituted commercial information.

In Review Report 229-2015, the Commissioner found that unit prices in a contract between SGI and a third party qualified as commercial information of the third party. This was later upheld by Justice Zarzeczny in *Canadian Bank Note Limited v. Saskatchewan Government Insurance*, (2016).

**Scientific information** is information belonging to an organized field of knowledge in the natural, biological or social sciences or mathematics. In addition, for information to be characterized as scientific, it must relate to the observation and testing of specific hypothesis or conclusions and be undertaken by an expert in the field. Finally, scientific information must be given a meaning separate from technical information.

**Technical information** is information belonging to an organized field of knowledge which would fall under the general categories of applied sciences or mechanical arts. Examples of these fields would include architecture, engineering or electronics…it will usually involve information prepared by a professional in the field and describe the construction, operation or maintenance of a structure, process, equipment or thing. Finally, technical information must be given a meaning separate from scientific information (*Consumers’ Co-Operative Refineries Limited v. Regina (City)*, (2016)).
Labour relations information is information that relates to the management of personnel by a person or organization, whether or not the personnel are organized into bargaining units. It includes relationships within and between workers, working groups and their organizations as well as managers, employers and their organizations. Labour relations information also includes collective relations between a public body and its employees. Common examples of labour relations information are hourly wage rates, personnel contracts and information on negotiations regarding collective agreements.

2. Was the information supplied by the third party to a public body?

The requirement that it be shown that the information was supplied to the public body reflects the purpose of subsection 19(1)/18(1) of protecting the informational assets of third parties.

Information may qualify as “supplied” if it was directly supplied to a public body by a third party, or where its disclosure would reveal or permit the drawing of accurate inferences with respect to information supplied by a third party.

Records can still be “supplied” even when they originate with the public body (i.e. the records still may contain or repeat information extracted from documents supplied by the third party). For FOIP, information can be “supplied” as long as the third party provided the information to “a” government institution. However, LA FOIP requires that the information be “supplied” to “the” local authority.

The content, rather than the form of the information, is the important factor.

The contents of a contract involving the public body and a third party will not normally qualify as having been supplied by a third party. The provisions of a contract, in general, have been treated as mutually generated, rather than supplied by the third party, even where the contract is preceded by little or no negotiation or where the final agreement reflects information that originated from a single party. There are two exceptions to this general rule:

1. **Inferred disclosure** – where disclosure of the information in a contract would permit accurate inferences to be made with respect to underlying non-negotiated confidential information supplied by the third party to the public body; and

2. **Immutability** – information the third party provided that is immutable or not open or susceptible to change and was incorporated into the contract without change, such as the operating philosophy of a business, or a sample of its products.

In Review Report 054·2015 and 055·2015, the Commissioner found that unit pricing in a Form of Tender as part of a Request for Proposal (RFP) process was supplied by the third parties involved.

In Review Report 229·2015, the Commissioner found that unit pricing in a contract between the public body and a third party was not supplied by the third party but was part of the negotiated terms of the contract (mutually generated). Justice Zarzeczny, considering the facts and circumstances in the de novo appeal, however, determined that it was supplied *Canadian Bank Note Limited v. Saskatchewan Government Insurance, (2016)*. The Commissioner continues to consider unit prices on a case by case basis.

In Review Reports 007·2015, 195·2015 and 196·2015, the Commissioner found that the estimated hours, hourly rates and estimated cost per consultant were not supplied by the third parties but were negotiated terms of contracts (mutually generated).
Where the public body collects information by their own observation, as in the case of an inspection, the information they obtain in that way will not be considered as having been supplied by the third party.

3. Was the information supplied *in confidence implicitly or explicitly*?

*In confidence* usually describes a situation of mutual trust in which private matters are relayed or reported. Information obtained *in confidence* means that the supplier of the information has stipulated how the information can be disseminated. In order for confidence to be found, there must be an implicit or explicit agreement or understanding of confidentiality on the part of both the public body and the third party providing the information.

Also, in order for subsection 19(1)(b) of FOIP to apply, a public body must show that both parties intended the information be held in confidence at the time the information was supplied (Review Reports 158-2016 and 203-2016).

The expectation of confidentiality must be reasonable and must have an objective basis. Whether the information is confidential will depend upon its content, its purposes, and the circumstances in which it was compiled or communicated (*Corporate Express Canada, Inc. v. The President and Vice Chancellor of Memorial University of Newfoundland, Gary Kachanoski, (2014)*).

*Implicitly* means that the confidentiality is understood even though there is no actual statement of confidentiality, agreement, or other physical evidence of the understanding that the information will be kept confidential.

Factors considered when determining whether a document was supplied in confidence *implicitly* include (not exhaustive):

- What is the nature of the information? Would a reasonable person regard it as confidential? Would it ordinarily be kept confidential by the third party or public body?
- Was the information treated consistently in a manner that indicated a concern for its protection by the third party and the public body from the point at which it was supplied until the present time?
- Is the information available from sources to which the public has access?
- Does the public body have any internal policies or procedures that speak to how records such as the one in question are to be handled confidentially?
- Was there a mutual understanding that the information would be held in confidence? *Mutual understanding* means that the public body and the third party both had the same understanding regarding the confidentiality of the information at the time it was supplied. If one party intends the information to be kept confidential but the other does not, the information is not considered to have been supplied in confidence. However, mutual understanding alone is not sufficient. Additional factors must exist in addition.

The above factors are not a test but rather guidance on factors to consider. It is not an exhaustive list. Each case will require different supporting arguments. The bare assertion that the information was supplied implicitly in confidence would not be sufficient.

*Explicitly* means that the request for confidentiality has been clearly expressed, distinctly stated or made definite. There may be documentary evidence that shows that the information was supplied on the understanding that it would be kept confidential.
Factors to consider when determining if a document was supplied in confidence explicitly include (not exhaustive):

- The existence of an express condition of confidentiality between the public body and the third party;
- The fact that the public body requested the information be supplied in a sealed envelope and/or outlined its confidentiality intentions to the third party prior to the information being supplied.

The above factors are not a test but rather guidance on factors to consider. It is not an exhaustive list. Each case will require different supporting arguments.

Simply labelling documents as “confidential” does not, on its own, make the documents confidential (i.e. confidentiality stamps or standard automatic confidentiality statements at the end of emails). It is just one factor that we consider when determining whether the information was explicitly supplied in confidence.

Public bodies cannot be relieved of their responsibilities under FOIP or LA FOIP merely by agreeing via a confidentiality clause in a contract/agreement to keep matters confidential. Since a public body cannot guarantee confidentiality if FOIP or LA FOIP mandates disclosure, it should frame any contract provisions, representations or policies accordingly so third parties are informed prior to providing information to a public body. This includes tenders, requests for proposals and other processes.

Again, there must be a reasonable and objective basis for the confidentiality.

19(1)(c)/18(1)(c)
This provision is a harms-based provision. For it to apply there must be objective grounds for believing that disclosing the information could result in the harm alleged.

The Supreme Court of Canada in Ontario (Community Safety and Correctional Service) v. Ontario (Information and Privacy Commissioner), (2014) set out the standard of proof for harms-based provisions as follows:

This Court in Merck Frosst adopted the “reasonable expectation of probable harm” formulation and it should be used wherever the “could reasonably be expected to” language is used in access to information statutes. As the Court in Merck Frosst emphasized, the statute tries to mark out a middle ground between that which is probable and that which is merely possible. An institution must provide evidence “well beyond” or “considerably above” a mere possibility of harm in order to reach that middle ground: paras. 197 and 199. This inquiry of course is contextual and how much evidence and the quality of evidence needed to meet this standard will ultimately depend on the nature of the issue and “inherent probabilities or improbabilities or the seriousness of the allegations or consequences”...

The parties do not have to prove that a harm is probable, but need to show that there is a “reasonable expectation of harm” if any of the information were to be released. In British Columbia (Minister of Citizens’ Service) v. British Columbia (Information and Privacy Commissioner), (2012). Bracken J. confirmed it is the release of the information itself that must give rise to a reasonable expectation of harm.

Public bodies and third parties should not assume that the harms are self-evident. Particularity in describing the harm is needed to support the application of the provision.
In Review Reports 007-2015, 195-2015 and 196-2015, the Commissioner found that the risk of being underbid by competitors for future contracts did not meet the threshold for this provision. Releasing costs will increase the chances that the public body will obtain fair bids and a competitive bidding process.

19(1)(c)(i)/18(1)(c)(i)
For this provision to apply there must be objective grounds for believing that disclosing the information could result in loss or gain measured in monetary terms (e.g. loss of revenue).

Some relevant questions that may assist are:

- What kind of harm is expected from disclosure?
- How will the loss or gain specifically occur?
- How much money is involved?
- Will the loss or gain affect the financial performance of the third party? How? To what degree?
- How old is the information? If the information is not current, why would disclosure still adversely affect the third party?
- Has similar information about the third party been made public in the past? If so, what was the impact? Was the impact quantifiable (e.g. lost sales or revenues)?
- Is information of this nature available about competitors of the third party?
- Are there examples in other businesses where disclosure of similar information led to material financial loss or gain? If so, describe and quantify. Why is the situation parallel to that of this third party?
- What actions could the third party take to counteract potential financial loss or gain knowing the information would be disclosed?

19(1)(c)(ii)/18(1)(c)(ii)
For this provision to apply there must be objective grounds for believing that disclosing the information could prejudice or cause detriment to the competitive position of a third party.

Some relevant questions that may assist are:

- Does the third party perceive that disclosure would likely prejudice its competitive position?
- How would disclosure impact on the competitive position of the third party?
- Would it have an adverse effect on sales or marketing? How?
- Would disclosure reveal plans or strategy? If so, what kind of plans or strategy?
  - Product launch
  - Product approvals
• Marketing plans
• Business acquisitions
• Asset acquisitions
• Others

• How would knowledge of these plans specifically prejudice the third party’s competitive position?

• Is there an indication of how a competitor could use the information to its advantage, i.e. by developing competing pricing strategies?

• Has the information or same subject matter been disclosed elsewhere?
  o Publications
  o In applications to government that are public
  o In the press
  o In annual reports, government filings
  o In public registries

• How old is the information? If the information is not current, why would disclosure still adversely affect the third party?

• Has similar information about the third party been made public in the past? If so, what was the impact? Was the impact quantifiable (e.g. lost sales or revenues)?

• Is information of this nature available about competitors of the third party?

• Are there examples in other businesses where disclosure of similar information led to competitive prejudice? If so, describe and quantify. Why is the situation parallel to that of this third party?

• What actions could the third party take to counteract potential competitive prejudice knowing the information would be disclosed?

19(1)(c)(iii)/18(1)(c)(iii)
To interfere with contractual or other negotiations means to obstruct or make much more difficult the negotiation of a contract or other sort of agreement involving a third party.

Some relevant questions that may assist are:

• What negotiations would be affected by disclosure?

• Are these negotiations ongoing?

• Have the negotiations been concluded?

• What stage are the negotiations at?

• How long have they been going on?

• What is the subject matter of the negotiations?

• How would disclosure specifically interfere with the negotiations?
• Does the information relate to an outstanding issue in the negotiations? If so, how would disclosure interfere with negotiations on this issue?

• Does the information relate to issues already resolved in the negotiations?

• Would disclosure cause the issue to be reopened? Why?

• Would it otherwise interfere with negotiations? How?

• Is the information current? How old is the information?

• Does it relate to events prior to the negotiations?

• Does the other side of the negotiations already have this information? If not, have they asked for it?

• Is the information commonly known in the industry?

• Is the information reasonably available elsewhere? If so, how would disclosure interfere with negotiations?

The exemption could apply to information involved in ongoing or future negotiations. Information related to completed negotiations are not normally subject to the exemption unless there is a good probability that the particular strategies will be used in the future and the disclosure of the information relating to the completed negotiations would reveal these strategies (Service Alberta, FOIP Guidelines and Practices, 2009 at p. 107).

Examples of information to which this provision may apply include negotiating positions, options, instructions, pricing criteria and points used in negotiations.

19(1)(d)/18(1)(d)
This exemption has not been considered yet by the IPC. Once considered, the guide will be updated accordingly.

19(1)(e)
Both parts of the following test must be met:

1. Is the record a statement of financial assistance related to the third party?

   A statement of financial assistance means a document showing credits and debits. The exemption does not include records that merely list a company as having received a loan. It must include other details such as credits and debits in order to meet the definition of a statement of financial assistance.

2. Was the statement provided to the third party by a prescribed Crown corporation?

   See the Appendix, Part I of the FOIP Regulations for prescribed Crown corporations.
19(1)(f)
A test for this provision has not yet been established by the IPC. Once established, the guide will be updated accordingly.

19(2)/18(2)
If the public body determines that the information qualifies as third party information and it intends to withhold it, it should ask the third party if it consents to the release of the information pursuant to subsection 19(2)/18(2). Consent should be in writing.

19(3)/18(3)
A public body should consider subsection 19(3) when dealing with third party information. A public body should first determine that the information is indeed third party information pursuant to one of the subsections outlined at 19(1)/18(1).

Both parts of the following test must be met:

1. Is disclosure in the public interest as it relates to public health, public safety or protection of the environment?

   For determining whether disclosure is in the public interest, the following factors can be considered:
   
   - Will records contribute to the public understanding of, or to debate on or resolution of, a matter or issue that is of concern to the public or a sector of the public, or that would be, if the public knew about it? The following may be relevant:
     - Have others besides the Applicant sought or expressed an interest in the records? Are there other indicators that the public has or would have an interest in the records?
   
   - Is the Applicant motivated by commercial or other private interests or purposes, or by a concern on behalf of the public, or a sector of the public? The following may be relevant:
     - Do the records relate to a personal conflict between the Applicant and the public body? What is the likelihood the Applicant will disseminate the contents of the records in a manner that will benefit the public?
   
   - If the records are about the process or functioning of government, will they contribute to open, transparent and accountable government? The following may be relevant:
     - Do the records contain information that will show how the public body reached or will reach a decision? Are the records desirable for the purpose of subjecting the activities of the public body to scrutiny? Will the records shed light on an activity of the public body that have been called into question?

2. Would public interest outweigh in importance any financial loss or gain to or prejudice the competitive position of the third party?

   In Review Report 043-2015, the Commissioner found that subsection 19(3) of FOIP applied to certain information supplied by the third party that was contained in an environmental report. In
this finding, the Commissioner took into consideration that legislation existed that required the third party to supply the information to the public body.
**DISCRETIONARY EXEMPTIONS**

Discretionary exemptions are introduced with the wording “A head may refuse...” This indicates that the public body has the option to withhold or release the information. The head should exercise his/her discretion when deciding whether to apply the exemption. For more on the Exercise of Discretion see this section of the Guide.

1. Information injurious to intergovernmental relations or national defence (s.14 of FOIP)

<table>
<thead>
<tr>
<th>FOIP</th>
</tr>
</thead>
</table>
| **14** A head may refuse to give access to a record, the release of which could reasonably be expected to prejudice, interfere with or adversely affect:
| (a) relations between the Government of Saskatchewan and another government; or
| (b) the defence or security of Canada or of any foreign state allied or associated with Canada. |

Section 14 is a harm-based exemption. The Supreme Court of Canada in *Ontario (Community Safety and Correctional Service) v. Ontario (Information and Privacy Commissioner)*, (2014) set out the standard of proof for harms-based provisions as follows:

This Court in *Merck Frosst* adopted the “reasonable expectation of probable harm” formulation and it should be used wherever the “could reasonably be expected to” language is used in access to information statutes. As the Court in *Merck Frosst* emphasized, the statute tries to mark out a middle ground between that which is probable and that which is merely possible. An institution must provide evidence “well beyond” or “considerably above” a mere possibility of harm in order to reach that middle ground: paras. 197 and 199. This inquiry of course is contextual and how much evidence and the quality of evidence needed to meet this standard will ultimately depend on the nature of the issue and “inherent probabilities or improbabilities or the seriousness of the allegations or consequences”...

The parties do not have to prove that a harm is probable, but need to show that there is a “reasonable expectation of harm” if any of the information were to be released. In *British Columbia (Minister of Citizens’ Service) v. British Columbia (Information and Privacy Commissioner)*, (2012), Bracken J. confirmed it is the release of the information itself that must give rise to a reasonable expectation of harm.

Public bodies and third parties should not assume that the harms are self-evident. Particularity in describing the harm is needed to support the application of the provision.

*Prejudice* in this context refers to detriment to intergovernmental relations or national defence.

To *interfere* with means to obstruct or make much more difficult.

To *adversely affect* is to have unfavorable or negative impacts or to impair in some way.
14(a)
The term relations in this context are intended to cover both formal negotiations and more general exchanges and associations between the Government of Saskatchewan and other governments.

14(b)
Defence of Canada means any activity or plan relating to the defence of Canada, including improvements in the nation’s ability to resist attack.

A foreign state refers to the government of any foreign nation or state, including the component state governments of federated states.

An allied state is one with which Canada has concluded formal alliances or treaties.

An associated state is one with which Canada may be linked for trade or other purposes outside the scope of a formal alliance.

2. Law enforcement and investigations (s. 15 of FOIP/s. 14 of LA FOIP)

<table>
<thead>
<tr>
<th>FOIP</th>
<th>LA FOIP</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>15(1)</strong> A head may refuse to give access to a record, the release of which could:</td>
<td><strong>14(1)</strong> A head may refuse to give access to a record, the release of which could:</td>
</tr>
<tr>
<td>(a) prejudice, interfere with or adversely affect the detection, investigation, prevention or prosecution of an offence or the security of a centre of lawful detention;</td>
<td>(a) prejudice, interfere with or adversely affect the detection, investigation, prevention or prosecution of an offence or the security of a centre of lawful detention;</td>
</tr>
<tr>
<td>(a.1) prejudice, interfere with or adversely affect the detection, investigation or prevention of an act or omission that might constitute a terrorist activity as defined in the Criminal Code;</td>
<td>(a.1) prejudice, interfere with or adversely affect the detection, investigation or prevention of an act or omission that might constitute a terrorist activity as defined in the Criminal Code;</td>
</tr>
<tr>
<td>(b) be injurious to the enforcement of:</td>
<td>(b) be injurious to the enforcement of:</td>
</tr>
<tr>
<td>(i) an Act or a regulation; or</td>
<td>(i) an Act or a regulation:</td>
</tr>
<tr>
<td>(ii) an Act of the Parliament of Canada or a regulation made pursuant to an Act of the Parliament of Canada;</td>
<td>(ii) an Act of the Parliament of Canada or a regulation made pursuant to an Act of the Parliament of Canada; or</td>
</tr>
<tr>
<td>(c) interfere with a lawful investigation or disclose information with respect to a lawful investigation;</td>
<td>(iii) a resolution or bylaw:</td>
</tr>
<tr>
<td>(d) be injurious to the Government of Saskatchewan or a government institution in the conduct of existing or anticipated legal proceedings;</td>
<td>(c) interfere with a lawful investigation or disclose information with respect to a lawful investigation;</td>
</tr>
<tr>
<td>(e) reveal investigative techniques or procedures currently in use or likely to be used;</td>
<td>(d) be injurious to the local authority in the conduct of existing or anticipated legal proceedings;</td>
</tr>
<tr>
<td>(f) disclose the identity of a confidential source of information or disclose information furnished by that source with respect to a lawful investigation or a law enforcement matter;</td>
<td>(e) reveal investigative techniques or procedures currently in use or likely to be used:</td>
</tr>
<tr>
<td></td>
<td>(f) disclose the identity of a confidential source of information or disclose information furnished by</td>
</tr>
</tbody>
</table>
(g) deprive a person of a fair trial or impartial adjudication;

(h) facilitate the escape from custody of an individual who is under lawful detention;

(i) reveal law enforcement intelligence information;

(j) facilitate the commission of an offence or tend to impede the detection of an offence;

(k) interfere with a law enforcement matter or disclose information respecting a law enforcement matter;

(k.1) endanger the life or physical safety of a law enforcement officer or any other person;

(k.2) reveal any information relating to or used in the exercise of prosecutorial discretion;

(k.3) reveal a record that has been seized by a law enforcement officer in accordance with an Act or Act of Parliament;

(l) reveal technical information relating to weapons or potential weapons; or

(m) reveal the security arrangements of particular vehicles, buildings or other structures or systems, including computer or communication systems, or methods employed to protect those vehicles, buildings, structures or systems.

(2) Subsection (1) does not apply to a record that:

(a) provides a general outline of the structure or programs of a law enforcement agency; or

(b) reports, by means of statistical analysis or otherwise, on the degree of success achieved in a law enforcement program.

that source with respect to a lawful investigation or a law enforcement matter:

(g) deprive a person of a fair trial or impartial adjudication;

(h) facilitate the escape from custody of an individual who is under lawful detention;

(i) reveal law enforcement intelligence information;

(j) facilitate the commission of an offence or tend to impede the detection of an offence;

(k) interfere with a law enforcement matter or disclose information respecting a law enforcement matter;

(k.1) endanger the life or physical safety of a law enforcement officer or any other person;

(k.2) reveal any information relating to or used in the exercise of prosecutorial discretion;

(k.3) reveal a record that has been seized by a law enforcement officer in accordance with an Act or Act of Parliament;

(l) reveal technical information relating to weapons or potential weapons; or

(m) reveal the security arrangements of particular vehicles, buildings or other structures or systems, including computer or communication systems, or methods employed to protect those vehicles, buildings, structures or systems.

(2) Subsection (1) does not apply to a record that:

(a) provides a general outline of the structure or programs of a law enforcement agency; or

(b) reports, by means of statistical analysis or otherwise, on the degree of success achieved in a law enforcement program.

Investigation has been defined, in general, as a systematic process of examination, inquiry and observation. For purposes of this exemption, investigations may be police, security or administrative investigations. Further, the public body must have authority to conduct the investigation and the investigation must lead or could lead to penalties or sanctions (i.e. fines, imprisonment, revocation of a license, an order to cease activities) (Service Alberta, FOIP Guidelines and Practices, 2009, at p. 145). The penalties or sanctions do not have to be imposed by the investigating body to qualify, but can be referred to another body to impose the penalty or sanction.

Law enforcement and investigations can include a police, security or administrative investigation or a combination of these.

Security investigations would not include investigations conducted in accordance with a public body’s policies. In order to qualify, the investigation must lead or could lead to a penalty or sanction imposed under a statute, regulation, bylaw or resolution.
An administrative investigation refers to activities undertaken to enforce compliance or to remedy non-compliance with standards, duties and responsibilities imposed by statute or regulation. For example, investigations under The Securities Act, 1988 as the Act provides for such investigative powers. A regulation is understood to mean a regulation as defined by section 2 of The Interpretation Act, 1995.

Subsection 15(1)/14(1) contains both class-based and harms-based exemptions. For the harms-based exemptions, subsection 15(1) uses “could” rather than “could reasonably be expected to” as seen in other harms-based exemptions in FOIP/LA FOIP.

Could versus could reasonably be expected to have different requirements. The requirement for could is simply that the release of information could have the specified result. The threshold test for a reasonable expectation is somewhat higher.

Public bodies should not assume that the harms are self-evident. Particularity in describing the harm is needed to support the application of the provision.

15(1)(a)/14(1)(a)
For this provision to apply there must be objective grounds for believing that disclosing the information could result in the harm alleged.

Prejudice in this context refers to detriment to the detection, investigation, prevention or prosecution of an offence or the security of a centre of lawful detention.

Interfere with includes hindering or hampering an ongoing investigation and anything that would detract from an investigator’s ability to pursue the investigation.

Adversely affect in this context refers to hurt, injury or impairment to the detection, investigation, prevention or prosecution of an offence or the security of a centre of lawful detention.

A prosecution in this context refers to proceedings in respect of a criminal or quasi-criminal charge laid under an enactment of Saskatchewan or Canada and may include regulatory offences that carry true penal consequences such as imprisonment or a significant fine (ON Order PO-3424-I at [27]).

Security generally means a state of safety or physical integrity (Ibid p. 155).

Centre of lawful detention is a centre where persons are detained when suspected of a crime, awaiting trial or sentencing, found to be an illegal immigrant or youthful offender, or for political reasons. It can also include a centre where persons are in custody under federal or provincial statute.

15(1)(a.1)/14(1)(a.1)
For this provision to apply there must be objective grounds for believing that disclosing the information could result in the harm alleged.

See the definitions for prejudice, interfere with or adversely affect in subsection 15(1)(a) above.

Terrorist activity is defined at section 83.01 of the Criminal Code of Canada.

15(1)(b)/14(1)(b)
All three parts of the following test must be met:
1. Which Act or regulation is the public body identifying as being engaged?

The main question is: “under which investigative power was this investigation conducted?” If the public body can’t advance any Acts or Regulations in force in any part of Canada under which the investigation was conducted, the exemption cannot be claimed.

For subsection 15(1)(b)(ii)/14(1)(b)(ii) a ‘law of Canada’ encompasses all Acts enacted by the Parliament of Canada together with any regulations issued thereunder.

2. Is this an enforcement matter specific to an Act or regulation?

*Enforcement* is the act or process of compelling compliance with a law, mandate, command, decree, or agreement.

3. Could release of the record injure enforcement of the Act or regulation?

*Injury* implies damage or detriment. The harm threshold is designed to protect law enforcement while preserving the public’s right of access to some types of law enforcement information.

There must be objective grounds for believing that disclosing the information could result in injury.

15(1)(c)/14(1)(c)

Both parts of the following test must be met:

1. Does the public body’s activity qualify as a “lawful investigation”?

A *lawful investigation* is an investigation that is authorized or required and permitted by law.

The public body should identify the legislation under which the investigation is occurring.

2. Does one of the following exist?

a. The release of information would interfere with a lawful investigation. **or**

*Interfere with* includes hindering or hampering an ongoing investigation and anything that would detract from an investigator’s ability to pursue the investigation (Service Alberta, *FOIP Guidelines and Practices*, 2009 at p. 152).

There must be objective grounds for believing that disclosing the information could result in interference.

b. The release of information would disclose information with respect to a lawful investigation.

It is only necessary for the public body to demonstrate that the information in the record is information with respect to a lawful investigation to meet this part of the test.

In Review Report 223-2016, the Commissioner found that subsection 15(1)(c) of FOIP did not apply to pipeline audit forms created two years prior to the commencement of the investigation. Records caught by this exemption should relate to the process of the investigation itself. Records that existed before the investigation commenced, such as regular reporting information, would not qualify. Public bodies should consider the unique circumstances in each case. There may be circumstances where the exemption would apply to such records.
15(1)(d)/14(1)(d)
Both parts of the following test must be met:

1. Do the proceedings qualify as existing or anticipated legal proceedings?

   **Legal proceedings** are proceedings governed by rules of court or rules of judicial or quasi-judicial tribunals that can result in a judgment of a court or a ruling by a tribunal. Legal proceedings include all proceedings authorized or sanctioned by law, and brought or instituted in a court or legal tribunal, for the acquiring of a right or the enforcement of a remedy. To qualify for this exemption, the legal proceedings must be “existing or anticipated”.

2. Could disclosure of the records be injurious to the public body in the conduct of the legal proceedings?

   **Injury** implies damage or detriment. The exemption is designed to protect the public body from harm in its existing or anticipated legal proceedings.

   There must be objective grounds for believing that disclosing the information could result in injury.

   Discovery and disclosure provisions of *The Queen’s Bench Rules* of Saskatchewan operate independent of any process under FOIP or LA FOIP. Subsection 4(c) of FOIP and LA FOIP establishes that the Act(s) do not limit access to information otherwise available by law to parties to litigation. Section 4 also establishes that the Act(s) complement and do not replace existing procedures for access to records. Therefore, the injury should be above and beyond any prejudice that relates to the production of a relevant, non-privileged document in the usual course of a lawsuit.

   The Commissioner considered this subsection in Review Report 223-2015 and 224-2015. In that case, the Commissioner found the exemption applied. The applicant was not a party to the litigation.

15(1)(e)/14(1)(e)
Both parts of the following test must be met:

1. Does the information in question constitute “investigative techniques” or “procedures”?

   **Investigative techniques and procedures** means techniques and procedures used to conduct an investigation or inquiry for the purpose of law enforcement.
   
   - The techniques or procedures must include specific steps. General information (such as forms and standard policies that do not include specific investigative steps and procedures) would not qualify;
   - Routine, common or customary investigative techniques and procedures would not qualify; and
   - Generally known investigative techniques and procedures which the public is already aware of would not qualify.

   It does not include well-known investigative techniques, such as wire-tapping, fingerprinting and standard sources of information about individuals' addresses, personal liabilities, real property, etc.
If a technique or procedure is generally known to the public, disclosure would not normally compromise its effectiveness.

2. Are the investigative techniques and/or procedures currently in use or likely to be used?

The exemption is more likely to apply to new technologies in electronic monitoring or surveillance equipment used for a law enforcement purpose. The exemption extends to techniques and procedures that are likely to be used, in order to protect techniques and technology under development and new equipment or procedures that have not yet been used.

**15(1)(f)/14(1)(f)**

One of the following parts of the test must be met:

1. Does the information disclose the identity of a confidential source? or

   A **confidential source** is someone who has provided information with the assurance that his or her identity will remain secret. There must be evidence of the circumstances in which the information was provided to establish whether the source is confidential.

2. Would disclosure reveal information that was provided by the confidential source with respect to a lawful investigation or law enforcement matter?

   - Must establish the source of the information qualifies as a confidential source; and
   - The information must relate to a lawful investigation and/or law enforcement matter [see definitions for *lawful investigation* and *law enforcement matter* at subsections 15(1)(c), (b) and (k)].

**15(1)(g)/14(1)(g)**

*Person* includes an individual, a corporation, a partnership and the legal representatives of a person.

*Fair trial* refers to a hearing by an impartial and disinterested tribunal that renders judgment only after consideration of the evidence, the facts, the applicable law and arguments from the parties.

*Impartial adjudication* means a proceeding in which the parties’ legal rights are safeguarded and respected.

This exemption applies not only to civil and criminal court actions but also to proceedings before tribunals established to adjudicate individual and collective rights. Examples of proceedings before tribunals include hearings before the Labour Relations Board, and hearings of human rights panels.

In applying the exemption, the public body must present specific arguments about how and why disclosure of the information in question could deprive a person of the right to a fair trial or hearing. Commencement of a legal action is not by itself enough to support the application of this exemption (Service Alberta, *FOIP Guidelines and Practices*, 2009 at p. 153).

**15(1)(h)/14(1)(h)**

*Lawfully detained* means being held in custody pursuant to a valid warrant or other authorized order. Persons lawfully detained would include:
• persons in custody under federal or provincial statute;
• young persons in open or secure custody or pre-trial detention under the Youth Criminal Justice Act (YCJA);
• persons involuntarily committed to psychiatric institutions;
• individuals remanded in custody (charged but not yet tried or convicted); and
• parole violators held under a warrant.

In order to apply this exemption, the public body must establish that disclosure of the information could facilitate an escape from custody (Service Alberta, FOIP Guidelines and Practices, 2009 at p. 154). An example of information protected by this exemption is the building plans for a correctional facility.

15(1)(i)/14(1)(i)
The information must qualify as law enforcement intelligence information.

See subsection 15(1)(k) for the definition of law enforcement. 

Intelligence information is information that has been secretly or covertly gathered in furtherance of police or other penal investigations and/or prosecutions.

It is distinct from compiled information that is identifiable and part of the investigation of a specific occurrence, such as information collected as part of a regular investigation, such information would not qualify as intelligence information.

15(1)(j)/14(1)(j)This provision permits a public body to refuse to disclose information that would be of use in committing a crime or impede the detection of a crime. Examples include information about techniques, tools and instruments used for criminal acts, names of individuals with permits for guns, the location of police officers, and the location of valuable assets belonging to a public body (Service Alberta, FOIP Guidelines and Practices, 2009 at p. 154).

15(1)(k)/14(1)(k)Both parts of the following test must be met:

1. Does the public body’s activity qualify as a “law enforcement matter”?

   Law enforcement includes:

   i) policing, including criminal intelligence operations, or
   ii) investigations, inspections or proceedings conducted under the authority of or for the purpose of enforcing an enactment which lead to or could lead to a penalty or sanction being imposed under the enactment.

2. Does one of the following exist?

   a. The release of information would interfere with a law enforcement matter, or

   Interfere with includes hindering or hampering an ongoing investigation and anything that would detract from an investigator’s ability to pursue the investigation.
There must be objective grounds for believing that disclosing the information could result in interference.

b. The release of information would disclose information with respect to a law enforcement matter.

It is necessary for the public body to demonstrate that the information in the record is information with respect to a law enforcement matter to meet this part of the test.

15(1)(k.1)/14(1)(k.1)  
This is a new provision following the amendments of January 1, 2018. Guidance on this provision will be provided soon.

15(1)(k.2)/14(1)(k.2)  
This is a new provision following the amendments of January 1, 2018. Guidance on this provision will be provided soon.

15(1)(k.3)/14(1)(k.3)  
This is a new provision following the amendments of January 1, 2018. Guidance on this provision will be provided soon.

15(1)(l)/14(1)(l)  
This provision enables a public body to refuse to disclose information that could be expected to make the applicant or others aware of technical information relating to weapons or to materials that have the potential to become weapons. For example, this exemption would cover information on how to make a bomb.

15(1)(m)/14(1)(m)  
One of the following parts of the test must be met:

1. Does the information reveal security arrangements (of particular vehicles, buildings, other structures or systems)? or

   **Security** generally means a state of safety or physical integrity. The security of a building includes the safety of its inhabitants or occupants when they are present in it. Examples of information relating to security include methods of transporting or collecting cash in a transit system, plans for security systems in a building, patrol timetables or patterns for security personnel, and the access control mechanisms and configuration of a computer system (Service Alberta, *FOIP Guidelines and Practices*, 2009 at p. 155).

2. Does the information reveal security methods employed to protect the particular vehicles, buildings, other structures or systems?

   The public body must demonstrate that the information in the record is information that would reveal security methods employed to protect particular vehicles, buildings, other structures or systems to meet this part of the test.

15(2)/14(2)  
A public body cannot rely on subsection 15(1)/14(1) for a record that:

- Provides a general outline of the structure or program of a law enforcement agency; or
• Reports, by means of statistical analysis or otherwise, on the degree of success achieved in a law enforcement program.

3. Documents of a local authority (s. 15 of LA FOIP)

**LA FOIP**

15(1) A head may refuse to give access to a record that:
   (a) contains a draft of a resolution or bylaw; or
   (b) discloses agendas or the substance of deliberations of meetings of a local authority if:
      (i) an Act authorizes holding the meetings in the absence of the public; or
      (ii) the matters discussed at the meetings are of such a nature that access to the records could be refused pursuant to this Part or Part IV.

(2) Subject to section 29, a head shall not refuse to give access pursuant to subsection (1) to a record where the record has been in existence for more than 25 years.

15(1)(a)

*Draft* means a version of the resolution, bylaw that has not been finalized for consideration in public by the local authority.

A *resolution* means a formal expression of opinion or will of an official body or public assembly, adopted by a vote of those present. The term is usually employed to denote the adoption of a motion such as an expression of opinion, a change to rules or a vote of support or censure.

A *bylaw* means a rule adopted by a local public body with bylaw-making powers, such as a municipal council.

15(1)(b)

This provision is intended to enable the local authority to freely and privately debate contentious issues. The provision protects the agendas or the substance of the deliberations of the meetings.

15(1)(b)(i)

All three parts of the following test must be met:

1. Has a meeting of a council, board, commission or other body or a committee of one of them taken place?

2. Does a statute authorize the holding of the meeting in the absence of the public?

   The question to ask is whether the purpose of the meeting was to deal with the specific subject matter described in the statute authorizing the holding of a closed meeting.

3. Would disclosure of the record reveal the agenda or substance of the deliberations of the meeting?

   A *deliberation* is a discussion or consideration of the reasons for and against an action. It refers to discussions conducted with a view towards making a decision.
**Substance** generally means more than just the subject or basis of the meeting. Rather, it is the essential or material part of the deliberations themselves.

Records that would permit the drawing of accurate inferences with respect to the substance of the deliberations of the meeting could also qualify.

A local authority seeking to rely on this exemption must establish that the local authority’s meeting in question was a properly constituted *in camera* meeting. Further, provide information concerning when the *in camera* meeting was held and details of the subject matter or substance of the deliberations of the meeting.

The content of *in camera* minutes (i.e. what matters were discussed), views council members expressed about those matters and how they voted would generally be caught by the exemption.

The names of attendees, the dates and times of the meeting, the date the minutes were adopted and signed and who certified the minutes as correct would generally not reveal the substance of deliberations.

The Commissioner considered this subsection in Review Report 128-2015 and found that subsection 120(2)(b) of *The Municipalities Act* provided Council with the ability to hold a closed meeting in that case. However, it did not provide adequate information to meet the third part of the test. The Commissioner found that subsection 15(1)(b)(i) of LA FOIP did not apply to the record.

15(1)(b)(ii)
This provision is meant to protect the agendas and/or the substance of deliberations of meetings of a local authority where the nature of the information discussed is subject to another exemption under Part III of LA FOIP or is personal information subject to privacy protections under Part IV.

In other words, the provision is meant to protect the fact that the local authority even deliberated about the matters or had the matters on its agenda for discussion.

For example, a local enforcement issue arising from a complaint from the community could contain the personal information of the individual subject to the enforcement. The fact that the enforcement issue involving the individual was even discussed at a Village meeting or that it was on the agenda could be captured by this provision. In addition, the outcome of the deliberations could be considered part of the substance of the deliberations and therefore could also be captured by the exemption.

In order to qualify, the local authority must demonstrate that the agenda and/or substance of the deliberations would qualify for one or more of the exemptions under Part III or that the information could be refused pursuant to Part IV (protection of privacy).

15(2)
Subsection 15(1) does not apply a record that has been in existence for more than 25 years.

However, for records containing personal information of a deceased individual, the local authority must follow section 29 of LA FOIP (Personal information of deceased individual) when making a determination on release.
4. Advice from officials (s. 17 of FOIP/s. 16 of LA FOIP)

<table>
<thead>
<tr>
<th>FOIP</th>
<th>LA FOIP</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>17</strong>(1) Subject to subsection (2), a head may refuse to give access to a record that could reasonably be expected to disclose:</td>
<td><strong>16</strong>(1) Subject to subsection (2), a head may refuse to give access to a record that could reasonably be expected to disclose:</td>
</tr>
<tr>
<td>(a) advice, proposals, recommendations, analyses or policy options developed by or for a government institution or a member of the Executive Council;</td>
<td>(a) advice, proposals, recommendations, analyses or policy options developed by or for the local authority;</td>
</tr>
<tr>
<td>(b) consultations or deliberations involving:</td>
<td>(b) consultations or deliberations involving officers or employees of the local authority;</td>
</tr>
<tr>
<td>(i) officers or employees of a government institution;</td>
<td>(c) positions, plans, procedures, criteria or instructions developed for the purpose of contractual or other negotiations by or on behalf of the local authority, or considerations that relate to those negotiations;</td>
</tr>
<tr>
<td>(ii) a member of the Executive Council; or</td>
<td>(d) plans that relate to the management of personnel or the administration of the local authority and that have not yet been implemented; or</td>
</tr>
<tr>
<td>(iii) the staff of a member of the Executive Council;</td>
<td>(e) information, including the proposed plans, policies or projects of the local authority, the disclosure of which could reasonably be expected to result in disclosure of a pending policy or budgetary decision.</td>
</tr>
<tr>
<td>(c) positions, plans, procedures, criteria or instructions developed for the purpose of contractual or other negotiations by or on behalf of the Government of Saskatchewan or a government institution, or considerations that relate to those negotiations;</td>
<td>(2) This section does not apply to a record that:</td>
</tr>
<tr>
<td>(d) plans that relate to the management of personnel or the administration of a government institution and that have not yet been implemented; or</td>
<td>(a) has been in existence for more than 25 years;</td>
</tr>
<tr>
<td>(e) contents of draft legislation or subordinate legislation;</td>
<td>(b) is an official record that contains a statement of the reasons for a decision that is made in the exercise of a discretionary power or an adjudicative function;</td>
</tr>
<tr>
<td>(f) agendas or minutes of:</td>
<td>(c) is the result of product or environmental testing carried out by or for a local authority, unless the testing was conducted:</td>
</tr>
<tr>
<td>(i) a board, commission, Crown corporation or other body that is a government institution; or</td>
<td>(i) as a service to a person, a group of persons or an organization other than the local authority, and for a fee; or</td>
</tr>
<tr>
<td>(ii) a prescribed committee of a government institution mentioned in subclause (i); or</td>
<td>(ii) as preliminary or experimental tests for the purpose of:</td>
</tr>
<tr>
<td>(g) information, including the proposed plans, policies or projects of a government institution, the disclosure of which could reasonably be expected to result in disclosure of a pending policy or budgetary decision.</td>
<td>(A) developing methods of testing; or</td>
</tr>
<tr>
<td>(2) This section does not apply to a record that:</td>
<td>(B) testing products for possible purchase;</td>
</tr>
<tr>
<td>(a) has been in existence for more than 25 years;</td>
<td>(d) is a statistical survey;</td>
</tr>
<tr>
<td>(b) is an official record that contains a statement of the reasons for a decision that is made in the exercise of a discretionary power or an adjudicative function;</td>
<td>(e) is the result of background research of a scientific or technical nature undertaken in connection with the formulation of a policy proposal; or</td>
</tr>
<tr>
<td>(c) is the result of product or environmental testing carried out by or for a government institution, unless the testing was conducted:</td>
<td>(f) is:</td>
</tr>
</tbody>
</table>
(i) as a service to a person, a group of persons or an organization other than a government institution, and for a fee; or
(ii) as preliminary or experimental tests for the purpose of:
(A) developing methods of testing; or
(B) testing products for possible purchase;
(d) is a statistical survey;
(e) is the result of background research of a scientific or technical nature undertaken in connection with the formulation of a policy proposal; or
(f) is:
(i) an instruction or guide-line issued to the officers or employees of a government institution; or
(ii) a substantive rule or statement of policy that has been adopted by a government institution for the purpose of interpreting an Act, regulation, resolution or bylaw or administering a program or activity of a government institution.

(3) A head may refuse to give access to any report, statement, memorandum, recommendation, document, information, data or record, within the meaning of section 10 of The Evidence Act, that, pursuant to that section, is not admissible as evidence in any legal proceeding.

17(1)(a)/16(1)(a)
The exemption is meant to allow for candor during the policy-making process, rather than providing for the non-disclosure of all forms of advice or all records related to the advice. The object of the provision includes maintaining an effective and neutral public service capable of producing full, free and frank advice.

All three parts of the following test must be met:

1. Does the information qualify as advice, proposals, recommendations, analyses or policy options?

   **Advice** includes the analysis of a situation or issue that may require action and the presentation of options for future action, but not the presentation of facts. Advice has a broader meaning than recommendations.

   Advice includes the views or opinions of a public servant as to the range of policy options to be considered by the decision maker even if they do not include a specific recommendation on which option to take.

   **Recommendations** relate to a suggested course of action as well as the rationale for a suggested course of action. Recommendations are generally more explicit and pointed than advice.
Proposals, analyses and policy options are closely related to advice and recommendations and refer to the concise setting out of the advantages and disadvantages of particular courses of action.

Therefore, advice is the course of action put forward, while analyses refers to the examination and evaluation of relevant information that forms, or will form, the basis of the advice, recommendations, proposals, and policy options as to a course of action.

2. The advice, recommendations, proposals, analyses and/or policy options must:

   i) be either sought, expected, or be part of the responsibility of the person who prepared the record; and

   ii) be prepared for the purpose of doing something, for example, taking an action or making a decision; and

   iii) involve or be intended for someone who can take or implement the action.

The information does not have to have arrived at the person who can take or implement the action in order to qualify as advice, recommendations, proposals, analyses and/or policy options.

Drafts and redrafts of advice, recommendations, proposals, analyses and/or policy options may be protected by the exemption. A public servant may engage in writing any number of drafts before communicating part or all of their content to another person. The nature of the deliberative process is to draft and redraft advice or recommendations until the writer is sufficiently satisfied that he is prepared to communicate the results to someone else. All the information in those earlier drafts informs the end result even if the content of any one draft is not included in the final version. (John Doe v. Ontario (Finance), (2014))

In Review Report 216-2017, the Commissioner found that edits and comments (track changes) within draft policies qualified as recommendations.

3. Was the advice, recommendations, analyses and/or policy options developed by or for the public body?

For information to be developed by or for a public body, the person developing the information should be an official, officer or employee of the public body, be contracted to perform services, be specifically engaged in an advisory role (even if not paid), or otherwise have a sufficient connection to the public body. The role of the individuals involved should be explained by the public body.

For FOIP, the information must have been developed by or for a government institution or a member of Executive Council.

For LA FOIP, the information must have been developed by or for the local authority.

The provision is not meant to protect the bare recitation of facts, without anything further.

The exemption does not generally apply to records or parts of records that in themselves reveal only the following:

- that advice was sought or given;
- that particular persons were involved in the seeking or giving of advice; or
that advice was sought or given on a particular topic or at a particular time.

In cases where this is an exception, the public body must demonstrate why.

In Review Report 042-2015, the Commissioner found that Excel Workbooks that contained only raw numerical data did not qualify as advice because there was no written context setting out the advantages or disadvantages or references to any particular courses of action. The Commissioner found that this provision is meant to protect actual advice, not the information that is used to formulate the advice.

17(1)(b)/16(1)(b)
The provision is meant to permit public bodies to consider options and act without constant public scrutiny.

A consultation occurs when the views of one or more officers or employees of a public body are sought as to the appropriateness of a particular proposal or suggested action.

A deliberation is a discussion or consideration, by the persons described in the section, of the reasons for and against an action. It refers to discussions conducted with a view towards making a decision.

In order to qualify, the opinions solicited during a consultation or deliberation must:

i) be either sought, expected, or be part of the responsibility of the person who prepared the record; and

ii) be prepared for the purpose of doing something, such as taking an action, making a decision or a choice.

Public bodies should identify those individuals involved in the consultations or deliberations, include the job title of each, list organization affiliation and clarification as to each individuals role in the decision making process. For FOIP, the consultations and/or deliberations must involve:

- officers or employees of a government institution;
- a member of Executive Council (see definition at section 16 above); or
- the staff of a member of the Executive Council.

For LA FOIP, the consultations and/or deliberations must involve individuals that are officers or employees of the local authority.

The provision is not meant to protect the bare recitation of facts, without anything further.

The exemption does not generally apply to records or parts of records that in themselves reveal only the following:

- that a consultation or deliberation took place at a particular time;
- that particular persons were involved; or
- that a particular topic was involved.

In cases where this is an exception, the public body must demonstrate why.
In Review Report 042-2015, the Commissioner found that Excel Workbooks that contained only raw numerical data did not fit the definition of a consultation or deliberation.

17(1)(c)/16(1)(c)
The provision covers positions, plans, procedures, criteria or instructions developed for the purpose of contractual or other negotiations by or on behalf of the public body. It also covers considerations related to the negotiations. Examples of the type of information that could be covered by this exemption are the various positions developed by public body negotiators in relation to labour, financial and commercial contracts.

All three parts of the following test must be met:

1. Does the record contain positions, plans, procedures, criteria, instructions or considerations that relate to the contractual or other negotiations?

A plan is a formulated and especially detailed method by which a thing is to be done: a design or scheme.

Positions and plans refer to information that may be used in the course of negotiations.

Procedures, criteria, instructions and considerations are much broader in scope, covering information relating to the factors involved in developing a particular negotiating position or plan.

2. Were they developed for the purpose of contractual or other negotiations?

The contractual or other negotiations can be concluded, ongoing or future negotiations.

3. Were the contractual or other negotiations being conducted by or on behalf of a public body?

For FOIP, this can include an individual government institution or the Government of Saskatchewan as a whole and an outside party.

For LA FOIP, this can include the local authority applying the exemption and an outside party.

In Review Report 258-2016, the Commissioner found that subsection 16(1)(c) of LA FOIP was intended to capture negotiations involving a local authority and an outside party. It did not include internal negotiations with employees.

17(1)(d)/16(1)(d)
This provision covers plans relating to the internal management of public bodies, including information about the relocation or reorganization of government departments and agencies, as well as reorganization of local authorities.

All three parts of the following test must be met:

1. Does the record contain a plan(s)?

A plan is a formulated and especially detailed method by which a thing is to be done: a design or scheme.

2. Does the plan(s) relate to:
i) The management of personnel? or

*Management of personnel* refers to all aspects of the management of human resources of a public body that relate to the duties and responsibilities of employees. This includes staffing requirements, job classification, recruitment and selection, employee salary and benefits, hours and conditions of work, leave management, performance review, training, separation and layoff. It also includes the management of personal service contracts (i.e. contracts of service) but not the management of consultant, professional or other independent contractor contracts (i.e. contracts for service).

ii) The administration of the public body?

*Administration of a public body* comprises all aspects of a public body’s internal management, other than personnel management, that are necessary to support the delivery of programs and services. Administration includes business planning, financial operations, and contract, property, information, and risk management.

3. Has the plan(s) been implemented by the public body?

*Implementation* means the point when the implementation of a decision begins. For example, if a public body decides to go forward with an internal budget cut or restructuring of departments, implementation commences when this plan of action is communicated to its organizational units.

In order for the third part of the test to be met, the plan(s) cannot yet have been implemented.

For FOIP, the plans can relate to a government institution and not just the one relying on the exemption.

For LA FOIP, the plans can relate only to the local authority relying on the exemption.

17(1)(e)
This provision is only available under FOIP and protects the contents of draft legislation or regulations. No similar exemption exists in LA FOIP.

*Draft legislation or subordinate legislation* refers to preliminary versions of legislative instruments, such as draft Acts or regulations. A regulation is often referred to as subordinate legislation.

17(1)(f)
The provision is intended to protect agendas and/or meeting minutes as they relate to decision-making within the bodies listed. The government institution must demonstrate that the agenda or minutes are those of one of the bodies noted in the provision and it can only be applied to the records of that body.

Both parts of the following test must be met:

1. Is the record an agenda of a meeting or minutes of a meeting?

2. Was it a meeting of a:
   i. a board, commission, Crown corporation or other body that is a government institution? or
      (see the Appendix at Part I of the FOIP Regulations for bodies that qualify)
ii. a committee of a board, commission, Crown corporation or other body that is a government institution as prescribed in the FOIP Regulations?

In Review Report 157-2016, the Commissioner found that subsection 17(1)(f)(ii) of FOIP requires that the committee be prescribed in the FOIP Regulations. However, there are no committees prescribed in the Regulations.

17(1)(g)/16(1)(e)
This provision allows public bodies to prevent premature disclosure of a policy or budgetary decision. Once a policy or budgetary decision has been taken and is being implemented, the information can no longer be withheld under this exemption. A decision has been implemented once those expected to carry out the activity have been authorized and instructed to do so.

Both parts of the following test must be met:

1. Is it information of a government institution (for LA FOIP – a local authority)?

The public body must demonstrate that the information is of a government institution (for LA FOIP – the local authority) in order for the exemption to apply.

The information does not have to be a plan, policy or project to qualify for the exemption. The information can include plans, policies or projects but also other types of information. The public body should describe what the information is.

*Plans* are a formulated and especially detailed method by which a thing is to be done: a design or scheme.

A *policy* is a course or principle of action adopted or proposed by an organization or individual.

A *project* is an enterprise carefully planned to achieve a particular aim.

2. Could disclosure reasonably be expected to result in disclosure of a pending policy or budgetary decision?

The public body must tie the information in the record to the pending policy or budgetary decision that could be disclosed.

In Review Report 042-2015, the Commissioner found that Excel Workbooks that contained only raw numerical data did not qualify for this exemption because the public body had indicated that it had not yet finalized a particular policy and was considering a range of potential actions.

17(2)/16(2)
Subsection 17(2)/16(2) provides some specific cases where the exemptions in 17(1)/16(1) do not apply. Subject to section 30 (personal information of deceased individuals), subsections 17(1)/16(1) do not apply to records:

- in existence for more than 25 years;
- records that are an official record containing a statement of the reasons for a decision that is made in the exercise of a discretionary power or an adjudicative function;

This provision makes it clear that subsection 17(1)/16(1) cannot be used to withhold formal judgments, including reasons for reaching those judgments. The provision applies when the decision has already been made and is not merely contemplated.
**Reasons for decision** mean the motive, rationale, justification or facts leading to a decision.

**Exercise of discretionary power** refers to making a decision that cannot be determined to be right or wrong in an objective sense.

**Adjudicative function** means a function conferred upon an administrative tribunal, board or other non-judicial body or individual that has the power to hear and rule on issues involving the rights of people and organizations. Examples would be a school board hearing an appeal under Part V of *The Education Act, 1995*, or a hearing by a review board.

Reasons for decisions of this type cannot be withheld under subsections 17(1)/16(1) despite the fact that the decisions may contain advice or recommendations prepared by or for a minister or a public body.

- is the result of product or environmental testing carried out by or for the public body, **unless** the testing was conducted:
  - as a service to a person, a group of persons or an organization other than a government institution or local authority, and for a fee; or
  - as preliminary or experimental tests for the purpose of:
    - developing methods of testing; or
    - testing products for possible purchase.

Examples include test results of commercial products and soil testing. Subsection 17(1)/16(1) may apply if the testing was done for the purpose of developing methods of testing, for example, the development of a new methodology for recycling tires. It also covers test results where testing was done by a public body in order to determine whether or not to purchase a product.

- is a statistical survey;

**Statistical surveys** are general views or considerations of subjects using numerical data.

Where a statistical survey appears with information that can be withheld under subsection 17(1)/16(1), the exempted information should be severed and the statistical survey released.

An example of a statistical survey would be a study of growth rates in various forested areas of northern Saskatchewan. Such a study could not be withheld under 17(1)/16(1) even though it may be part of a larger document dealing with reform of forestry law, regulation or policy.

- is the result of background research of a scientific or technical nature undertaken in connection with the formulation of a policy proposal; or

**Background research** encompasses a wide range of study, review and fieldwork aimed at analyzing and presenting an overview of issues.

Subsection 17(2)/16(2) applies to research that is scientific (conducted according to the principles of objective research) or technical (based on a particular technique or craft) and directed toward policy formulation. In order for information to be considered background research under this provision, it must be connected with the development of some specific
policy. This would clearly be the case if, for example, a policy proposal referred directly to the research on which the proposal was based.

Normally the research methodology, data and analysis cannot be withheld under subsection 17(1)/16(1). However, advice and recommendations contained in the same record as the background research or prepared separately by or for a public body or a minister could be withheld.

- is:
  - an instruction or guideline issued to the officers or employees of a public body:
    - Information used by officials in interpreting legislation, regulations or policy cannot be withheld under subsection 17(1)/16(1). Generally, an official or employee in a position to provide interpretation or policy direction will have issued the instruction or guideline.
  - a substantive rule or statement of policy that has been adopted by a public body for the purpose of interpreting an Act, regulation, resolution or bylaw or administering a program or activity of the public body.

Basic interpretations of the law, regulations and policy under which a public body operates its programs and activities cannot be withheld under subsection 17(1)/16(1). The public should have access to any manual, handbook or other guideline used in the decision-making processes that affect the public.

**17(3)/16(3)**

Subsection 17(3)/16(3) provides that the head may refuse to give access to any report, statement, memorandum, recommendation, document, information, data or record, within the meaning of section 10 of *The Evidence Act* that is not admissible as evidence in any legal proceeding.

Section 10 of *The Evidence Act* pertains to evidence given before quality improvement committees.

*Committee* means a committee designated as a quality improvement committee by a health services agency to carry out a quality improvement activity the purpose of which is to examine and evaluate the provision of health services.

*Legal proceeding* means any civil proceeding or inquiry in which evidence is or may be given, and includes a proceeding for the imposition of punishment by way of fine, penalty or imprisonment to enforce an Act or a regulation made pursuant to an Act.

Refer to section 10 of *The Evidence Act* for more guidance.

### 5. Economic and other interests (s. 18 of FOIP/s. 17 of LA FOIP)

<table>
<thead>
<tr>
<th>FOIP</th>
<th>LA FOIP</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>18(1)</strong> A head may refuse to give access to a record that could reasonably be expected to disclose:</td>
<td><strong>17(1)</strong> Subject to subsection (3), a head may refuse to give access to a record that could reasonably be expected to disclose:</td>
</tr>
</tbody>
</table>

**Updated: March 25, 2019**
(a) trade secrets;
(b) financial, commercial, scientific, technical or other information:
  (i) in which the Government of Saskatchewan or a government institution has a proprietary interest or a right of use; and
  (ii) that has monetary value or is reasonably likely to have monetary value;
(c) scientific or technical information obtained through research by an employee of a government institution, the disclosure of which could reasonably be expected to deprive the employee of priority of publication;
(d) information, the disclosure of which could reasonably be expected to interfere with contractual or other negotiations of the Government of Saskatchewan or a government institution;
(e) positions, plans, procedures, criteria or instructions developed for the purpose of contractual or other negotiations by or on behalf of the Government of Saskatchewan or a government institution, or considerations that relate to those negotiations;
(f) information, the disclosure of which could reasonably be expected to prejudice the economic interest of the Government of Saskatchewan or a government institution;
(g) information, the disclosure of which could reasonably be expected to result in an undue benefit or loss to a person.

(2) A head shall not refuse, pursuant to subsection (1), to give access to a record that contains the results of product or environmental testing carried out by or for a government institution, unless the testing was conducted:
(a) as a service to a person, a group of persons or an organization other than a government institution, and for a fee; or
(b) as preliminary or experimental tests for the purpose of:
  (i) developing methods of testing; or
  (ii) testing products for possible purchase.

(a) trade secrets;
(b) financial, commercial, scientific, technical or other information:
  (i) in which the local authority has a proprietary interest or a right of use; and
  (ii) that has monetary value or is reasonably likely to have monetary value;
(c) scientific or technical information obtained through research by an employee of the local authority, the disclosure of which could reasonably be expected to deprive the employee of priority of publication;
(d) information, the disclosure of which could reasonably be expected to interfere with contractual or other negotiations of the local authority;
(e) positions, plans, procedures, criteria or instructions developed for the purpose of contractual or other negotiations by or on behalf of the local authority, or considerations that relate to those negotiations;
(f) information, the disclosure of which could reasonably be expected to prejudice the economic interest of the local authority; or
(g) information, the disclosure of which could reasonably be expected to result in an undue benefit or loss to a person.

(2) A head shall not refuse, pursuant to subsection (1), to give access to a record that contains the results of product or environmental testing carried out by or for the local authority, unless the testing was conducted:
(a) as a service to a person, a group of persons or an organization other than the local authority, and for a fee; or
(b) as preliminary or experimental tests for the purpose of:
  (i) developing methods of testing; or
  (ii) testing products for possible purchase.

(3) The head of the University of Saskatchewan, the University of Regina or a facility designated as a hospital or a health centre pursuant to The Regional Health Services Act may refuse to disclose details of the academic research being conducted by an employee of the university, hospital or health centre, as the case may be, in the course of the employee’s employment.

(4) Notwithstanding subsection (3), where possible, the head of the University of Saskatchewan, the University of Regina or a facility designated as a
hospital or a health centre pursuant to The Regional Health Services Act shall disclose:
(a) the title of; and
(b) the amount of funding being received with respect to:
the academic research mentioned in subsection (3).

18(1)(a)/17(1)(a)  
Trade Secret is defined as information, including a plan or process, tool, mechanism or compound which possesses each of the four following characteristics:

1. the information must be secret in an absolute or relative sense (is known only by one or a relatively small number of people);

2. the possessor of the information must demonstrate he/she has acted with the intention to treat the information as secret:

3. the information must be capable of industrial or commercial application; and

4. the possessor must have an interest (e.g. an economic interest) worthy of legal protection.  
(Merck Frosst Canada Ltd. v. Canada (Health) (2012))

The information must meet all of the above criteria to be considered a trade secret.

For the fourth part of the test, the public body must own the trade secret or be able to prove a claim of legal right to the information (i.e. license agreement). Normally, this will mean that the trade-secret information has been created by employees of the public body as part of their jobs, or by a contractor as part of a contract with the public body (Service Alberta, FOIP Guidelines and Practices, 2009, p. 190).

18(1)(b)/17(1)(b)  
All three parts of the following test must be met:

1. Does the information contain financial, commercial, scientific, technical or other information?

   Financial information is information regarding monetary resources, such as financial capabilities, assets and liabilities, past or present. Common examples are financial forecasts, investment strategies, budgets, and profit and loss statements. The financial information must be specific to a particular party.

   Commercial information means information relating to the buying, selling or exchange of merchandise or services. This includes third party associations, past history, references and insurance policies and pricing structures, market research, business plans, and customer records.

   Scientific information is information exhibiting the principles or methods of science. The information could include designs for a product and testing procedures or methodologies. Technical information is information relating to a particular subject, craft or technique. Examples are system design specifications and the plans for an engineering project. 
(Service Alberta, FOIP Guidelines and Practices, 2009 at p. 191)
2. Does the public body have a proprietary interest or a right to use it?

This means that the public body must be able to demonstrate rights to the information. For example, a municipality may have a proprietary interest in geographical information systems mapping data or statistical data.

**Proprietary interest** is the interest held by a property owner together with all appurtenant rights, such as a stockholder's right to vote the shares.

3. Does the information have monetary value for the public body or is it likely to?

**Monetary value** may be demonstrated by evidence of potential for financial return to the public body. An example of information that is reasonably likely to have monetary value might include a course developed by a teacher employed by a school board (Service Alberta, *FOIP Guidelines and Practices*, 2009 at p. 191).

The mere fact that the public body incurred a cost to create the record does not mean it has monetary value for the purposes of this section (ON IPC Order PO-3464-I).

In Review Report 185-2016, the Commissioner found that SaskPower had only demonstrated that other organizations, not SaskPower, would find monetary value in the contract at issue. As such, subsection 18(1)(b) of FOIP was found not to apply.

**18(1)(c)/17(1)(c)**
Public bodies employ a wide range of researchers, including professional scientists, technicians and social scientists. Their reputations are often dependent on the research they publish. The fact that the employees have a professional reputation is of considerable value to public bodies that employ them. In addition, their research often has monetary and program value for the public bodies. For these reasons, the Act protects the priority of publication for all types of research.

All three parts of the following test must be met:

1. Does the information in question constitute scientific or technical information?

   **Scientific information** is information belonging to an organized field of knowledge in the natural, biological or social sciences or mathematics. In addition, for information to be characterized as scientific, it must relate to the observation and testing of specific hypothesis or conclusions and be undertaken by an expert in the field. Finally, scientific information must be given a meaning separate from technical information.

   **Technical information** is information belonging to an organized field of knowledge which would fall under the general categories of applied sciences or mechanical arts. Examples of these fields would include architecture, engineering or electronics...it will usually involve information prepared by a professional in the field and describe the construction, operation or maintenance of a structure, process, equipment or thing. Finally, technical information must be given a meaning separate from scientific information.

2. Was the scientific or technical information obtained through research conducted by an employee of the public body?

   **Research** is defined as a systematic investigation designed to develop or establish principles, facts or generalized knowledge, or any combination of them, and includes the development, testing and evaluation of research (ON IPC Order PO-3464-I).
Examples for this provision include scientific and technical research carried out at research institutes or universities; historical research connected with the designation or preservation of historical or archaeological resources; and epidemiological and other medical studies carried out in health care bodies. A public body would have to be able to provide some proof that publication is expected to result from the research or that similar research in the past has resulted in publication.

In order to apply this provision, the research must refer to specific, identifiable research projects conducted by a specific employee of the public body.

3. Could disclosure reasonably be expected to deprive the employee of priority publication?

For this provision to apply there must be objective grounds for believing that disclosing the information could result in depriving an employee of priority publication.

The Supreme Court of Canada in *Ontario (Community Safety and Correctional Service) v. Ontario (Information and Privacy Commissioner), (2014)* set out the standard of proof for harms-based provisions as follows:

This Court in *Merck Frosst* adopted the “reasonable expectation of probable harm” formulation and it should be used wherever the “could reasonably be expected to” language is used in access to information statutes. As the Court in *Merck Frosst* emphasized, the statute tries to mark out a middle ground between that which is probable and that which is merely possible. An institution must provide evidence “well beyond” or “considerably above” a mere possibility of harm in order to reach that middle ground: paras. 197 and 199. This inquiry of course is contextual and how much evidence and the quality of evidence needed to meet this standard will ultimately depend on the nature of the issue and “inherent probabilities or improbabilities or the seriousness of the allegations or consequences”...

The parties do not have to prove that a harm is probable, but need to show that there is a “reasonable expectation of harm” if any of the information were to be released. In *British Columbia (Minister of Citizens’ Service) v. British Columbia (Information and Privacy Commissioner), (2012)*, Bracken J. confirmed it is the release of the information itself that must give rise to a reasonable expectation of harm.

Public bodies should not assume that the deprivation with respect to priority publication is self-evident. Particularity in describing the circumstances is needed to support the application of the provision.

**18(1)(d)/17(1)(d)**

Both parts of the following test must be met:

1. Are there contractual or other negotiations occurring?

   Public bodies should detail what is occurring and what parties are involved.

2. Could release of the record reasonably be expected to interfere with the contractual or other negotiation(s)?

   To *interfere with contractual or other negotiations* means to obstruct or make much more difficult the negotiation of a contract or other sort of agreement involving the public body.
The Supreme Court of Canada in *Ontario (Community Safety and Correctional Service) v. Ontario (Information and Privacy Commissioner), (2014)* set out the standard of proof for harms-based provisions as follows:

This Court in *Merck Frosst* adopted the “reasonable expectation of probable harm” formulation and it should be used wherever the “could reasonably be expected to” language is used in access to information statutes. As the Court in *Merck Frosst* emphasized, the statute tries to mark out a middle ground between that which is probable and that which is merely possible. An institution must provide evidence “well beyond” or “considerably above” a mere possibility of harm in order to reach that middle ground: paras. 197 and 199. This inquiry of course is contextual and how much evidence and the quality of evidence needed to meet this standard will ultimately depend on the nature of the issue and “inherent probabilities or improbabilities or the seriousness of the allegations or consequences”...

The parties do not have to prove that a harm is probable, but need to show that there is a “reasonable expectation of harm” if any of the information were to be released. In *British Columbia (Minister of Citizens’ Service) v. British Columbia (Information and Privacy Commissioner), (2012)* Bracken J. confirmed it is the release of the information itself that must give rise to a reasonable expectation of harm.

Public bodies should not assume that the interference is self-evident. Particularity in describing the interference is needed to support the application of the provision.

Prospective or future negotiations could be included within this exemption, as long as they are foreseeable.

Once a contract is executed, negotiation is concluded. The exemption would generally not apply.

**18(1)(e)/17(1)(e)**

The provision is meant to protect positions, plans, procedures, criteria, instructions and/or considerations developed for contractual or other negotiations. Examples of the type of information that could be covered by this exemption are the various positions developed by public body negotiators in relation to labour, financial and commercial contracts.

All three parts of the following test must be met:

1. Does the record contain positions, plans, procedures, criteria, instructions or considerations?
   
   *Positions and plans* refer to information that may be used in the course of negotiations.

   *Procedures, criteria, instructions and considerations* are much broader in scope, covering information relating to the factors involved in developing a particular negotiating position or plan.

2. Were they developed for the purpose of contractual or other negotiations?

3. Were they developed by or on behalf of the public body?

   For FOIP, this can include an individual government institution or the Government of Saskatchewan as a whole.

**Updated: March 25, 2019**
For LA FOIP, this can include the local authority applying the exemption.

18(1)(f)/17(1)(f)

**Prejudice** in this context refers to detriment to economic interests.

**Economic interest** refers to both the broad interests of a public body and for the government as a whole, in managing the production, distribution and consumption of goods and services. The term also covers financial matters such as the management of assets and liabilities by a public body and the public body’s ability to protect its own or the government's interests in financial transactions.

For this provision to apply there must be objective grounds for believing that disclosing the information could result in prejudice.

The Supreme Court of Canada in *Ontario (Community Safety and Correctional Service) v. Ontario (Information and Privacy Commissioner), (2014)* set out the standard of proof for harms-based provisions as follows:

This Court in *Merck Frosst* adopted the “reasonable expectation of probable harm” formulation and it should be used wherever the “could reasonably be expected to” language is used in access to information statutes. As the Court in *Merck Frosst* emphasized, the statute tries to mark out a middle ground between that which is probable and that which is merely possible. An institution must provide evidence “well beyond” or “considerably above” a mere possibility of harm in order to reach that middle ground: paras. 197 and 199. This inquiry of course is contextual and how much evidence and the quality of evidence needed to meet this standard will ultimately depend on the nature of the issue and “inherent probabilities or improbabilities or the seriousness of the allegations or consequences”...

The parties do not have to prove that a harm is probable, but need to show that there is a “reasonable expectation of harm” if any of the information were to be released. In *British Columbia (Minister of Citizens’ Service) v. British Columbia (Information and Privacy Commissioner), (2012)*, Bracken J. confirmed it is the release of the information itself that must give rise to a reasonable expectation of harm.

Public bodies should not assume that the prejudice is self-evident. Particularity in describing the prejudice is needed to support the application of the provision.

18(1)(g)
The provision is only available in FOIP. The provision is meant to protect the government’s ability to manage the economy of Saskatchewan.

**Injury** implies damage or detriment.

**Ability to manage the economy** refers to the responsibility of the Government of Saskatchewan to manage the province’s economic activities by ensuring that an appropriate economic infrastructure is in place, and by facilitating and regulating the activities of the marketplace. This depends on a range of activities, including fiscal and economic policies, taxation, and economic and business development initiatives.

For this provision to apply there must be objective grounds for believing that disclosing the information could result in the injury alleged.
The Supreme Court of Canada in *Ontario (Community Safety and Correctional Service) v. Ontario (Information and Privacy Commissioner)*, (2014) set out the standard of proof for harms-based provisions as follows:

This Court in *Merck Frosst* adopted the “reasonable expectation of probable harm” formulation and it should be used wherever the “could reasonably be expected to” language is used in access to information statutes. As the Court in *Merck Frosst* emphasized, the statute tries to mark out a middle ground between that which is probable and that which is merely possible. An institution must provide evidence “well beyond” or “considerably above” a mere possibility of harm in order to reach that middle ground: paras. 197 and 199. This inquiry of course is contextual and how much evidence and the quality of evidence needed to meet this standard will ultimately depend on the nature of the issue and “inherent probabilities or improbabilities or the seriousness of the allegations or consequences”...

The parties do not have to prove that a harm is probable, but need to show that there is a “reasonable expectation of harm” if any of the information were to be released. In *British Columbia (Minister of Citizens’ Service) v. British Columbia (Information and Privacy Commissioner)*, (2012), Bracken J. confirmed it is the release of the information itself that must give rise to a reasonable expectation of harm.

Public bodies should not assume that the injury alleged is self-evident. Particularity in describing the injury is needed to support the application of the provision.

**18(1)(h)/17(1)(g)**

This provision is meant to prevent undue benefit or loss to a person if particular records were disclosed.

*Person* includes an individual, a corporation, a partnership and the legal representatives of a person (Service Alberta, *FOIP Guidelines and Practices*, 2009 at p. 153).

For this provision to apply there must be objective grounds for believing that disclosing the information would result in the undue benefit or loss.

The Supreme Court of Canada in *Ontario (Community Safety and Correctional Service) v. Ontario (Information and Privacy Commissioner)*, (2014) set out the standard of proof for harms-based provisions as follows:

This Court in *Merck Frosst* adopted the “reasonable expectation of probable harm” formulation and it should be used wherever the “could reasonably be expected to” language is used in access to information statutes. As the Court in *Merck Frosst* emphasized, the statute tries to mark out a middle ground between that which is probable and that which is merely possible. An institution must provide evidence “well beyond” or “considerably above” a mere possibility of harm in order to reach that middle ground: paras. 197 and 199. This inquiry of course is contextual and how much evidence and the quality of evidence needed to meet this standard will ultimately depend on the nature of the issue and “inherent probabilities or improbabilities or the seriousness of the allegations or consequences”...

The parties do not have to prove that a harm is probable, but need to show that there is a “reasonable expectation of harm” if any of the information were to be released. In *British Columbia (Minister of Citizens’ Service) v. British Columbia (Information and Privacy Commissioner)*, (2012).
Bracken J. confirmed it is the release of the information itself that must give rise to a reasonable expectation of harm.

The public body should be able to detail what the undue benefit or loss is and be able to tie the undue benefit or loss to the record in question. Public bodies should not assume the undue benefit or loss is self-evident. Particularity in describing it is needed to support the application of this provision.

**18(2)/17(2)**
The intent of this provision is to ensure that a public body does not withhold information resulting from product or environmental testing carried out either by the employees of a public body or on its behalf by another organization. Examples include information on products such as air filters, environmental test results on water quality or air quality and commercial product testing and soil testing.

Subsection 18(2)/17(2) provides that the exemptions in 18(1)/17(1) do not apply to a record containing the results of product or environmental testing carried out by or for the public body unless:

- the testing was done as a service to a person, a group of persons or an organization other than a government institution or local authority, and for a fee; or

- as preliminary or experimental tests for the purpose of:
  - developing methods of testing; or
  - testing products for possible purchase.

Examples include test results of commercial products and soil testing.

**6. Testing procedures, tests and audits (s. 20 of FOIP/s. 19 of LA FOIP)**

<table>
<thead>
<tr>
<th>FOIP</th>
<th>LA FOIP</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>20</strong></td>
<td><strong>19</strong></td>
</tr>
<tr>
<td>A head may refuse to give access to a record that contains information relating to:</td>
<td>A head may refuse to give access to a record that contains information relating to:</td>
</tr>
<tr>
<td>(a) testing or auditing procedures or techniques; or</td>
<td>(a) testing or auditing procedures or techniques; or</td>
</tr>
<tr>
<td>(b) details of specific tests to be given or audits to be conducted;</td>
<td>(b) details of specific tests to be given or audits to be conducted;</td>
</tr>
<tr>
<td>if disclosure could reasonably be expected to prejudice the use or results of particular tests or audits.</td>
<td>if disclosure could reasonably be expected to prejudice the use or results of particular tests or audits.</td>
</tr>
</tbody>
</table>

**20(a)/19(a)**
The provision provides protection for the procedures and techniques involved in testing and auditing. It is generally applied where disclosure of a specific test to be given or audit to be conducted, or one that is currently in process, would invalidate the results. This applies even if there is no intention to use the test or audit again in the future.
The provision may also apply where there is an intention to use the testing or auditing procedure in the future, and disclosure would result in unreliable results being obtained and the test or the audit having to be abandoned as a result. Test questions that are regularly used – for example, in making staffing decisions may qualify.

In Review Report 145·2015, the Commissioner found that the testing and/or auditing techniques or procedures must include specific steps. General information, such as forms and standard policies that do not include specific steps and procedures, would not qualify. Routine, common or customary auditing techniques and procedures would not qualify.

20(b)/19(b)
This provision protects details relating to specific tests to be given or audits to be conducted.

Prejudice in this context refers to detriment to the use or to the results of tests or audits.

An audit is a systematic identification, evaluation, and assessment of an organization’s policies, procedures, acts, and practices against pre-defined standards (Review Report F-2010-001 at [97]).

The terms test and audit cover a wide range of activities. Examples include environmental testing, staffing examinations, personnel audits, financial audits, and program audits.

For this provision to apply there must be objective grounds for believing that disclosing the information could result in the prejudice alleged. The public body does not have to prove that the prejudice is probable, but needs to show that there is a “reasonable expectation” the prejudice will occur if any of the information or records were released.

The Supreme Court of Canada in Ontario (Community Safety and Correctional Service) v. Ontario (Information and Privacy Commissioner), (2014) set out the standard of proof for harms-based provisions as follows:

This Court in Merck Frosst adopted the “reasonable expectation of probable harm” formulation and it should be used wherever the “could reasonably be expected to” language is used in access to information statutes. As the Court in Merck Frosst emphasized, the statute tries to mark out a middle ground between that which is probable and that which is merely possible. An institution must provide evidence “well beyond” or “considerably above” a mere possibility of harm in order to reach that middle ground: paras. 197 and 199. This inquiry of course is contextual and how much evidence and the quality of evidence needed to meet this standard will ultimately depend on the nature of the issue and “inherent probabilities or improbabilities or the seriousness of the allegations or consequences”...

In British Columbia (Minister of Citizens’ Service) v. British Columbia (Information and Privacy Commissioner), (2012) Bracken J. confirmed it is the release of the information itself that must give rise to a reasonable expectation of harm.

The public body should be able to detail the prejudice expected and be able to tie that prejudice to the release of the specific record in question. Public bodies should not assume that the prejudice is self-evident. Particularity in describing it is needed to support the application of the provision.

For subsection 20(a)/19(a), the provision primarily protects testing or auditing procedures and techniques: the testing/auditing mechanism, not the content.
In Review Report F-2010-001, the Commissioner found that a privacy impact assessment (PIA) qualified as an audit for purposes of subsection 20(a) of FOIP. However, the provision was found not to apply as a PIA is a fact finding exercise where the questions remain constant. It is the responses that change with the circumstances. The exemption is intended to primarily protect procedures and techniques: the testing mechanism, not the content.

7. Danger to health or safety (s. 21 of FOIP/s. 20 of LA FOIP)

<table>
<thead>
<tr>
<th>FOIP</th>
<th>LA FOIP</th>
</tr>
</thead>
<tbody>
<tr>
<td>21 A head may refuse to give access to a record if the disclosure could threaten the safety or the physical or mental health of an individual.</td>
<td>20 A head may refuse to give access to a record if the disclosure could threaten the safety or the physical or mental health of an individual.</td>
</tr>
</tbody>
</table>

This provision is meant to provide the ability to refuse access to information if its disclosure could threaten the safety, physical or mental health of an individual.

**Threaten** means to expose to risk or harm.

**Safety** implies relative freedom from danger or risks.

**Physical health** refers to the well-being of an individual’s physical body.

**Mental health** refers to the functioning of a person’s mind in a normal state.

In order to determine whether a threat to the safety, physical or mental health of any person exists, all three parts of the following test must be met:

1. Is there a reasonable expectation of probable harm?
2. Does the harm constitute damage or detriment and not mere inconvenience?
3. Is there a causal connection between disclosure and the anticipated harm?

(see Review Reports H-2007-001, F-2008-001 and LA-2012-002)

Generally, this means the public body must make an assessment of the risk and determine whether there are reasonable grounds for concluding there is a danger to the health or safety of any person. That assessment must be specific to the circumstances of the case under consideration. The inconvenience, upset or unpleasantness of dealing with difficult or unreasonable people is not sufficient to trigger this section (Review Report LA-2012-002 at [45]). The threshold cannot be achieved on the basis of unfounded, unsubstantiated allegations (*Ibid* at [102]).

The public body should be able to detail what the harm is and to whom the harm threatens if the information were released.

For example, the mental or physical health of a person would be threatened if information were disclosed to an applicant that would cause severe stress such as suicidal ideation or that could result in verbal or physical harassment or stalking. Individual safety could be threatened if information were released that allowed someone who had threatened to kill or injure the individual to locate him or her. Examples of individuals whose safety might be threatened would include an
individual fleeing from a violent spouse, a victim of harassment or a witness to harassment, an employee who has been threatened.

In *Consumers’ Co-Operative Refineries Limited v. Regina (City), (2016)*, Justice Keene ruled that a Major Hazard Risk Assessment Report (MHRAR) qualified for section 20 of LA FOIP. In making this decision, Justice Keene considered that the MHRAR revealed specific parts of a refinery where the worst possible accidents could occur. Over disclosure of information could be harmful to the public (i.e. nondisclosure of records can actually promote public safety in certain circumstances). Facilities such as nuclear power plants and refining complexes could be the target of attack which could pose a public safety risk. As such, the provision was found to apply in the greater sense of the protection of the public.

8. Solicitor-client privilege (s. 22 of FOIP/s. 21 of LA FOIP)

<table>
<thead>
<tr>
<th>FOIP</th>
<th>LA FOIP</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>22</strong> A head may refuse to give access to a record that:</td>
<td><strong>21</strong> A head may refuse to give access to a record that:</td>
</tr>
<tr>
<td>(a) contains any information that is subject to any privilege that is</td>
<td>(a) contains any information that is subject to any privilege that is</td>
</tr>
<tr>
<td>available at law, including solicitor-client privilege;</td>
<td>available at law, including solicitor-client privilege;</td>
</tr>
<tr>
<td>(b) was prepared by or for an agent of the Attorney General for</td>
<td>(b) was prepared by or for legal counsel for the local authority in</td>
</tr>
<tr>
<td>Saskatchewan or legal counsel for a government institution in</td>
<td>relation to a matter involving the provision of advice or other</td>
</tr>
<tr>
<td>relation to a matter involving the provision of advice or other</td>
<td>services by legal counsel; or</td>
</tr>
<tr>
<td>services by the agent or legal counsel; or</td>
<td>(c) contains correspondence between legal counsel for the local</td>
</tr>
<tr>
<td>(c) contains correspondence between an agent of the Attorney</td>
<td>authority and any other person in relation to a matter involving the</td>
</tr>
<tr>
<td>General for Saskatchewan or legal counsel for a government</td>
<td>provision of advice or other services by legal counsel.</td>
</tr>
<tr>
<td>institution and any other person in relation to a matter involving</td>
<td></td>
</tr>
<tr>
<td>the provision of advice or other services by the agent or legal</td>
<td></td>
</tr>
<tr>
<td>counsel.</td>
<td></td>
</tr>
</tbody>
</table>

This provision allows public bodies to withhold information that is subject to solicitor-client privilege or relates to the provision of legal services or advice.

**22(a)/21(a)**

Amendments were made to this section effective January 1, 2018. Revisions to this part of the guide are currently underway.

As a result of Saskatchewan Court of Appeal decision, *The University of Saskatchewan v The Information and Privacy Commissioner, 2018 SKCA 34* (IPC) a process for handling records containing solicitor-client privileged material was established by the IPC. This process is set out at Part 9 of the IPC *Rules of Procedure*.

When considering claiming solicitor-client privilege, public bodies have three options when preparing records for review with the IPC:

1. Provide the documents to the IPC with a cover letter stating the public body is not waiving the privilege:
2. Provide the documents to the IPC with the portions severed where solicitor-client privilege is claimed; or

3. Provide the IPC with an affidavit with a schedule of records (see sample in the Rules of Procedure).

More guidance will be provided on this provision soon.

**22(b)/21(b)**

This provision is broader than subsection 22(a)/21(a) and is meant to capture records prepared by or for legal counsel (or an agent of the Attorney General) for a public body in relation to the provision of advice or services by legal counsel (or agent of the Attorney General).

Both parts of the following test must be met:

1. Were the records “prepared by or for” an agent or legal counsel for a public body?

   The record must be “prepared”, as the term is understood, in relation to the advice or services or compiled or created for the purpose of providing the advice or services.

   In order to qualify, the person preparing the record must be either the person providing the legal advice or legal service or a person who is preparing the record in question on behalf of, or, for the use of, the provider of legal advice or legal related services (Review Report LA-2014-003 at [17]).

   An agent of the Attorney General for Saskatchewan can include public prosecutions at the Ministry of Justice (Review Report F-2012-006 at [111]).

   For FOIP, a government institution can capture any government institution and not just the one applying the exemption (i.e. by the use of “a” government institution rather than “the”).

   For LA FOIP, the local authority must be the local authority applying the exemption. In addition, LA FOIP does not include an agent of the Attorney General for Saskatchewan.

2. Were the records prepared in relation to a matter involving the provision of advice or other services by the agent or legal counsel?

   **Legal advice** includes a legal opinion about a legal issue, and a recommended course of action, based on legal considerations, regarding a matter with legal implications.

   **Legal service** includes any law-related service performed by a person licensed to practice law.

   The prepared record does not have to constitute legal advice or legal services to qualify for this part of the test. However, it must relate back to a matter that involves the provision of legal advice or services. The public body should explain how the record relates to a matter involving legal advice or legal services provided by its legal counsel.

**22(c)/21(c)**

This provision is also broader than subsection 22(a)/21(a) and is meant to capture records that contain correspondence between the public body’s legal counsel (or an agent of the Attorney General) and any other person in relation to a matter that involves the provision of advice or services by legal counsel (or agent of the Attorney General).
Both parts of the following test must be met:

1. Is the record a correspondence between the public body’s legal counsel (or an agent of the Attorney General for Saskatchewan) and any other person?

   *Correspondence*, in this context, is an interchange of written communications.

2. Does the correspondence relate to a matter that involves the provision of advice or other services by the agent or legal counsel?

   *Legal advice* includes a legal opinion about a legal issue, and a recommended course of action, based on legal considerations, regarding a matter with legal implications.

   *Legal service* includes any law-related service performed by a person licensed to practice law.

   The correspondence does not have to constitute legal advice or legal services to qualify for this part of the test. However, it must relate back to a matter that involves the provision of legal advice or services. The public body should explain how the correspondence relates to a matter involving legal advice or legal services provided by its legal counsel.

**9. Disclosure of personal information (s. 29 of FOIP/s. 28 of LA FOIP)**

<table>
<thead>
<tr>
<th>FOIP</th>
<th>LA FOIP</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>24</strong>(1) Subject to subsections (1.1) and (2), <em>“personal information”</em> means personal information about an identifiable individual that is recorded in any form, and includes:</td>
<td><strong>23</strong>(1) Subject to subsections (1.1) and (2), <em>“personal information”</em> means personal information about an identifiable individual that is recorded in any form, and includes:</td>
</tr>
<tr>
<td>(a) information that relates to the race, creed, religion, colour, sex, sexual orientation, family status or marital status, disability, age, nationality, ancestry or place of origin of the individual;</td>
<td>(a) information that relates to the race, creed, religion, colour, sex, sexual orientation, family status or marital status, disability, age, nationality, ancestry or place of origin of the individual;</td>
</tr>
<tr>
<td>(b) information that relates to the education or the criminal or employment history of the individual or information relating to financial transactions in which the individual has been involved;</td>
<td>(b) information that relates to the education or the criminal or employment history of the individual or information relating to financial transactions in which the individual has been involved;</td>
</tr>
<tr>
<td>(c) Repealed.</td>
<td>(c) information that relates to health care that has been received by the individual or to the health history of the individual;</td>
</tr>
<tr>
<td>(d) any identifying number, symbol or other particular assigned to the individual, other than the individual’s health services number as defined in <em>The Health Information Protection Act</em></td>
<td>(d) any identifying number, symbol or other particular assigned to the individual;</td>
</tr>
<tr>
<td>(e) the home or business address, home or business telephone number or fingerprints of the individual;</td>
<td>(e) the home or business address, home or business telephone number, fingerprints or blood type of the individual;</td>
</tr>
<tr>
<td>(f) the personal opinions or views of the individual except where they are about another individual;</td>
<td>(f) the personal opinions or views of the individual except where they are about another individual;</td>
</tr>
</tbody>
</table>
(g) correspondence sent to a government institution by the individual that is implicitly or explicitly of a private or confidential nature, and replies to the correspondence that would reveal the content of the original correspondence, except where the correspondence contains the views or opinions of the individual with respect to another individual:

(h) the views or opinions of another individual with respect to the individual:

(i) information that was obtained on a tax return or gathered for the purpose of collecting a tax:

(j) information that describes an individual’s finances, assets, liabilities, net worth, bank balance, financial history or activities or credit worthiness; or

(k) the name of the individual where:

   (i) it appears with other personal information that relates to the individual; or

   (ii) the disclosure of the name itself would reveal personal information about the individual.

(1.1) “Personal information” does not include information that constitutes personal health information as defined in The Health Information Protection Act.

(2) “Personal information” does not include information that discloses:

(a) the classification, salary, discretionary benefits or employment responsibilities of an individual who is or was an officer or employee of a government institution or a member of the staff of a member of the Executive Council;

(b) the salary or benefits of a legislative secretary or a member of the Executive Council;

(c) the personal opinions or views of an individual employed by a government institution given in the course of employment, other than personal opinions or views with respect to another individual;

(d) financial or other details of a contract for personal services;

(e) details of a licence, permit or other similar discretionary benefit granted to an individual by a government institution;

(f) details of a discretionary benefit of a financial nature granted to an individual by a government institution;

(g) expenses incurred by an individual travelling at the expense of a government institution.

(g) correspondence sent to a local authority by the individual that is implicitly or explicitly of a private or confidential nature, and replies to the correspondence that would reveal the content of the original correspondence, except where the correspondence contains the views or opinions of the individual with respect to another individual:

(h) the views or opinions of another individual with respect to the individual:

(i) information that was obtained on a tax return or gathered for the purpose of collecting a tax:

(j) information that describes an individual’s finances, assets, liabilities, net worth, bank balance, financial history or activities or credit worthiness; or

(k) the name of the individual where:

   (i) it appears with other personal information that relates to the individual; or

   (ii) the disclosure of the name itself would reveal personal information about the individual.

(1.1) On and after the coming into force of subsections 4(3) and (6) of The Health Information Protection Act, with respect to a local authority that is a trustee as defined in that Act, “personal information” does not include information that constitutes personal health information as defined in that Act.

(2) “Personal information” does not include information that discloses:

(a) the classification, salary, discretionary benefits or employment responsibilities of an individual who is or was an officer or employee of a local authority;

(b) the personal opinions or views of an individual employed by a local authority given in the course of employment, other than personal opinions or views with respect to another individual;

(c) financial or other details of a contract for personal services;

(d) details of a licence, permit or other similar discretionary benefit granted to an individual by a local authority;

(e) details of a discretionary benefit of a financial nature granted to an individual by a local authority;

(f) expenses incurred by an individual travelling at the expense of a local authority;

(g) the academic ranks or departmental designations of members of the faculties of the
(3) Notwithstanding clauses (2)(e) and (f), “personal information” includes information that:

(a) is supplied by an individual to support an application for a discretionary benefit; and
(b) is personal information within the meaning of subsection (1).

University of Saskatchewan or the University of Regina; or
(b) the degrees, certificates or diplomas received by individuals from the Saskatchewan Polytechnic, the University of Saskatchewan or the University of Regina.

(3) Notwithstanding clauses (2)(d) and (e), “personal information” includes information that:

(a) is supplied by an individual to support an application for a discretionary benefit; and
(b) is personal information within the meaning of subsection (1).

When dealing with information in a record that appears to be personal information, the first step is to confirm the information indeed qualifies as personal information pursuant to section 24/23. Once identified as personal information, a decision needs to be made as to whether to release it or not pursuant to section 29/28.

The list of examples provided for at subsection 24(1)/23(1) are not meant to be exhaustive. There can be other types of information that would qualify as personal information that are not listed. Part of that consideration involves assessing if the information has both of the following:

1. **Is there an identifiable individual?**

   **Identifiable individual** means that it must be reasonable to expect that an individual may be identified if the information were disclosed. The information must reasonably be capable of identifying particular individuals because it either directly identifies a person or enables an accurate inference to be made as to their identity when combined with other available sources of information (data linking) or due to the context of the information in the record.

   Use of the term “individual” in this provision makes it clear that the protection provided relates only to natural persons. Therefore, it does not include information about a sole proprietorship, partnership, unincorporated association or corporation.

2. **Is the information personal in nature?**

   **Personal in nature** means that the information reveals something personal about the individual. Information that relates to an individual in a professional, official or business capacity could only qualify if the information revealed something personal about the individual for example, information that fits the definition of employment history.

Information previously found to not qualify as personal information includes:

**Work product** is information generated by or otherwise associated with an individual in the normal course of performing his or her professional or employment responsibilities, whether in a public or private setting. This is not considered personal information.

**Business card information** is the type of information found on a business card (name, job title, work address, work phone numbers and work email address). This type of information is generally not personal in nature and therefore would not be considered personal information.
In Review Report 277-2016, the Commissioner found that employer assigned cell phone numbers for government employees was considered business card information. The Commissioner also found that the same approach is taken to business cell phone number for non-government employees, professionals and corporate officers.

*Names of nurses and firefighters* found not to be personal information (see Review Reports LA-2012-002 and F-2006-001).

*Position, function, responsibilities or hours of work* pertain more to a job description of an individual than personal information (see Review Report LA-2012-002).

In *Dagg v. Canada (Minister of Finance) (1997)*, the court decided that sign-in logs containing the name, dates and times individuals went to their work places constituted information about the position and was not personal information.

*Signatures* found not to be personal information when made in a work-related capacity. However, a signature may be personal in nature outside of a professional context (see Review Report 156-2015).

**24(1)(a)/23(1)(a)**

*Creed* refers to an individual’s basic beliefs of a religion or an idea or set of beliefs that guide the actions of a person.

**24(1)(b)/23(1)(b)**

*Employment history* is the type of information normally found in a personnel file such as performance reviews, evaluations, disciplinary actions taken, reasons for leaving a job or leave transactions. It does not include work product. Employment history is considered personal information (subsection 24(1)(b) of FOIP/subsection 23(1)(b) of LA FOIP).

**24(1)(d)/23(1)(d)**

*Employee number* when linked with a name found to be personal information (see Review Reports F-2005-001 and LA-2012-002).

**24(1)(f)/23(1)(f)**

*Signing a petition* found to be personal information because the individual is indicating that they agree with the petition by signing. This would constitute the opinions or views of the individual (see Review Report 156-2015).

**24(1)(k)/23(1)(k)**

A name by itself is not personal information unless release of the name alone reveals something of a personal nature about an individual (subsection 24(1)(k)(ii))

<table>
<thead>
<tr>
<th>FOIP</th>
<th>LA FOIP</th>
</tr>
</thead>
<tbody>
<tr>
<td>29(1) No government institution shall disclose personal information in its possession or under its control</td>
<td>28(1) No local authority shall disclose personal information in its possession or under its control</td>
</tr>
</tbody>
</table>
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control without the consent, given in the prescribed manner, of the individual to whom the information relates except in accordance with this section or section 30.

(2) Subject to any other Act or regulation, personal information in the possession or under the control of a government institution may be disclosed:

(a) for the purpose for which the information was obtained or compiled by the government institution or for a use that is consistent with that purpose;

(b) for the purpose of complying with:
   (i) a subpoena or warrant issued or order made by a court, person or body that has the authority to compel the production of information; or
   (ii) rules of court that relate to the production of information;

(c) to the Attorney General for Saskatchewan or to his or her agent or legal counsel for use in providing legal services;

(d) to legal counsel for a government institution for use in providing legal services to the government institution;

(e) for the purpose of enforcing any legal right that the Government of Saskatchewan or a government institution has against any individual;

(f) for the purpose of locating an individual in order to:
   (i) collect a debt owing to Her Majesty in right of Saskatchewan or to a government institution by that individual; or
   (ii) make a payment owing to that individual by Her Majesty in right of Saskatchewan or by a government institution;

(g) to a prescribed law enforcement agency or a prescribed investigative body:
   (i) on the request of the law enforcement agency or investigative body;
   (ii) for the purpose of enforcing a law of Canada or a province or territory or carrying out a lawful investigation; and
   (iii) if any prescribed requirements are met;

(h) pursuant to an agreement or arrangement between the Government of Saskatchewan or a government institution and:
   (i) the Government of Canada or its agencies, Crown corporations or other institutions;

without the consent, given in the prescribed manner, of the individual to whom the information relates except in accordance with this section or section 29.

(2) Subject to any other Act or regulation, personal information in the possession or under the control of a local authority may be disclosed:

(a) for the purpose for which the information was obtained or compiled by the local authority or for a use that is consistent with that purpose;

(b) for the purpose of complying with:
   (i) a subpoena or warrant issued or order made by a court, person or body that has the authority to compel the production of information; or
   (ii) rules of court that relate to the production of information;

(c) to the Attorney General for Saskatchewan or to his or her legal counsel for use in providing legal services to the Government of Saskatchewan or a government institution;

(d) to legal counsel for a local authority for use in providing legal services to the local authority;

(e) for the purpose of enforcing any legal right that the local authority has against any individual;

(f) for the purpose of locating an individual in order to collect a debt owing to the local authority by that individual or make a payment owing to that individual by the local authority;

(g) to a prescribed law enforcement agency or a prescribed investigative body:
   (i) on the request of the law enforcement agency or investigative body;
   (ii) for the purpose of enforcing a law of Canada or a province or territory or carrying out a lawful investigation; and
   (iii) if any prescribed requirements are met;

(h) pursuant to an agreement or arrangement between the local authority and:
   (i) the Government of Canada or its agencies, Crown corporations or other institutions;
   (ii) the Government of Saskatchewan or a government institution;
   (iii) the government of another province or territory of Canada, or its agencies, Crown corporations or other institutions;
   (iv) the government of a foreign jurisdiction or its institutions;
(ii) the government of another province or territory of Canada, or its agencies, Crown corporations or other institutions;

(iii) the government of a foreign jurisdiction or its institutions;

(iv) an international organization of states or its institutions; or

(v) a local authority as defined in the regulations;

for the purpose of administering or enforcing any law or carrying out a lawful investigation;

(h.1) for any purpose related to the detection, investigation or prevention of an act or omission that might constitute a terrorist activity as defined in the Criminal Code, to:

(i) the Government of Canada or its agencies, Crown corporations or other institutions;

(ii) the government of another province or territory of Canada, or its agencies, Crown corporations or other institutions;

(iii) the government of a foreign jurisdiction or its institutions;

(iv) an international organization of states or its institutions; or

(v) a local authority as defined in the regulations;

(i) for the purpose of complying with:

(i) an Act or a regulation;

(ii) an Act of the Parliament of Canada or a regulation made pursuant to an Act of the Parliament of Canada; or

(iii) a treaty, agreement or arrangement made pursuant to an Act or an Act of the Parliament of Canada;

(j) where disclosure is by a law enforcement agency:

(i) to a law enforcement agency in Canada; or

(ii) to a law enforcement agency in a foreign country;

pursuant to an arrangement, a written agreement or treaty or to legislative authority;

(k) to any person or body for research or statistical purposes if the head:

(i) is satisfied that the purpose for which the information is to be disclosed is not contrary to the public interest and cannot reasonably be accomplished unless the information is provided

(v) an international organization of states or its institutions; or

(vi) another local authority;

for the purpose of administering or enforcing any law or carrying out a lawful investigation;

(h.1) for any purpose related to the detection, investigation or prevention of an act or omission that might constitute a terrorist activity as defined in the Criminal Code, to:

(i) a government institution;

(ii) the Government of Canada or its agencies, Crown corporations or other institutions;

(iii) the government of another province or territory of Canada, or its agencies, Crown corporations or other institutions;

(iv) the government of a foreign jurisdiction or its institutions;

(v) an international organization of states or its institutions; or

(vi) another local authority;

(i) for the purpose of complying with:

(i) an Act or a regulation;

(ii) an Act of the Parliament of Canada or a regulation made pursuant to an Act of the Parliament of Canada; or

(iii) a treaty, agreement or arrangement made pursuant to an Act or an Act of the Parliament of Canada;

(j) where disclosure is by a law enforcement agency:

(i) to a law enforcement agency in Canada; or

(ii) to a law enforcement agency in a foreign country;

pursuant to an arrangement, a written agreement or treaty or to legislative authority;

(k) to any person or body for research or statistical purposes if the head:

(i) is satisfied that the purpose for which the information is to be disclosed is not contrary to the public interest and cannot reasonably be accomplished unless the information is provided

(ii) obtains from the person or body a written agreement not to make a subsequent disclosure of the information in a form that could reasonably be expected to identify the individual to whom it relates; and
in a form that would identify the individual to whom it relates; and
(ii) obtains from the person or body a written agreement not to make a subsequent disclosure of the information in a form that could reasonably be expected to identify the individual to whom it relates;
(l) for the purpose of:
(i) management;
(ii) audit; or
(iii) administration of personnel;
of the Government of Saskatchewan or one or more government institutions;
(m) where necessary to protect the mental or physical health or safety of any individual;
(n) in compassionate circumstances, to facilitate contact with the next of kin or a friend of an individual who is injured, ill or deceased;
(o) for any purpose where, in the opinion of the head:
(i) the public interest in disclosure clearly outweighs any invasion of privacy that could result from the disclosure; or
(ii) disclosure would clearly benefit the individual to whom the information relates;
(p) where the information is publicly available, including information that is prescribed as publicly available;
(q) to the office of the Provincial Auditor, or to any other prescribed person or body, for audit purposes;
(r) to the Ombudsman;
(s) to the commissioner;
(t) for any purpose in accordance with any Act or regulation that authorizes disclosure; or
(u) as prescribed in the regulations.
(3) A government institution that is a telephone utility may disclose names, addresses and telephone numbers in accordance with customary practices.
(4) Subject to any other Act or regulation, the Provincial Archivist may release personal information that is in the possession or under the control of The Saskatchewan Archives Board where, in the opinion of the Provincial Archivist, the release would not constitute an unreasonable invasion of privacy.
Once the information has been identified as personal information, there must be authority determined under FOIP/LA FOIP to release it. Releasing personal information with a lack of authority could constitute a privacy breach.

Subsection 29(1)/28(1) requires a public body to have consent of the individual prior to disclosing personal information. The consent must be in writing pursuant to section 18/11 of the FOIP/LA FOIP Regulations. There may be circumstances where getting consent is possible. However, in some circumstances it may not be reasonable to do so.

Subsection 29(2)/28(2) provides a number of circumstances where a public body can disclose personal information without consent. There are additional circumstances enumerated in the FOIP/LA FOIP Regulations.

29(2)(o)(i)/28(2)(n)(i)
This provision enables the public body to disclose personal information in a record without the consent of the individual to whom it relates when it is deemed to be in the public interest to do so, more specifically, where the public interest in releasing outweighs any invasion of privacy. All three parts of the following test must be met:

1. Is the information ‘personal information’?
   - Is it personal information? and
   - If so, to whom does it relate?

2. Is there a public interest in the information?

   **Public Interest** – the public body should first ask · is there a relationship between the record and the Act’s central purpose of shedding light on the operations of government? Consider whether the information in the record serves the purpose of informing or enlightening the citizenry about the activities of their government or its agencies, adding in some way to the information the public has to make effective use of the means of expressing public opinion or to make political choices.

   A public interest does not exist where the interests being advanced are essentially private in nature. However, where a private interest in disclosure raises issues of more general application, a public interest may be found to exist.

   A public interest is not automatically established where the applicant is a member of the media.

   The public body should be able to clearly identify what the public interest would be.

3. Does the public interest outweigh any invasion of privacy?

   The public body must weigh the public interest against the personal privacy interests of the individuals whose personal information appears in the record.

   Some further things to consider regarding public interest:
- Is there another public process or forum established to address public interest considerations?

- Has a significant amount of information already been disclosed and it is adequate to address any public interest considerations?

- Is there already wide public coverage or debate of the issue and disclosing the records would not shed further light on the matter?

Some things to consider regarding any invasion of privacy:

- Consider the representations made by the affected individuals arguing against disclosure.

- Should the affected individuals’ privacy rights be given preference over the public interest that exists in disclosing the record?

Where the public body intends to rely on this provision to release personal information in response to an access to information request, notification is required to the individual(s) pursuant to the third party notification requirements outlined at subsection 34/33.

10. Individual’s access to personal information (s. 31 of FOIP/s. 30 of LA FOIP)

<table>
<thead>
<tr>
<th>FOIP</th>
<th>LA FOIP</th>
</tr>
</thead>
</table>
| 31(1) Subject to Part III and subsection (2), an individual whose personal information is contained in a record in the possession or under the control of a government institution has a right to, and:
  (a) on an application made in accordance with Part II; and
  (b) on giving sufficient proof of his or her identity, shall be given access to the record.

(2) A head may refuse to disclose to an individual personal information that is evaluative or opinion material compiled solely for the purpose of determining the individual’s suitability, eligibility or qualifications for employment or for the awarding of government contracts and other benefits, where the information is provided explicitly or implicitly in confidence. |
| 30(1) Subject to Part III and subsections (2) and (3), an individual whose personal information is contained in a record in the possession or under the control of a local authority has a right to, and:
  (a) on an application made in accordance with Part II; and
  (b) on giving sufficient proof of his or her identity, shall be given access to the record.

(2) A head may refuse to disclose to an individual personal information that is evaluative or opinion material compiled solely for the purpose of determining the individual’s suitability, eligibility or qualifications for employment or for the awarding of contracts and other benefits by the local authority, where the information is provided explicitly or implicitly in confidence.

(3) The head of the University of Saskatchewan or the University of Regina may refuse to disclose to an individual personal information that is evaluative or opinion material compiled solely for the purpose of determining the individual’s suitability for:
(i) appointment, promotion or tenure as a member of the faculty of the University of Saskatchewan or the University of Regina;  
(ii) admission to an academic program; or  
(iii) receipt of an honour or award; or  
(b) evaluating the individual’s research projects or materials for publication;  
where the information is provided explicitly or implicitly in confidence.

31(2)/30(2)
This provision enables the head to refuse to disclose to individuals information that is evaluative or opinion material compiled for the purpose of determining suitability, eligibility or qualifications for employment.

The provision attempts to address two competing interests: the right of an individual to have access to his or her personal information and the need to protect the flow of frank information to public bodies so that appropriate decisions can be made respecting the awarding of jobs, contracts and other benefits.

All three parts of the following test must be met:

1. Is the information personal information that is evaluative or opinion material?

   In order to qualify as personal information, the information must be about an identifiable individual and must be personal in nature. Some examples are provided in subsection 24(1)/23(1) of FOIP/LA FOIP.

   **Evaluative** means to have assessed, appraised, to have found or to have stated the number of.

   **Opinion material** is a belief or assessment based on grounds short of proof: a view held as probable for example, a belief that a person would be a suitable employee, based on that person’s employment history. An opinion is subjective in nature, and may or may not be based on facts (AB IPC Order 98-021).

2. Was the personal information compiled solely for one of the following purposes:
   - for determining the individual’s suitability, eligibility or qualifications for employment? or
   - for the awarding of contracts with the public body? or
   - for awarding other benefits?

   **Employee** can include a person who performs a service for the public body as an appointee, officer, volunteer or student under a contract or agency relationship with the public body.

   An example would be an employment reference as defined in subsection 2(1)(b) of the FOIP Regulations.

3. Was the personal information provided explicitly or implicitly in confidence?
See the criteria for \textit{explicitly or implicitly in confidence} under subsection 19(1)(b)/18(1)(b).

In Review Report 258-2016, the Commissioner found that the name of the individual giving the opinion was also captured by the provision. The purpose and intent of the provision is to allow individuals to provide frank feedback where there is an evaluation process occurring. In addition, evaluating suitability for employment can take place not only during the hiring process but also during an employee’s tenure. Further, the provision can include unsolicited records such as letters of concern or complaint (\textit{Fogal v. Regina School Division No. 4, (2002)}).

\textbf{LA FOIP 30(3)(a)}

This provision is only meant for the University of Saskatchewan or the University of Regina. The purpose and intent of this subsection is to allow individuals to provide frank feedback when there is an evaluative process occurring.

All three parts of the following test must be met:

1. Is the information personal information that is evaluative or opinion material?

   In order to qualify as \textit{personal information}, the information must be about an identifiable individual and must be personal in nature. Some examples are provided in subsection 23(1) of LA FOIP.

   \textbf{Evaluative} means to have assessed, appraised, to have found or to have stated the number of.

   \textbf{Opinion material} is a belief or assessment based on grounds short of proof; a view held as probable for example, a belief that a person would be a suitable employee, based on that person’s employment history. An opinion is subjective in nature, and may or may not be based on facts (AB IPC Order 98-021).

2. Was the personal information compiled solely for the purpose of determining the individual’s suitability for:

   \begin{itemize}
   
   \item appointment, promotion or tenure as a member of the faculty? or
   
   \item admission to an academic program? or
   
   \item receipt of an honour or award?
   
   \end{itemize}

3. Was the personal information provided explicitly or implicitly in confidence?

   See the criteria for \textit{explicitly or implicitly in confidence} under subsection 19(1)(b)/18(1)(b).

In Review Report 164-2016, it was found that letters of reference related to an application to medical residency programs at the University of Saskatchewan included an explicit statement of confidentiality qualified for the exemption. Further, the Commissioner found that the scores and notes made by individuals reviewing the Applicant’s applications for residency positions also qualified.
LA FOIP 30(3)(b)
This provision is only meant for the University of Saskatchewan or the University or Regina. The purpose and intent of this subsection is to allow individuals to provide frank feedback when there is an evaluative process occurring.

All three parts of the following test must be met:

1. Is the information personal information that is evaluative or opinion material?

   In order to qualify as personal information, the information must be about an identifiable individual and must be personal in nature. Some examples are provided in subsection 23(1) of LA FOIP.

   **Evaluative** means to have assessed, appraised, to have found or to have stated the number of.

   **Opinion material** is a belief or assessment based on grounds short of proof; a view held as probable for example, a belief that a person would be a suitable employee, based on that person’s employment history. An opinion is subjective in nature, and may or may not be based on facts (AB IPC Order 98-021).

2. Was the personal information compiled solely for the purpose of evaluating the individual’s research projects or materials for publication?

3. Was the personal information provided explicitly or implicitly in confidence?

   See the criteria for *explicitly or implicitly in confidence* under subsection 19(1)(b)/18(1)(b).
OTHER TESTS

1. Class-based versus Harm-based Exemptions

Exemptions under FOIP/LA FOIP currently fall into two types:

**Class-based** exemptions apply where the information falls within the class of information described in the exemption and there is no reference to any consequence that might result from the release of the information. Class-based exemptions presuppose that the information is inherently sensitive and that an injury or prejudice would automatically flow from release. Examples include section 16 of FOIP which protects cabinet documents. For class-based exemptions, the public body must show that the information in question falls within the class of records described in the exemption.

**Harm-based** exemptions, on the other hand, are based on a determination by the head of the public body that it is reasonable to expect that some injury, harm or prejudice will occur if the information is released. Examples include subsection 19(1)(c)/18(1)(c) which contemplates three different types of harm to a third party – financial loss or gain, prejudice to competitive position or interference with contractual or other negotiations.

For harm-based exemptions, the parties do not have to prove that a harm is probable, but need to show that there is a “reasonable expectation of harm” if any of the information were to be released. In *British Columbia (Minister of Citizens’ Service) v. British Columbia (Information and Privacy Commissioner), (2012)*, Bracken J. confirmed it is the release of the information itself that must give rise to a reasonable expectation of harm.

The Supreme Court of Canada in *Ontario (Community Safety and Correctional Service) v. Ontario (Information and Privacy Commissioner), (2014)* set out the standard of proof for harms-based provisions as follows:

This Court in *Merck Frosst* adopted the “reasonable expectation of probable harm” formulation and it should be used wherever the “could reasonably be expected to” language is used in access to information statutes. As the Court in *Merck Frosst* emphasized, the statute tries to mark out a middle ground between that which is probable and that which is merely possible. An institution must provide evidence “well beyond” or “considerably above” a mere possibility of harm in order to reach that middle ground: paras. 197 and 199. This inquiry of course is contextual and how much evidence and the quality of evidence needed to meet this standard will ultimately depend on the nature of the issue and “inherent probabilities or improbabilities or the seriousness of the allegations or consequences”...

2. Exercise of Discretion

Discretionary exemptions are introduced with the wording “A head may refuse...” This indicates that the public body has the option to withhold or release the information if the exemption is found to apply.

When applying discretionary exemptions, the public body must first determine if the tests described in this Guide apply to the record.
The head then should exercise his/her discretion when deciding whether to withhold records pursuant to the discretionary exemption(s).

Some factors that should be taken into account when exercising discretion include:

- the general purposes of the Act (i.e. public bodies should make information available to the public, and individuals should have access to personal information about themselves);
- the wording of the discretionary exception and the interests which the exception attempts to protect or balance;
- whether the applicant's request may be satisfied by severing the record and providing the applicant with as much information as is reasonably practicable;
- the historical practice of the public body with respect to the release of similar types of records;
- the nature of the record and the extent to which the record is significant or sensitive to the public body;
- whether the disclosure of the information will increase public confidence in the operation of the public body;
- the age of the record;
- whether there is a definite and compelling need to release the record; and
- whether the Commissioner’s recommendations have ruled that similar types of records or information should be disclosed.

Taking a “blanket approach” to applying exemptions may demonstrate that the public body has not exercised its discretion.

The Supreme Court of Canada ruling Ontario (Public Safety and Security) v. Criminal Lawyers’ Association, (2010) confirmed the authority of the Information and Privacy Commissioner of Ontario to quash a decision not to disclose information pursuant to a discretionary exemption and to return the matter for reconsideration to the head of the public body.

The Supreme Court also considered the following factors to be relevant to the review of discretion:

- the decision was made in bad faith;
- the decision was made for an improper purpose;
- the decision took into account irrelevant considerations; or
- the decision failed to take into account relevant considerations.

During a review of a discretionary exemption, the Commissioner may recommend that the head of the public body reconsider its exercise of discretion if the Commissioner feels one of these factors played a part in the original decision to withhold records. The Commissioner will not, however, substitute his/her own discretion for that of the head.

In Review Report 305-2016, the Commissioner recommended the head of Executive Council reconsider the use of discretion in withholding an email under subsection 17(1)(a) of FOIP.
3. Possession/Control (s. 5 of FOIP/s. 5 of LA FOIP)

<table>
<thead>
<tr>
<th>FOIP</th>
<th>LA FOIP</th>
</tr>
</thead>
<tbody>
<tr>
<td>5 Subject to this Act and the regulations, every person has a right</td>
<td>5 Subject to this Act and the regulations, every person has a right</td>
</tr>
<tr>
<td>to and, on an application made in accordance with this Part, shall</td>
<td>to and, on an application made in accordance with this Part, shall</td>
</tr>
<tr>
<td>be permitted access to records that are in the possession or under</td>
<td>be permitted access to records that are in the possession or under</td>
</tr>
<tr>
<td>the control of a government institution.</td>
<td>the control of a local authority.</td>
</tr>
</tbody>
</table>

Possession is physical possession plus a measure of control of the record (see Review Reports F-2014-007 and LA-2010-002).

Control connotes authority. A record is under the control of a public body when the public body has the authority to manage the record including restricting, regulating and administering its use, disclosure or disposition (see Review Report F-2008-002).

Possession and control are different things. It is conceivable that a public body might have possession but not control of a record or that it might have control but not possession (see Review Report F-2008-002).

To determine whether a public body has a measure of control over a record(s), both parts of the following test must be met:

1. Do the contents of the document relate to a departmental matter? and

2. Can the public body reasonably expect to obtain a copy of the document upon request?

If both questions are answered in the affirmative, the document is under the control of the public body (Canada (Information Commissioner) v. Canada (Minister of Defence), (2011)).

In answering these questions, the following factors may be considered:

- The record was created by a staff member, an officer, or a member of the public body in the course of his or her duties performed for the public body;
- The record was created by an outside consultant for the public body;
- The public body possesses the record, either because it has been voluntarily provided by the creator or pursuant to a mandatory, statutory or employment requirement;
- An employee of the public body possesses the record for the purposes of his or her duties performed for the public body;
- The record is specified in a contract as being under the control of a public body and there is no understanding or agreement that the records are not to be disclosed;
- The content of the record relates to the public body’s mandate and core, central or basic functions;
- The public body has a right of possession of the record;
- The public body has the authority to regulate the record’s use and disposition;
• The public body paid for the creation of the records;
• The public body has relied upon the record to a substantial extent;
• The record is closely integrated with other records held by the public body;
• A contract permits the public body to inspect, review and/or possess copies of the records the contractor produced, received or acquired;
• The public body’s customary practice in relation to possession or control of records of this nature in similar circumstances;
• The customary practice of other bodies in a similar trade, calling or profession in relation to possession or control of records of this nature in similar circumstances; and
• The owner of the records.

4. Duty to Assist (s. 5.1 of FOIP/s. 5.1 of LA FOIP)

<table>
<thead>
<tr>
<th>FOIP</th>
<th>LA FOIP</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>5.1</strong> (1) Subject to this Act and the regulations, a government institution shall respond to a written request for access openly, accurately and completely.</td>
<td><strong>5.1</strong> (1) Subject to this Act and the regulations, a local authority shall respond to a written request for access openly, accurately and completely.</td>
</tr>
<tr>
<td>(2) On the request of an applicant, the government institution shall:</td>
<td>(2) On the request of an applicant, the local authority shall:</td>
</tr>
<tr>
<td>(a) provide an explanation of any term, code or abbreviation used in the information; or</td>
<td>(a) provide an explanation of any term, code or abbreviation used in the information; or</td>
</tr>
<tr>
<td>(b) if the government institution is unable to provide an explanation in accordance with clause (a), endeavor to refer the applicant to a government institution that is able to provide an explanation.</td>
<td>(b) if the local authority is unable to provide an explanation in accordance with clause (a), endeavor to refer the applicant to a person who is able to provide an explanation.</td>
</tr>
</tbody>
</table>

This is a new provision following the amendments of January 1, 2018. Guidance on this provision will be provided soon.

5. Search

An IPC review involving search can occur in two situations:
• The public body issued a section 7 response indicating records do not exist; or
• The applicant believes there are more records than what was provided.

The focus of an IPC search review is whether or not the public body conducted a reasonable search.

A **reasonable search** is one in which an employee, experienced in the subject matter, expends a reasonable effort to locate records which are reasonably related to the request. A reasonable effort is the level of effort you would expect of any fair, sensible person searching areas where records are likely to be stored. What is reasonable depends on the request and related circumstances.
The threshold that must be met is one of “reasonableness”. In other words, it is not a standard of perfection, but rather what a fair and rational person would expect to be done or consider acceptable. FOIP and LA FOIP do not require the public body to prove with absolute certainty that records do not exist.

When a public body receives a notification letter from the IPC requesting details of its search efforts, the following can be included in the public body’s submission (non-exhaustive):

Outline the search strategy conducted:

- For personal information requests – explain how the individual is involved with the public body (i.e. client, employee, former employee etc.) and why certain departments/divisions/branches were included in the search.

- For general requests – tie the subject matter of the request to the departments/divisions/branches included in the search. In other words, explain why certain areas were searched and not others.

- Identify the employee(s) involved in the search and explain how the employee(s) is experienced in the subject matter.

- Explain how the records management system is organized (both paper & electronic) in the departments/divisions/branches included in the search:
  - Describe how records are classified within the records management system. For example, are the records classified by:
    - alphabet
    - year
    - function
    - subject
  - Consider providing a copy of your organizations record schedule and screen shots of the electronic directory (folders & subfolders).
  - If the record has been destroyed, provide copies of record schedules and/or destruction certificates.
  - Explain how you have considered records stored off-site.
  - Explain how records that may be in the possession of a third party but in the public body’s control have been searched such as a contractor or information service provider.
  - Explain how a search of mobile electronic devices was conducted (i.e. laptops, smart phones, cell phones, tablets).

- Which folders within the records management system were searched and explain how these folders link back to the subject matter requested?
  - For electronic folders – indicate what key terms were used to search if applicable.

- On what dates did each employee search?

- How long did the search take for each employee?
What were the results of each employee's search?

- Consider having the employee that is searching provide an affidavit to support the position that no record exists or to support the details provided. For more on this, see the IPC resource, Using Affidavits in a Review with the IPC available on our website.

The above list is meant to be a guide. Providing the above details is not a guarantee that the IPC will find that the search efforts were reasonable. Each case will require different search strategies and details depending on the records requested.

6. Records not Responsive

When a public body receives an access to information request, it must determine what information is responsive to the access request.

**Responsive** means relevant. The term describes anything that is reasonably related to the request. It follows that any information or records that do not reasonably relate to an Applicant’s request will be considered “not-responsive”.

When determining what information is responsive, consider the following:

- The request itself sets out the boundaries of relevancy and circumscribes the records or information that will ultimately be identified as being responsive.

- A public body can remove information as not-responsive only if the applicant has requested specific information, such as his or her own personal information.

- The public body may treat portions of a record as not-responsive if they are clearly separate and distinct and entirely unrelated to the access request. However, use it sparingly and only where necessary.

- If it is just as easy to release the information as it is to claim “not responsive”, the information should be released (i.e. releasing the information will not involve time consuming consultations nor considerable time weighing discretionary exemptions).

- The purpose of FOIP/LA FOIP is best served when a public body adopts a liberal interpretation of a request. If it is unclear what the applicant wants, a public body should contact the applicant for clarification. Subsection 6(3) of FOIP and LA FOIP provide that the public body shall invite the applicant to supply additional details that might lead the identification of the record.

- Applicants are responsible for providing sufficient information to enable an employee familiar with the subject matter to identify the record. Subsection 6(1)(b) of FOIP and LA FOIP provide that applicant must “specify the subject matter of the record requested with sufficient particularity as to time, place and event to enable an individual familiar with the subject-matter to identify the record”.

  - In Ontario Order PO·3492, the Adjudicator at the Information and Privacy Commissioner of Ontario found that the Applicant was not clear in his original request. Even after clarifying his request with the Ministry, the Adjudicator disagreed with the Applicant that the records he alleged to
have been responsive to his request would be caught within the scope of his clarified request.

- So while public bodies must take on a liberal interpretation of access to information requests and invite applicants to provide additional details, applicants have the responsibility of providing sufficient information to the public body so it can identify the requested record and remain reasonable in their expectations of what the scope of the request would capture.

- Avoid breaking up the flow of information (i.e. if possible, do not claim “not responsive” within sentences or paragraphs).

- In the section 7 response to the applicant, the public body should explain what “not responsive” means and that some information has been redacted on this basis.

In Review Report 016/2014, the Commissioner found that the Ministry of Education appropriately withheld information as not-responsive because the applicant’s access to information request was very specific.

In Review Report 187-2015, the Commissioner found that the information deemed as not responsive by SGI, was indeed responsive.

In Review Report 023-2017 and 078-2017 and Review Report 061-2017, the Commissioner recommended that in the interest of fairness and transparency, public bodies indicate in the section 7 response to an applicant when information in a responsive record is being withheld as non-responsive and give reasons why.

7. Severing (s. 8 of FOIP/s. 8 of LA FOIP)

<table>
<thead>
<tr>
<th>FOIP</th>
<th>LA FOIP</th>
</tr>
</thead>
<tbody>
<tr>
<td>8 Where a record contains information to</td>
<td>8 Where a record contains information to</td>
</tr>
<tr>
<td>which an applicant is refused access, the</td>
<td>which an applicant is refused access, the</td>
</tr>
<tr>
<td>head shall give access to as much of the</td>
<td>head shall give access to as much of the</td>
</tr>
<tr>
<td>record as can reasonably be severed</td>
<td>record as can reasonably be severed</td>
</tr>
<tr>
<td>without disclosing the information to</td>
<td>without disclosing the information to</td>
</tr>
<tr>
<td>which the applicant is refused.</td>
<td>which the applicant is refused.</td>
</tr>
</tbody>
</table>

*Severing* is the exercise by which portions of a document are blacked out before the document is provided to an applicant.

To be compliant with section 8, when processing records in response to an access request, public bodies should do a line-by-line review of each page and apply severing where appropriate. Each severed item should have a notation indicating which exemption(s) applies in each instance.

When providing the record to the IPC for a review, the ideal format is with:

a. the withheld information outlined or highlighted so it is still visible; and
b. the applicable exemption(s) clearly indicated beside or near the withheld information.

However, any format will be accepted provided it is clear what is withheld and what exemptions are being relied upon for each item severed.

8. Fees (s. 9 of FOIP/s. 9 of LA FOIP)

<table>
<thead>
<tr>
<th>FOIP</th>
<th>LA FOIP</th>
</tr>
</thead>
<tbody>
<tr>
<td>9(1) An applicant who is given notice pursuant to clause 7(2)(a) is entitled to obtain access to the record on payment of the prescribed fee.</td>
<td>9(1) An applicant who is given notice pursuant to clause 7(2)(a) is entitled to obtain access to the record on payment of the prescribed fee.</td>
</tr>
<tr>
<td>(2) Where the amount of fees to be paid by an applicant for access to records is greater than a prescribed amount, the head shall give the applicant a reasonable estimate of the amount, and the applicant shall not be required to pay an amount greater than the estimated amount.</td>
<td>(2) Where the amount of fees to be paid by an applicant for access to records is greater than a prescribed amount, the head shall give the applicant a reasonable estimate of the amount, and the applicant shall not be required to pay an amount greater than the estimated amount.</td>
</tr>
<tr>
<td>(3) Where an estimate is provided pursuant to subsection (2), the time within which the head is required to give written notice to the applicant pursuant to subsection 7(2) is suspended until the applicant notifies the head that the applicant wishes to proceed with the application.</td>
<td>(3) Where an estimate is provided pursuant to subsection (2), the time within which the head is required to give written notice to the applicant pursuant to subsection 7(2) is suspended until the applicant notifies the head that the applicant wishes to proceed with the application.</td>
</tr>
<tr>
<td>(4) Where an estimate is provided pursuant to subsection (2), the head may require the applicant to pay a deposit of an amount that does not exceed one-half of the estimated amount before a search is commenced for the records for which access is sought.</td>
<td>(4) Where an estimate is provided pursuant to subsection (2), the head may require the applicant to pay a deposit of an amount that does not exceed one-half of the estimated amount before a search is commenced for the records for which access is sought.</td>
</tr>
<tr>
<td>(5) Where a prescribed circumstance exists, the head may waive payment of all or any part of the prescribed fee.</td>
<td>(5) Where a prescribed circumstance exists, the head may waive payment of all or any part of the prescribed fee.</td>
</tr>
</tbody>
</table>

Subsection 9(2) of FOIP/LA FOIP requires a public body to provide a fee estimate where the cost for providing access exceeds $100.

Fees encourage responsible use of the right of access by applicants. However, fees should not present an unreasonable barrier to access. Therefore, fees should be reasonable, fair and at a level that does not discourage any resident from exercising their access rights. As a best practice, where an estimate of costs is being issued by a public body, the public bodies’ access and privacy office should take steps to contact the applicant in an attempt to narrow the scope of the requests to reduce work and costs (Review Reports 064-2016 to 076-2016 & 078-2016 to 091-2016).

FOIP/LA FOIP provide for reasonable cost recovery associated with providing individuals access to records. A reasonable fee estimate is one that is proportionate to the work required on the part of the public body to respond efficiently and effectively to an applicant’s request. The public body should be able to detail how it arrived at its fee estimate amounts for each of the types of fees that can be charged.
Public bodies should ensure that in keeping with best practices it:

- Treats all applicants the same (fairness); and
- Calculates its fees the same (consistency).

This is best achieved through establishment of internal guidelines that set out when and how fees will be applied and/or waived.

The Commissioner has recommended that public bodies issue fee estimates within the first 3 to 10 days of an access request being received so there is still time to process the request once a deposit is received. In addition, the Commissioner has found that it is not reasonable to charge an applicant fees for work already completed before the applicant has agreed to pay the fee. Public bodies should not complete the work when fee estimates are being prepared. It should be a true estimate. Completing the entire search before an applicant has agreed to pay fees or has the opportunity to narrow the search is a potential waste of government time.

The following are the steps that can be taken when charging fees:

1. Contact the applicant:
   a. advise that fees will be necessary;
   b. attempt to clarify or offer ways to narrow the request to reduce or eliminate fees;
   c. follow up in writing with applicant when narrowing occurs;

2. Make a search strategy;

3. Based on the search strategy, prepare a fee estimate (do not complete search);

4. Decide whether to charge a fee (refer to your public body’s policy);

5. Send out fee estimate and suspend work;

6. If applicant initiates, clarify or narrow request with applicant;

7. When applicant pays 50% deposit: start search.

There are three kinds of fees that can be included in a fee estimate:

1. Fees for searching for a responsive record

   The public body should develop a search strategy when preparing its fee estimate.

   Search time consists of every half hour of manual search time required to locate and identify responsive records. For example:
   - staff time involved with searching for records;
   - examining file indices, file plans or listings of records either on paper or electronic;
   - pulling paper files/specific paper records out of files; and
   - reading through files to determine whether records are responsive.

   Search time does not include:
   - time spent to copy the records;
   - time spent going from office to office or off-site storage to look for records; or
• having someone review the results of the search.

The tests related to a reasonable search are:
• Generally, it should take an experienced employee 1 minute to visually scan 12 pages of paper or electronic records to determine responsiveness;
• Generally, it should take an experienced employee 5 minutes to search 1 regular file drawer for responsive file folders;
• Generally, it should take 3 minutes to search one active email account and transfer the results to a separate drive.

In instances where the above tests do not accurately reflect the circumstances, the public body should design a search strategy and test a representative sample of records for time. The time can then be applied to the responsive records as a whole.

Where the search or preparation for responsive records exceeds 2 hours (FOIP) or 1 hour (LA FOIP), the public body can charge $15.00 for every half hour after that for search or preparation.

In Review Report 064-2016 to 076-2016, the Commissioner noted that where a search of active email accounts of current employees is required, search time should be calculated using subsection 6(2) of the FOIP Regulations and not subsection 6(3) of the Regulations unless it is less expensive and the applicant is in agreement. Further, the Commissioner found that government institutions cannot charge for searches of archived email accounts pursuant to subsection 6(3) of the FOIP Regulations because The Archives and Public Records Management Act (APRM) requires records be useable and accessible.

However, local authorities are not subject to APRM, therefore, local authorities do not have the same legal requirement and may have different records management practices (see Review Reports 010-2017 to 014-2017).

2. Fees for preparing the record for disclosure

Preparation includes time spent preparing the record for disclosure including:
• time anticipated to be spent physically severing exempt information from records.

Preparation time does not include:
• Deciding whether or not to claim an exemption;
• Identifying records requiring severing;
• Identifying and preparing records requiring third party notice;
• Packaging records for shipment;
• Transporting records to the mailroom or arranging for courier service;
• Time spent by a computer compiling and printing information;
• Assembling information and proofing data;
• Photocopying; and
• Preparing an index of records.

The test related to reasonable time spent on preparation is:
• Generally, it should take an experienced employee 2 minutes per page to physically sever only.

In instances where the above test does not accurately reflect the circumstances (i.e. a complex record), the public body should test the time it takes to sever on a representative sample of records. The time can then be applied to the responsive records as a whole.

Where the search or preparation for responsive records exceeds 2 hours (FOIP) or 1 hour (LA FOIP), the public body can charge $15.00 for every half hour after that for search or preparation.

3. Fees for the reproduction of records

FOIP and LA FOIP prescribe $0.25 per page for photocopying or computer print-outs.

If a fee is going to be high, public bodies should contact applicants to see if the applicant is willing to clarify or narrow the scope of the request in order to reduce the fees. These efforts should be documented. If an applicant is unwilling to work constructively with the public body to narrow or clarify the scope of their request, or advance a compromise solution which would reduce cost, this could be taken into consideration in determining whether the fee is reasonable during a review by the IPC.

For the public body, the 30 day period to respond to an access request is suspended once the fee estimate is sent and remains suspended until the applicant notifies the public body that the applicant wishes to proceed with the application. The public body can require the applicant to pay a 50% deposit on the fee estimate. Alternatively, the applicant could request a review of the fee estimate.

Applicants are not required to pay any fees beyond what was originally estimated by the public body. If the actual fee ends up being less, the public body should refund the applicant accordingly (see subsections 7(2)/6(2) of FOIP/LA FOIP Regulations).

Where a decision is made to withhold records, applicants do not pay a fee for records withheld. The public body should refund the applicant any deposit paid for these records (see subsections 8(1) & 8(2)/7(1) &7(2) of FOIP/LA FOIP Regulations).

In November 2014, the IPC posted a guest blog on its website from Sun Country Health Region titled, Using an Index to Clarify an Access Request and Reduce the Cost. The blog provides great advice on how to handle fees and provides an example of a template that can be used to break down a fee estimate.

In Review Report 261-2016 & 284-2016, the Commissioner found that an extension applied at the same time of a fee estimate was not necessary and not in keeping with FOIP because the clock stopped when the fee estimate was issued. The Commissioner recommended public bodies issue fee estimates within the first 3 to 10 days of an access request being received so there is still time to process the request once a deposit is received.

In Review Report 146-2015 and 147-2015 and Review Report 115-2016, the Commissioner found that it was not reasonable to charge an applicant fees for work already completed before the applicant had agreed to pay the fee. It was recommended public bodies not complete the work when fee estimates is being prepared. It should be a true estimate. Completing the entire search before an applicant has agreed to pay fees or has the opportunity to narrow the search is a potential waste of government time.
Reviews involving Fee Estimates:

Reviews involving fee estimates can occur at the time the fee estimate is issued or after the access request has already been processed and the fee has been paid.

For reviews that occur at the time the fee estimate is issued, the IPC would expect details on how the guidelines above were used to prepare the fee estimate.

For reviews of fees that occur after the access request has already been processed and the fee has been paid, the IPC still requires details of the search, preparation and reproduction of the record. For this reason, a public body should retain details and notes about its search, preparation and reproduction so it can support the amount of the fee estimate in the event of a review. Where there are discrepancies between what occurred and the fee estimate guidelines above, the public body needs to be able to support how it arrived at the amount it charged. The public body’s submission to our office should parallel the detail above for the 3 types of fees.

9. Fee Waivers (s. 9 of FOIP Regulations/s. 8 of LA FOIP Regulations)

<table>
<thead>
<tr>
<th>FOIP</th>
<th>LA FOIP</th>
</tr>
</thead>
</table>
| **9(1)** For purposes of subsection 9(5) of the Act, the following circumstances are prescribed as circumstances in which a head may waive payment of fees:
  (a) if payment of the prescribed fees will cause a substantial financial hardship for the applicant and, in the opinion of the head, giving access to the record is in the public interest;
  (b) if the application involves the personal information of the applicant;
  (c) if the prescribed fee or actual cost for the service is $100 or less.
| **8(1)** For purposes of subsection 9(5) of the Act, the following circumstances are prescribed as circumstances in which a head may waive payment of fees:
  (a) with respect to the fee set out in subsection 5(1), if the application involves the personal information of the applicant;
  (b) with respect to the fees set out in subsections 5(2) to 5(4), if payment of the prescribed fees will cause a substantial financial hardship for the applicant and, in the opinion of the head, giving access to the record is in the public interest;
  (c) if the prescribed cost or actual cost for the service is $100 or less.
| **2(1)(a)** Substantial financial hardship includes circumstances in which the applicant:
  (a) is receiving assistance pursuant to *The Saskatchewan Assistance Act* as an individual or as part of a family unit;
  (b) is receiving assistance pursuant to *The Training Allowance Regulations*;
  (c) is receiving legal assistance or representation from any of the following organizations, including any of the same organizations operating from time to time under another name:
    - The Saskatchewan Legal Aid Commission;
    - Pro Bono Law Saskatchewan;
    - Community Legal Assistance Services for Saskatoon Inner City Inc. (CLASSIC).
| **2(1)** For the purposes of clause (1)(b) substantial financial hardship includes circumstances in which the applicant:
  (a) is receiving assistance pursuant to *The Saskatchewan Assistance Act, as an individual or as part of a family unit*;
  (b) is receiving assistance pursuant to *The Training Allowance Regulations*;
  (c) is receiving legal assistance or representation from any of the following organizations, including any of the same organizations operating from time to time under another name:
    - The Saskatchewan Legal Aid Commission;
    - Pro Bono Law Saskatchewan; |
Subsection 9(5) of FOIP/LA FOIP provides that where a prescribed circumstance exists, the head can waive payment of all or any part of the fees.

9(1)(a)/8(1)(b)
This provision allows the head to waive the payment of fees if payment would cause substantial financial hardship for the applicant and giving access is in the public interest.

Subsection 9(2)/8(2) includes circumstances under which substantial financial hardship can exist.

Applicants must establish that payment of the fee would cause substantial financial hardship. Public bodies should have established criteria to apply for determining when payment of fees may be waived (i.e. policy or form to be completed by applicants). Public bodies should only collect what is necessary and destroy it when no longer needed.

**Substantial financial hardship** is where any money spent outside of life sustaining requirements (food, water, clothing and shelter) is cause for financial difficulties (ON IPC Order PO-2464). For example, one can consider whether an applicant’s expenses exceed their income and the value of their assets.

To determine if granting access to a record is in the **public interest**, the following factors may be considered:

1. Will the records contribute to the public understanding of, or to debate on or resolution of, a matter or issue that is of concern to the public or a sector of the public, or that would be, if the public knew about it? The following may be relevant:
   - Have others besides the applicant sought or expressed an interest in the records?
   - Are there other indicators that the public has or would have an interest in the records?

2. Is the applicant motivated by commercial or other private interests or purposes, or by a concern on behalf of the public, or a sector of the public? The following may be relevant:
   - Do the records relate to a personal conflict between the applicant and the public body?
   - What is the likelihood the applicant will disseminate the contents of the records in a manner that will benefit the public?

3. If the records are about the process or functioning of the public body, will they contribute to open, transparent and accountable government? The following may be relevant:
   - Do the records contain information that will show how the public body reached or will reach a decision?
   - Are the records desirable for the purpose of subjecting the activities of the public body to scrutiny?
   - Will the records shed light on an activity of the public body that have been called into question?
The factors above do not require that all questions be answered in the affirmative in order for the public body to find that access to the records is in the public interest. The public body should weigh the circumstances of each case in making its decision.

(see Review Report 145-2015)

A review of a fee waiver denied considers the criteria or process used by the public body to deny a fee waiver and whether it was consistent with FOIP/LA FOIP. Public bodies should have a policy or process for dealing with fee waivers and not make decisions arbitrarily. A public body should be able to explain in detail how it arrived at its decision to deny a fee waiver.

9(1)(b)/8(1)(a)
For FOIP only, the head to waive processing fees if the application involves the personal information of the applicant.

For LA FOIP only, the $20 application fee can be waived if the request is for the personal information of the applicant. There is no application fee provided for in FOIP.

9(1)(c)/8(1)(c)
For FOIP/LA FOIP, the head can waive the fees (prescribed or actual) if the cost is $100 or less.

10. Manner of Access (s. 10 of FOIP / s. 10 of LA FOIP)

<table>
<thead>
<tr>
<th>FOIP</th>
<th>LA FOIP</th>
</tr>
</thead>
<tbody>
<tr>
<td>10(1) Where an applicant is entitled to access pursuant to subsection 9(1), the head shall provide the applicant with access to the record in accordance with this section.</td>
<td>10(1) Where an applicant is entitled to access pursuant to subsection 9(1), the head shall provide the applicant with access to the record in accordance with this section.</td>
</tr>
<tr>
<td>(2) A head may give access to a record:</td>
<td>(2) A head may give access to a record:</td>
</tr>
<tr>
<td>(a) by providing the applicant with a copy of the record; or</td>
<td>(a) by providing the applicant with a copy of the record; or</td>
</tr>
<tr>
<td>(b) where it is not reasonable to reproduce the record, by giving the applicant an opportunity to examine the record.</td>
<td>(b) where it is not reasonable to reproduce the record, by giving the applicant an opportunity to examine the record.</td>
</tr>
<tr>
<td>(3) A head may give access to a record that is a microfilm, film, sound recording, machine-readable record or other record of information stored by electronic means:</td>
<td>(3) A head may give access to a record that is a microfilm, film, sound recording, machine-readable record or other record of information stored by electronic means:</td>
</tr>
<tr>
<td>(a) by permitting the applicant to examine a transcript of the record;</td>
<td>(a) by permitting the applicant to examine a transcript of the record:</td>
</tr>
<tr>
<td>(b) by providing the applicant with a copy of the transcript of the record; or</td>
<td>(b) by providing the applicant with a copy of the transcript of the record; or</td>
</tr>
<tr>
<td>(c) in the case of a record produced for visual or aural reception, by permitting the applicant to view or hear the record or by providing the applicant with a copy of it.</td>
<td>(c) in the case of a record produced for visual or aural reception, by permitting the applicant to view or hear the record or by providing the applicant with a copy of it.</td>
</tr>
</tbody>
</table>
Section 10 concerns how access to a record will be given. Public bodies can provide applicants with a copy of the record, or given the applicant an opportunity to examine the record.

If the record is microfilm, film, sound recording, machine-readable record, or other record of information stored by electronic means, the public body has the option to provide access by permitting the applicant to examine a transcript of the record, by providing the applicant with a copy of the transcript of the record, enable the applicant to view or hear the record (or providing the applicant a copy of the record) if the record is produced for visual or aural reception.

In Review Report 110-2015, the Commissioner found that subsection 10(3) of FOIP does not require a government institution to provide both audio and transcription copies of a record.

In Review Report 138-2015, the government institution stated it would provide access to the Applicant by enabling him to view the record. The Applicant wished for a copy of the record instead. The Commissioner found that the manner of access under subsection 10(3) is at the discretion of the public body.

### 11. Transfer of Access Requests (s. 11 of FOIP / s. 11 of LA FOIP)

<table>
<thead>
<tr>
<th>FOIP</th>
<th>LA FOIP</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>11</strong>(1) Where the head of the government institution to which an application is made considers that another government institution has a greater interest in the record, the head:</td>
<td><strong>11</strong>(1) Where the head of the local authority to which an application is made considers that another local authority or a government institution has a greater interest in the record, the head:</td>
</tr>
<tr>
<td>(a) may, within 15 days after the application is made, transfer the application and, if necessary, the record to the other government institution; and</td>
<td>(a) may, within 15 days after the application is made, transfer the application and, if necessary, the record to the other local authority or government institution; and</td>
</tr>
<tr>
<td>(b) if a record is transferred pursuant to clause (a), shall give written notice of the transfer and the date of the transfer to the applicant.</td>
<td>(b) if a record is transferred pursuant to clause (a), shall give written notice of the transfer and the date of the transfer to the applicant.</td>
</tr>
<tr>
<td>(2) For the purposes of this section, a government institution has a greater interest in a record if:</td>
<td>(2) For the purposes of this section, another local authority or a government institution has a greater interest in a record if:</td>
</tr>
<tr>
<td>(a) the record was originally prepared in or for the government institution; or</td>
<td>(a) the record was originally prepared in or for the other local authority or the government institution; or</td>
</tr>
<tr>
<td>(b) the government institution was the first government institution to obtain the record or a copy of the record.</td>
<td>(b) the other local authority or the government institution was the first to obtain the record or a copy of the record.</td>
</tr>
<tr>
<td>(3) For the purposes of section 7, an application that is transferred pursuant to subsection (1) is deemed to have been made to the government institution on the day of the transfer.</td>
<td>(3) For the purposes of section 7 and section 7 of <em>The Freedom of Information and Protection of Privacy Act</em>, an application that is transferred pursuant to subsection (1) is deemed to have been made to the local authority or the government institution on the day of the transfer.</td>
</tr>
</tbody>
</table>
This provision enables public bodies to transfer an access to information request if another public body has a greater interest in the record.

The transfer must take place within 15 days of the public body receiving the access to information request.

In Review Report 059-2015, the government institution did not transfer the access to information request until more than 15 months after receiving the request. The Commissioner found that the government institution did not comply with section 11 of FOIP.

12. Extension of Time (s. 12 of FOIP/ s. 12 of LA FOIP)

Section 12 of FOIP and LA FOIP provide that public bodies can extend the initial 30 day response time to a maximum of 30 more days. This means 60 days in total. However, this is only under limited circumstances which are outlined in the provision.
In Review Report 261-2016 & 284-2016, the Commissioner found that an extension applied by the Ministry of Central Services at the same time of a fee estimate was not necessary and not in keeping with FOIP because the clock stopped when the fee estimate was issued.

12(1)(a)
This provision allows for additional time where:

- the access to information request is for a large number of records; or
- a search through a large number of records is required; or
- a large number of access to information requests was received.

However, public bodies must demonstrate that even where one of the above circumstances exist, completing the work within the original 30 days would unreasonably interfere with the public body’s operations.

12(1)(a)(i)
An extension can be applied where there are a large number of records responsive to the request that require processing or where a search through a large number of records is required in order to respond to the request. In addition, completing this work within the original 30 days would unreasonably interfere with the operations of the public body.

Both parts of the following test must be met:

1. Are there a large number of records requested or needing to be searched?

   **Volume considerations:**
   - How many pages are involved?
   - Do the records require special handling?
   - Does the type of record require different methods of searching or handling?

2. Will meeting the original time limit unreasonably interfere with the operations of the public body?

   **Interference,** in this context, means to obstruct or hinder the range of effectiveness of the public body’s activities.

   Circumstances that may contribute to unreasonable interference:

   - Significant increase in FOI requests (e.g. sharp rise over 1-4 months)
   - Significant increase in FOI caseloads
   - Computer systems or technical problems
   - Unexpected FOI employee leaves
   - Unusual number (high percentage) of new FOI employees in training
   - Cross government requests
   - Program area discovers a significant amount of additional records
   - Type of records (maps, etc.)
   - Number of program areas searched
   - Location of records
Circumstances that would not qualify:

- The public body has not allocated the FOI area sufficient resources
- Long term or systemic problems
- Vacations
- Office processes (e.g. sign-off)
- Personal commitments
- Pre-planned events (e.g. retirements)
- No work done during initial 30 days
- Type of applicant (media, political, etc.)

(BC IPC, *Time Extension Requests Guidelines for Public Bodies*)

In Review Report F-2014-003, the Commissioner found that the Ministry of Justice appropriately applied an extension for purposes of processing a large number of records. The Commissioner found that generally more than 500 records constitute a large number of records for purposes of subsection 12(1)(a)(i) of FOIP.

**12(1)(a)(ii)**

An extension can be applied where the public body has received a large number of access to information requests and completing them within the original 30 days would unreasonably interfere with the operations of the public body.

Both parts of the following test must be met:

1. Were there a high number of requests at the time?

   **Volume considerations:**
   - How many requests are involved?
   - How does volume compare with average request volume?

2. Will meeting the original time limit unreasonably interfere with the operations of the public body?

   **Interference,** in this context, means to obstruct or hinder the range of effectiveness of the public body’s activities.

Circumstances that may contribute to unreasonable interference:

- Significant increase in FOI requests (e.g. sharp rise over 1-4 months)
- Significant increase in FOI caseloads
- Computer systems or technical problems
- Unexpected FOI employee leaves
- Unusual number (high percentage) of new FOI employees in training
- Cross government requests
- Program area discovers a significant amount of additional records
- Type of records (maps, etc.)
- Number of program areas searched
- Location of records
Circumstances that would not qualify:

- The public body has not allocated the FOI area sufficient resources
- Long term or systemic problems
- Vacations
- Office processes (e.g. sign-off)
- Personal commitments
- Pre-planned events (e.g. retirements)
- No work done during initial 30 days
- Type of applicant (media, political, etc.)

*(BC IPC, *Time Extension Requests Guidelines for Public Bodies*)

In Review Report 123-2015, the Commissioner found that at least double the amount of requests normally opened within the Ministry of Justice qualified as a “large number” of requests. In addition, because the Ministry of Justice had seven vacancies in its Freedom of Information and Privacy Branch, it was reasonable to consider the interference with its operations if it were to try to complete them within the original 30 days. The Ministry of Justice normally had 25 to 50 access to information requests. However, it had over 100 at the time it extended the original time period of 30 days.

*12(1)(b)*

An extension can be applied where the public body needs more time to consult in order to process the request.

Both parts of the following test must be met:

1. Was the public body consulting a third party or other public body?

   The public body should be able to explain why it was necessary to consult with a third party or other public body in order to make a decision about access, including how the third party or other public body is expected to assist.

   Some valid reasons for consulting:
   - Third party or other public body has an interest in the records
   - Records were created or controlled jointly

   Consultations with staff, program areas or branches within the same public body do not qualify for this provision.

   Consultations for a purpose other than deciding whether to give access do not qualify for this provision.

2. Was it not reasonable for the consultations to be completed within the first 30 days?

   Considerations:
   - When did the public body initiate consultations?
   - Were a large number of consultations required?
• Availability of third party and public body contacts
• Did the public body set deadline expectations?
• Is time required for consultation reasonable?
• Did the public body follow up on consultation requests?
• Has the public body proceeded with a phased release?

(BC IPC, *Time Extension Requests Guidelines for Public Bodies*)

13. Confidentiality provisions in other enactments (s. 23 of FOIP/s. 22 of LA FOIP)

<table>
<thead>
<tr>
<th>FOIP</th>
<th>LA FOIP</th>
</tr>
</thead>
</table>
| **23**(1) Where a provision of:  
(a) any other Act; or  
(b) a regulation made pursuant to any other Act;  
that restricts or prohibits access by any person to a record or information in the possession or under the control of a government institution conflicts with this Act or the regulations made pursuant to it, the provisions of this Act and the regulations made pursuant to it shall prevail.  
(2) Subject to subsection (3), subsection (1) applies notwithstanding any provision in the other Act or regulation that states that the provision is to apply notwithstanding any other Act or law.  
(3) Subsection (1) does not apply to:  
(a) *The Adoption Act, 1998*;  
(b) section 31 of *The Archives and Public Records Management Act*;  
(c) section 74 of *The Child and Family Services Act*;  
(d) section 14 of *The Enforcement of Maintenance Orders Act, 1997*;  
(e) *The Health Information Protection Act*;  
(f) section 91.1 of *The Police Act, 1990*;  
(g) section 13 of *The Proceedings against the Crown Act*;  
(h) section 15 of *The Securities Act, 1988*;  
(i) sections 40.1, 97 and 283 of *The Traffic Safety Act*. | **22**(1) Where a provision of:  
(a) any other Act;  
(b) a regulation made pursuant to any other Act; or  
(c) a resolution or bylaw;  
that restricts or prohibits access by any person to a record or information in the possession or under the control of a local authority conflicts with this Act or the regulations made pursuant to it, the provisions of this Act and the regulations made pursuant to it shall prevail.  
(2) Subject to subsection (3), subsection (1) applies notwithstanding any provision in the other Act, regulation, resolution or bylaw that states that the provision is to apply notwithstanding any other Act or law.  
(3) Subsection (1) does not apply to:  
(a) *The Health Information Protection Act*;  
(a.01) Part VIII of *The Vital Statistics Act, 2009*;  
(a.1) any prescribed Act or prescribed provisions of an Act; or  
(b) any prescribed regulation or prescribed provisions of a regulation; and the provisions mentioned in clauses (a), (a.01), (a.1) and (b) shall prevail. |
(j) section 61 of The Trust and Loan Corporations Act, 1997;

(k) Part VIII of The Vital Statistics Act, 2009;

(l) sections 172 to 174 of The Workers’ Compensation Act, 2013;

(m) any prescribed Act or prescribed provisions of an Act; or

(n) any prescribed regulation or prescribed provisions of a regulation.

The purpose of this provision is to ensure that FOIP/LA FOIP prevail over other statutory provisions unless the records or information fall within the enumerated list of exclusions in subsection 23(3)/22(3). The list of exclusions continues in the FOIP/LA FOIP Regulations at section 12/8.1.

The public body must demonstrate that the record or information in question falls within the statutory provision that is not subject to FOIP/LA FOIP.

14. Right of Correction (s. 32 of FOIP/s. 31 of LA FOIP)

<table>
<thead>
<tr>
<th>FOIP</th>
<th>LA FOIP</th>
</tr>
</thead>
</table>
| **32(1)** An individual who is given access to a record that contains personal information with respect to himself or herself is entitled:  
(a) to request correction of the personal information contained in the record if the person believes that there is an error or omission in it;  
(b) to require that a notation be made that a correction was requested but not made; or  
(c) if the request has been disregarded, to be advised of the reason for which it has been disregarded.  
(2) Within 30 days after a request pursuant to clause (1)(a) is received, the head shall advise the individual in writing that:  
(a) the correction has been made; or  
(b) a notation pursuant to clause (1)(b) has been made.  
(3) Section 12 applies, with any necessary modification, to the extension of the period set out in subsection (2). | **31(1)** An individual who is given access to a record that contains personal information with respect to himself or herself is entitled:  
(a) to request correction of the personal information contained in the record if the person believes that there is an error or omission in it;  
(b) to require that a notation be made that a correction was requested but not made; or  
(c) if the request has been disregarded, to be advised of the reason for which it has been disregarded.  
(2) Within 30 days after a request pursuant to clause (1)(a) is received, the head shall advise the individual in writing that:  
(a) the correction has been made; or  
(b) a notation pursuant to clause (1)(b) has been made.  
(3) Section 12 applies, with any necessary modification, to the extension of the period set out in subsection (2). |

**32(1)(a)/31(1)(a)**  
This provision provides an individual with the right to request a public body correct his/her personal information where the individual believes there has been an error or omission.
An error is a mistake or something wrong or incorrect.

An omission means that something is missing, left out or overlooked.

As it is applicants alleging errors, applicants must provide some argument to support the request for correction. A request for correction must, at a minimum:

i) Identify the personal information the applicant believes is in error. That personal information must be the personal information of the applicant and not of a third party;

ii) The alleged error must be a factual error or omission;

iii) The request must include some evidence to support the allegation of error or omission. Mere assertions will not suffice; and

iv) The proposed correction must be clearly stated and cannot be a substitution of opinion.

The provision is not intended to function as an avenue of appeal, or redress, for an individual who is disappointed by a decision or disagrees with it.

Records of an investigatory nature cannot be said to be “incorrect”, “in error”, “incomplete”, “inexact” or “ambiguous” if they simply reflect the views of the individuals whose impressions are being set out. In other words, it is not the truth of the recorded information that is determinative of whether a correction request should be granted, but rather whether what is recorded accurately reflected the author’s observations, perception of events and impressions as they existed at the time the records were created.

Professional opinions or observations are not normally subject to correction, unless an error can be independently verified. (Review Report 125-2017)

Professional means of or relating to or belonging to a profession.

Opinion means a belief or assessment based on grounds short of proof, a view held as probable.

Observation means a comment based on something one has seen, heard, or noticed, and the action or process of closely observing or monitoring.

(NFLD and Labrador IPC Report AH-2014-001)

The section does not require a public body to ‘correct’ opinions or any expressions of judgement based on facts and arrived at applying knowledge, skill and experience.

In each case, the appropriate method for correcting personal information should be determined by taking into account the nature of the record, the method indicated by the applicant, if any, and the most practical and reasonable method in the circumstances.

32(1)(b)/31(1)(b)

This provision requires a public body to make a notation on file where a correction was requested by an applicant but the decision was made not to correct the information.

Notations should be:
- Permanent and obvious; and
- Include:
  - Date;
  - Who requested the amendment;
  - What the requested amendment was;
  - A signature of the decision-maker; and
  - The reason why the notation instead of the amendment was made.

32(1)(c)/31(1)(c)
This is a new provision following the amendments of January 1, 2018. Guidance on this provision will be provided soon.

15. Application to Disregard Requests (s. 45.1 of FOIP/s. 43.1 of LA FOIP)

<table>
<thead>
<tr>
<th>FOIP</th>
<th>LA FOIP</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>45.1</strong> (1) The head may apply to the commissioner to disregard one or more applications pursuant to section 6 or requests pursuant to section 32.</td>
<td><strong>43.1</strong> (1) The head may apply to the commissioner to disregard one or more applications pursuant to section 6 or requests pursuant to section 31.</td>
</tr>
<tr>
<td>(2) In determining whether to grant an application or request mentioned in subsection (1), the commissioner shall consider whether the application or request:</td>
<td>(2) In determining whether to grant an application or request mentioned in subsection (1), the commissioner shall consider whether the application or request:</td>
</tr>
<tr>
<td>(a) would unreasonably interfere with the operations of the government institution because of the repetitious or systematic nature of the application or request;</td>
<td>(a) would unreasonably interfere with the operations of the local authority because of the repetitious or systematic nature of the application or request;</td>
</tr>
<tr>
<td>(b) would amount to an abuse of the right of access or right of correction because of the repetitious or systematic nature of the application or request; or</td>
<td>(b) would amount to an abuse of the right of access or right of correction because of the repetitious or systematic nature of the application or request; or</td>
</tr>
<tr>
<td>(c) is frivolous or vexatious, not in good faith or concerns a trivial matter.</td>
<td>(c) is frivolous or vexatious, not in good faith or concerns a trivial matter.</td>
</tr>
<tr>
<td>(3) The application pursuant to subsection 6(1) or the request pursuant to clause 32(1)(a) is suspended until the commissioner notifies the head of the commissioner’s decision with respect to an application or request mentioned in subsection (1).</td>
<td>(3) The application pursuant to subsection 6(1) or the request pursuant to clause 31(1)(a) is suspended until the commissioner notifies the head of the commissioner’s decision with respect to an application or request mentioned in subsection (1).</td>
</tr>
<tr>
<td>(4) If the commissioner grants an application or request mentioned in subsection (1), the application pursuant to subsection 6(1) or the request pursuant to clause 32(1)(a) is deemed to not have been made.</td>
<td>(4) If the commissioner grants an application or request mentioned in subsection (1), the application pursuant to subsection 6(1) or the request pursuant to clause 31(1)(a) is deemed to not have been made.</td>
</tr>
<tr>
<td>(5) If the commissioner refuses an application or request mentioned in subsection (1), the 30-day period mentioned in subsection 7(2) or subsection 32(2) resumes.</td>
<td>(5) If the commissioner refuses an application or request mentioned in subsection (1), the 30-day period mentioned in subsection 7(2) or subsection 31(2) resumes.</td>
</tr>
</tbody>
</table>
Subsection 45.1/43.1 of FOIP/LA FOIP provides the Commissioner the power to authorize a public body to disregard an access to information request or correction request made to a public body. Subsection 45.1(1)/43.1(1) requires a public body to make an application to the Commissioner. This should be in the form of a written application (letter) that includes evidence and argument about how the criteria under subsection 45.1(2)/43.1(2) are met. Details of how to make an application are contained in the office’s resource, Application to Disregard an Access to Information Request or Request for Correction, which can be found on our website.

A request to disregard is a serious matter as it could have the effect of removing an applicant’s express right to seek access to information in a particular case. It is important for a public body to remember that a request to disregard must present a sound basis for consideration and should be prepared with this in mind. (NB IPC Interpretation Bulletin – Section 15 – Permission to disregard access request)

**45.1(2)(a)/43.1(2)(a)**

For this provision to be found to apply, the public body would have to demonstrate that the applicant’s access to information requests or requests for correction interfere unreasonably with the operations of the public body due to their repetitious or systemic nature.

Both parts of the following test must be met:

1. Are the requests for access or correction repetitious or systematic?

   - **Repetitious** requests are requests that are made two or more times.
   - **Systematic** requests are those made according to a method or plan of acting that is organized and carried out according to a set of rules or principles.

   (BC IPC Order F12-01)

   The following factors should be considered:

   - Are the requests repetitious (does the applicant ask more than once for the same records or information or for the same information to be corrected)?
   - Are the requests similar in nature or do they stand alone as being different?
   - Do previous requests overlap to some extent?
   - Are the requests close in their filing time?
   - Does the applicant continue to engage in a determined effort to request the same information (an important factor in finding whether requests are systematic, is to determine whether they are repetitious)?
   - Is there a pattern of conduct on the part of the applicant in making the repeated requests that is regular or deliberate?
   - Does the applicant methodically request records or information in many areas of interest over extended time periods, rather than focusing on accessing specific records or information of identified events or matters?
- Has the applicant requested records or information of various aspects of the same issue?

- Has the applicant made a number of requests related to matters referred to in records already received?

- Does the applicant follow up on responses received by making further requests?

- Does the applicant question the content of records received by making further access requests?

- Does the applicant question whether records or information exist when told they do not?

- Can the requests be seen as a continuum of previous requests rather than in isolation?

(NB IPC Interpretation Bulletin, Section 15 – Permission to disregard access request)

The public body should address any of the above factors that apply. Depending on the nature of the case, one factor alone or multiple factors in concert with each other can lead to the first part of the test being met.

2. Do the repetitious or systematic requests unreasonably interfere with the operations of the public body?

In order to interfere with operations, the request(s) must obstruct or hinder the range of effectiveness of the public body’s activities. The circumstances of the particular institution must be considered. For example, it would take less to interfere with the operations of a small municipality compared to a large ministry.

Each of the following factors should be considered:

- Are the requests large and complex, rather than confusing, vague, broadly worded, or wide-ranging (e.g. “all records” on a topic), without parameters such as date ranges?

- Did the public body seek clarification and was it obtained?

- Did the clarification of the applicant’s requests, if obtained, provide useful details to enable the effective processing of the requests?

- Do the applicant’s requests impair the public body’s ability to respond to other requests in a timely fashion?

- What is the amount of time to be committed for the processing of the request, such as:
  - Number of employees to be involved in processing the request:
  - Number of employees and hours expended to identify, retrieve, review, redact if necessary, and copy records;
  - Number of total employees in the same office; and
Whether there is an employee assigned solely to process access requests.

(NB IPC Interpretation Bulletin, Section 15 – Permission to disregard access request)

For the second part of the test, the public body should address all of the above factors in its application to the Commissioner.

**45.1(2)(b)/43.1(2)(b)**

For this provision to be found to apply, the public body would have to demonstrate that the applicant’s access to information requests or requests for correction are of such a repetitious or systemic nature that they can be said to be an abuse of the right of access or correction.

Both parts of the following test must be met:

1. Are the requests for access or correction repetitious or systematic?

   - **Repetitious** requests are requests that are made two or more times.
   - **Systematic** requests are those made according to a method or plan of acting that is organized and carried out according to a set of rules or principles.

   (BC IPC Order F12-01)

The following factors should be considered:

- Are the requests repetitious (does the applicant ask more than once for the same records or information or for the same information to be corrected)?
- Are the requests similar in nature or do they stand alone as being different?
- Do previous requests overlap to some extent?
- Are the requests close in their filing time?
- Does the applicant continue to engage in a determined effort to request the same information (an important factor in finding whether requests are systematic, is to determine whether they are repetitious)?
- Is there a pattern of conduct on the part of the applicant in making the repeated requests that is regular or deliberate?
- Does the applicant methodically request records or information in many areas of interest over extended time periods, rather than focusing on accessing specific records or information of identified events or matters?
- Has the applicant requested records or information of various aspects of the same issue?
- Has the applicant made a number of requests related to matters referred to in records already received?
• Does the applicant follow up on responses received by making further requests?

• Does the applicant question the content of records received by making further access requests?

• Does the applicant question whether records or information exist when told they do not?

• Can the requests be seen as a continuum of previous requests rather than in isolation?

(NB IPC Interpretation Bulletin, Section 15 – Permission to disregard access request)

The public body should address any of the above factors that apply. Depending on the nature of the case, one factor alone or multiple factors in concert with each other can lead to the first part of the test being met.

2. Do the repetitious or systematic requests amount to an abuse of the right of access or correction?

An abuse of the right of access or correction is where an applicant is using the access/correction provisions of FOIP or LA FOIP in a way that is contrary to its principles and objects.

Abuse of the right of access or correction can have serious consequences for the rights of others and for the public interest. By overburdening a public body, misuse by one person can threaten or diminish a legitimate exercise of that same right by others. Such abuse also harms the public interest, since it unnecessarily adds to a public body’s costs of complying with the Act.

Once it is determined that the requests are repetitious or systematic, one must consider whether there is a pattern or type of conduct that amounts to an abuse of the right of access or correction or are made for a purpose other than to obtain access to information or correction.

It is possible to have a repetitious request without there being an abuse of the right of access. For example, applicants are not always sure how to word their access requests and may submit additional requests in an effort to pinpoint the specific records they are seeking. Although the requests may be repetitious, it would not be an abuse of the right of access. Such a situation would be better handled through the duty to assist and clarification with the applicant.

The following factors should be considered:

• Number of requests: is the number excessive?

• Nature and scope of the requests: are they excessively broad and varied in scope or unusually detailed? Are they identical to or similar to previous requests?

• Purpose of the requests: are the requests intended to accomplish some objective other than to gain access? For example, are they made for “nuisance” value, or is the applicant’s aim to harass the public body or to break or burden the system?

• Timing of the requests: is the timing of the requests connected to the occurrence of some other related event, such as a court or tribunal proceeding?
• **Wording of the request**: are the requests or subsequent communications in their nature offensive, vulgar, derogatory or contain unfounded allegations?

Offensive or intimidating conduct or comments by applicants is unwarranted and harmful. They can also suggest that an applicant’s objectives are not legitimately about access to records. Requiring employees to be subjected to and to respond to offensive, intimidating, threatening, insulting conduct or comments can have a detrimental effect on well-being.

The public body should address any of the above factors that apply. Depending on the nature of the case, one factor alone or multiple factors in concert with each other can lead to the second part of the test being met.

45.1(2)(c)/43.1(2)(c)

For this provision to be found to apply, the public body would have to demonstrate that the applicant’s access to information request(s) or request(s) for correction is frivolous, vexatious, not in good faith or concerns a trivial matter.

Similar to subsection 50(2)/39(2) of FOIP/LA FOIP, the following definitions and factors have been established:

**Frivolous** is typically associated with matters that are trivial or without merit, lacking a legal or factual basis or legal or factual merit; not serious; not reasonably purposeful; of little weight or importance.

**Vexatious** means without reasonable or probable cause or excuse. A request is *vexatious* when the primary purpose of the request is not to gain access to information but to continually or repeatedly harass a public body in order to obstruct or grind a public body to a standstill. It is usually taken to mean with intent to annoy, harass, embarrass, or cause discomfort.

When considering whether a request was made on grounds that are frivolous or vexatious, the Commissioner is determining whether there is a pattern or type of conduct on the part of the applicant that amounts to an abuse of the right of access.

An **abuse of the right of access or correction** is where an applicant is using the access/correction provisions of FOIP or LA FOIP in a way that is contrary to its principles and objects.

The following factors should be considered:

• **Number of requests**: is the number excessive?

• **Nature and scope of the requests**: are they excessively broad and varied in scope or unusually detailed? Are they identical to or similar to previous requests?

• **Purpose of the requests**: are the requests intended to accomplish some objective other than to gain access? For example, are they made for “nuisance” value, or is the applicant’s aim to harass the public body or to break or burden the system?

• **Timing of the requests**: is the timing of the requests connected to the occurrence of some other related event, such as a court or tribunal proceeding?
• **Wording of the request:** are the requests or subsequent communications in their nature offensive, vulgar, derogatory or contain unfounded allegations?

Offensive or intimidating conduct or comments by applicants is unwarranted and harmful. They can also suggest that an applicant’s objectives are not legitimately about access to records. Requiring employees to be subjected to and to respond to offensive, intimidating, threatening, insulting conduct or comments can have a detrimental effect on well-being.

The public body should address any of the above factors that apply. Depending on the nature of the case, one factor alone or multiple factors in concert with each other can lead to a finding that a request is an abuse of the right of access.

However, generally, the actions of applicants are not under scrutiny in an access request: they have no duty to be accountable to the provincial government. The law is in place to allow for the scrutiny of those who govern, not the other way around. When making access requests, applicants who frequently use the Act are exercising a statutory right. While some requests can be complicated and may even be intended as “fishing expeditions”, they are lawful and ought to be treated with respect (AB IPC Investigation Report F2017-IR-01).

**Not in good faith** means the opposite of “good faith”, generally implying or involving actual or constructive fraud, or a design to mislead or deceive another, or a neglect or refusal to fulfill some duty or other contractual obligation, not prompted by an honest mistake as to one’s rights, but by some interested or sinister motive.

When an applicant refuses to cooperate with a public body in the process of accessing information or if a party misrepresents events to the IPC, this could suggest the party is not acting in good faith.

The intention to use information obtained from an access request in a manner that is disadvantageous to the public body does not qualify as bad faith. To the contrary, it is appropriate for requesters to seek information “to publicize what they consider to be inappropriate or problematic decisions or processes undertaken” by public bodies (ON IPC Order MO-1924). Applicants do not need to justify a request and FOIP/LA FOIP does not place limits on what an applicant can do with the information once access has been granted.

A **trivial matter** is something insignificant, unimportant or without merit. It is similar to frivolous.

Information that may be trivial from one person’s perspective, however, may be of importance from another’s. (Ont IPC Order M-618) Therefore, what is trivial is somewhat subjective.

16. **Dismissing or Discontinuing Reviews (s. 50(2) of FOIP/s. 39(2) of LA FOIP)**

<table>
<thead>
<tr>
<th>FOIP</th>
<th>LA FOIP</th>
</tr>
</thead>
<tbody>
<tr>
<td>50(1) Where the commissioner is satisfied that there are reasonable grounds to review any matter set out in an application pursuant to section 49, the commissioner shall review the matter.</td>
<td>39(1) Where the commissioner is satisfied that there are reasonable grounds to review any matter set out in an application pursuant to section 38, the commissioner shall review the matter.</td>
</tr>
</tbody>
</table>
(2) The commissioner may refuse to conduct a review or may discontinue a review if, in the opinion of the commissioner, the application for review:

(a) is frivolous or vexatious;

(a.1) does not affect the applicant or individual personally;

(a.2) has not moved forward as the applicant or individual has failed to respond to the requests of the commissioner;

(a.3) concerns a government institution that has an internal review process that has not been used;

(a.4) concerns a professional who is governed by a professional body that regulates its members pursuant to an Act, and a complaints procedure available through the professional body has not been used;

(a.5) may be considered pursuant to another Act that provides a review or other mechanism to challenge a government institution’s decision with respect to the collection, amendment, use or disclosure of personal information and that review or mechanism has not been used;

(a.6) does not contain sufficient evidence;

(a.7) has already been the subject of a report pursuant to section 55 by the commissioner;

(b) is not made in good faith; or

(c) concerns a trivial matter.

(2) The commissioner may refuse to conduct a review or may discontinue a review if, in the opinion of the commissioner, the application for review:

(a) is frivolous or vexatious;

(a.1) does not affect the applicant or individual personally;

(a.2) has not moved forward as the applicant or individual has failed to respond to the requests of the commissioner;

(a.3) concerns a local authority that has an internal review process that has not been used;

(a.4) concerns a professional who is governed by a professional body that regulates its members pursuant to an Act, and a complaints procedure available through the professional body has not been used;

(a.5) may be considered pursuant to another Act that provides a review or other mechanism to challenge a local authority’s decision with respect to the collection, amendment, use or disclosure of personal information and that review or mechanism has not been used;

(a.6) does not contain sufficient evidence;

(a.7) has already been the subject of a report pursuant to section 44 by the commissioner;

(b) is not made in good faith; or

(c) concerns a trivial matter.

Subsection 50(2)/39(2) of FOIP/LA FOIP permits the Commissioner to dismiss or discontinue a review where it appears the access provisions are not being utilized appropriately by an applicant.

However, generally, the actions of applicants are not under scrutiny in an access request; they have no duty to be accountable to the provincial government. The law is in place to allow for the scrutiny of those who govern, not the other way around. When making access requests, applicants who frequently use the Act are exercising a statutory right. While some requests can be complicated and may even be intended as “fishing expeditions”, they are lawful and ought to be treated with respect (AB IPC Investigation Report F2017-IR-01).

A public body can request the Commissioner dismiss or discontinue a review based on subsection 50(2)/39(2). The public body should provide its arguments in support of its position to the IPC.

50(2)(a)/39(2)(a)

Frivolous is typically associated with matters that are trivial or without merit, lacking a legal or factual basis or legal or factual merit; not serious; not reasonably purposeful; of little weight or importance.

Vexatious means without reasonable or probable cause or excuse. A request is vexatious when the primary purpose of the request is not to gain access to information but to continually or repeatedly harass a public body in order to obstruct or grind a public body to a standstill. It is usually taken to mean with intent to annoy, harass, embarrass, or cause discomfort.
When considering whether a request for review was made on grounds that are frivolous, vexatious or not in good faith, the Commissioner is determining whether there is a pattern or type of conduct that amounts to an abuse of the right of access. The following factors are considered. Depending on the nature of the case, one factor alone or multiple factors in concert with each other can lead to a finding that a request is an abuse of the right of access:

- **Number of requests:** is the number excessive?

  Where the volume of requests interferes with the operations of a public body it can be argued the requests are excessive. In order to interfere with operations, the volume of requests must obstruct or hinder the range of effectiveness of the public body’s activities.

- **Nature and scope of the requests:** are they excessively broad and varied in scope or unusually detailed? Are they identical to or similar to previous requests?

- **Purpose of the requests:** are the requests intended to accomplish some objective other than to gain access? For example, are they made for “nuisance” value, or is the applicant’s aim to harass the public body or to break or burden the system?

- **Timing of the requests:** is the timing of the requests connected to the occurrence of some other related event, such as a court or tribunal proceeding?

- **Wording of the request:** are the requests or subsequent communications in their nature offensive, vulgar, derogatory or contain unfounded allegations?

  Offensive or intimidating conduct or comments by applicants is unwarranted and harmful. They can also suggest that an applicant’s objectives are not legitimately about access to records. Requiring employees to be subjected to and to respond to offensive, intimidating, threatening, insulting conduct or comments can have a detrimental effect on well-being.

(see Review Reports 053-2015 and F-2010-002)

**50(2)(a.1)/39(2)(a.1)**

This is a new provision following the amendments of January 1, 2018. Guidance on this provision will be provided soon.

**50(2)(a.2)/39(2)(a.2)**

This is a new provision following the amendments of January 1, 2018. Guidance on this provision will be provided soon.

**50(2)(a.3)/39(2)(a.3)**

This is a new provision following the amendments of January 1, 2018. Guidance on this provision will be provided soon.

**50(2)(a.4)/39(2)(a.4)**

This is a new provision following the amendments of January 1, 2018. Guidance on this provision will be provided soon.
50(2)(a.5)/39(2)(a.5)
This is a new provision following the amendments of January 1, 2018. Guidance on this provision will be provided soon.

50(2)(a.6)/39(2)(a.6)
This is a new provision following the amendments of January 1, 2018. Guidance on this provision will be provided soon.

50(2)(a.7)/39(2)(a.7)
This is a new provision following the amendments of January 1, 2018. Guidance on this provision will be provided soon.

50(2)(b)/39(2)(b)

Not in good faith means the opposite of “good faith”, generally implying or involving actual or constructive fraud, or a design to mislead or deceive another, or a neglect or refusal to fulfill some duty or other contractual obligation, not prompted by an honest mistake as to one’s rights, but by some interested or sinister motive.

When an applicant refuses to cooperate with a public body in the process of accessing information or if a party misrepresents events to the IPC, this could suggest the party is not acting in good faith. Bad faith is not simply bad judgment or negligence, but rather it implies the conscious doing of a wrong because of dishonest purpose or moral obliquity: it is different from the negative idea of negligence in that it contemplates a state of mind affirmatively operating with furtive design or ill will.

The intention to use information obtained from an access request in a manner that is disadvantageous to the public body does not qualify as bad faith. To the contrary, it is appropriate for requesters to seek information “to publicize what they consider to be inappropriate or problematic decisions or processes undertaken” by public bodies (ON IPC Order MO-1924).

When considering whether a request for review was made on grounds that are frivolous, vexatious or not in good faith, the Commissioner is determining whether there is a pattern or type of conduct that amounts to an abuse of the right of access. The following factors are considered. Depending on the nature of the case, one factor alone or multiple factors in concert with each other can lead to a finding that a request is an abuse of the right of access:

- **Number of requests**: is the number excessive?
  
  Where the volume of requests interferes with the operations of a public body it can be argued the requests are excessive. In order to interfere with operations, the volume of requests must obstruct or hinder the range of effectiveness of the public body’s activities.

- **Nature and scope of the requests**: are they excessively broad and varied in scope or unusually detailed? Are they identical to or similar to previous requests?

- **Purpose of the requests**: are the requests intended to accomplish some objective other than to gain access? For example, are they made for “nuisance” value, or is the applicant’s aim to harass the public body or to break or burden the system?

- **Timing of the requests**: is the timing of the requests connected to the occurrence of some other related event, such as a court or tribunal proceeding?
**Wording of the request**: are the requests or subsequent communications in their nature offensive, vulgar, derogatory or contain unfounded allegations?

Offensive or intimidating conduct or comments by applicants is unwarranted and harmful. They can also suggest that an applicant’s objectives are not legitimately about access to records. Requiring employees to be subjected to and to respond to offensive, intimidating, threatening, insulting conduct or comments can have a detrimental effect on well-being.

(see Review Reports 053-2015 and F-2010-002)

50(2)(c)/39(2)(c)

A trivial matter is something insignificant, unimportant or without merit. It is similar to frivolous. However, what is trivial to one person may not be trivial to another.

17. Representative Capacity (s. 59 of FOIP/ s. 49 of LA FOIP)

<table>
<thead>
<tr>
<th>FOIP</th>
<th>LA FOIP</th>
</tr>
</thead>
<tbody>
<tr>
<td>59  Any right or power conferred on an individual by this Act may be exercised:</td>
<td>49  Any right or power conferred on an individual by this Act may be exercised:</td>
</tr>
<tr>
<td>(a) where the individual is deceased, by the individual’s personal representative if the exercise of the right or power relates to the administration of the individual’s estate;</td>
<td>(a) where the individual is deceased, by the individual’s personal representative if the exercise of the right or power relates to the administration of the individual’s estate;</td>
</tr>
<tr>
<td>(b) where a personal guardian or property guardian has been appointed for the individual, by the guardian if the exercise of the right or power relates to the powers and duties of the guardian;</td>
<td>(b) where a personal guardian or property guardian has been appointed for the individual, by the guardian if the exercise of the right or power relates to the powers and duties of the guardian;</td>
</tr>
<tr>
<td>(c) where a power of attorney has been granted, by the attorney if the exercise of the right or power relates to the powers and duties of the attorney conferred by the power of attorney;</td>
<td>(c) where a power of attorney has been granted, by the attorney if the exercise of the right or power relates to the powers and duties of the attorney conferred by the power of attorney;</td>
</tr>
<tr>
<td>(d) where the individual is less than 18 years of age, by the individual’s legal custodian in situations where, in the opinion of the head, the exercise of the right or power would not constitute an unreasonable invasion of the privacy of the individual; or</td>
<td>(d) where the individual is less than 18 years of age, by the individual’s legal custodian in situations where, in the opinion of the head, the exercise of the right or power would not constitute an unreasonable invasion of the privacy of the individual; or</td>
</tr>
<tr>
<td>(e) by any person with written authorization from the individual to act on the individual’s behalf.</td>
<td>(e) by any person with written authorization from the individual to act on the individual’s behalf.</td>
</tr>
</tbody>
</table>

Section 59 of FOIP and section 49 of LA FOIP provides that another person, under specific circumstances, may exercise any right or power under FOIP or LA FOIP that is conferred on an individual.
59(a)/49(a)
A *personal representative* would be someone appointed by the court as Executor or Executrix or Administrator of an estate.

*Administration of an estate* means the management and settlement of the estate of a deceased, including selling, collecting and liquidating assets, paying debts, and making claims for funds owing or exercising any right of a financial benefit of the deceased.

In Review Report 098-2015, the Commissioner found that the information requested by the Applicant relates to the administration of her son’s estate because the information appears in records related to the adjudication of the claim and were considered in the decision-making process. To only provide portions to the Applicant now, would appear unfair.

59(d)/49(d)
The legal custodian can sign on behalf of the child. Sections 3 and 4 of *The Children’s Law Act* provide who would be a legal custodian:

- The parents of a child are joint legal custodians with equal rights unless changed in a court order or an agreement;
- Where parents have not lived together after the birth of a child, the parent with whom the child resides is the sole legal custodian;
- If a parent dies, the surviving parent is the legal custodian of that child unless changed by a court order or an agreement.

Both FOIP and LA FOIP provide that legal custodians can have child’s information, unless in the opinion of the head, providing the information would be an unreasonable invasion of privacy of the individual.

Social workers, teachers and guidance counsellors can run into this problem. Parents may want all the information but that information could include information on pregnancy, drug addiction, sexually transmitted disease, contemplated suicide, contemplated leaving home or commission of a crime. In these instances, the professional involved, his or her supervisor, the head or the trustee must consider very carefully the words “unreasonable invasion of privacy”.

If the child verbally or in writing tells the professional that the child has shared the information in confidence and does not want his or her parents to know, it is important that the professional takes that into consideration in determining whether there would be an “unreasonable invasion of privacy” when disclosing the information to a legal custodian.

18. Delegation (s. 60 of FOIP/s. 50 of LA FOIP)

<table>
<thead>
<tr>
<th>FOIP</th>
<th>LA FOIP</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>60</strong>(1) A head may delegate to one or more officers or employees of the government institution a power granted to the head or a duty vested in the head.</td>
<td><strong>50</strong>(1) A head may delegate to one or more officers or employees of the local authority a power granted to the head or a duty vested in the head.</td>
</tr>
<tr>
<td>(2) A delegation pursuant to subsection (1):</td>
<td>(2) A delegation pursuant to subsection (1):</td>
</tr>
<tr>
<td>(a) is to be in writing; and</td>
<td>(a) is to be in writing; and</td>
</tr>
</tbody>
</table>
The head of a public body may delegate some or all of his/her powers under FOIP/LA FOIP to one or more officers or employees of the public body. The delegation should:

- be in writing; and
- contain any limitations, restrictions, conditions or requirements the head considers necessary.

The **head** for purposes of FOIP includes the member of the Executive Council responsible for the administration of the agency (i.e. Minister, President/CEO).

The **head** for purposes of LA FOIP includes the mayor, reeve or chairman of the local advisory committee or the chairperson of the governing body or the individual designated as the head by the governing body of the local authority.

Here are some important things regarding a delegation:

- The delegation should identify the position, not the individual, to which the powers are delegated;
- The delegation can cover a wide variety of duties, powers and functions;
- It remains in effect until replaced;
- It is important to review the delegation periodically for any changes that may be needed, especially if the public body is restructured or part of the public body is transferred to another public body;
- The delegation should specifically refer to handling access to information requests including the processing of requests and the power to make decisions whether or not to disclose all or part of a record;
- A delegation relating to the handling of privacy can be more general and centre on the delegated responsibility for collection, handling and protection of personal information;
- Delegated authority empowers certain officials and employees to make decisions or take action; and
- In general, delegation should be considered for all provisions of FOIP/LA FOIP that state that the head may or must do something.